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Abstract

The need to reduce the iminber of fatalities due to road traffic accidents as 
well as to improve the comfort and efficiency of travel has motivated the vision 
of vehicular ad hoc networks. Vehicles are envisaged to be able to communicate 
with each other to avoid imminent danger by exchanging safety messages, which 
are often safety-critical and time-sensitive. The success or failure of delivering 
such messages in a reliable and time-bounded manner is the key to the correct 
operation of safety a])plications and consequently the well-being of jrassengers.

The unique characteristics of vehicular ad hoc networks, namely high mobil­
ity, large and unbounded scale, potentially adverse channel conditions, and the 
diversity of network density pose hug(; challenges in achieving real-time commu­
nication in these networks. Previous medium access control protocols, whether 
contention-based or reservation-based, are best-effort, protocols in nature, and 
cannot j^rovide reliable and guaranteed medium access. A real-time medium ac­
cess control protocol that can adapt to the fast-changing network topology is 
required to support the stringent communication requirements of those safety- 
critical applications in vehicular networks.

To circumvent the difficulties arising from the network dynamics, this thesis 
proposes a novel design paradigm, pre-scheduling, in order to allocate wireless 
resources in a proactive manner. Leveraging prediction algorithms, pre-scheduling 
identifies relevant participants in the network and negotiates resource allocations 
in the context of future network topology, which paves the way for designing a 
deterministic allocation algorithm with reservation guarantees. In addition, a new 
medium access control protocol. Real-time Reservation Protocol (RRP) has been 
devised which fully supports the pre-scheduling paradigm and achieves reliable 
and time-bounded medium access.

The contributions of this thesis are two-fold. First of all, the pre-scheduling 
concept is proposed which challenges the conventional paradigm that medium ac-



cess control regulates communication participants that are physically close to each 
other. In fact, to identify and negotiate transmission schedules, future neighbors 
are of more relevance in a fast-changing environment. Secondly, a new medium 
access control protocol, RRP is proposed which achieves deterministic and time- 
bounded resource allocation in dynamic networks. A node in the RRP protocol 
tracks, communicates and negotiates with future neighbors in the predicted net­
work topology, and is guaranteed to be allocated a reliable transmission slot 
within a bounded time interval. In addition, a new application-level metric “stal­
eness” is proposed to characterize perceived communication quality of service, 
and applied as a performance indicator in the evaluation study. Via extensive 
simulation experiments, the performance of RRP has been evaluated and com­
pared with other benchmark protocols. The results show the feasibility of RRP in 
achieving reliable and time-bounded medium access in a vehicular environment.
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Chapter 1

Introduction

This thesis presents a new ineditnn access control ])rotocoL real-time reservation 
protocol, to address the problem of providing real-time medinm access control in 
vehicnlar ad hoc networks (VANETs).

A vehicular network is uniquely characterized by its fast-evolving network 
topology, which is resulted from the high node mobility of the network. The in­
tuition to tackle the problem in an environment with a high level of volatility is to 
allocate resources in a proactive way. i.e., pre-scheduling. Leveraging this concept, 
the proposed RRP jrrotocol predicts vehicles’ positions in the forthcoming future 
and estimates the relationships among vehicles’ transmitters in terms of their i)o- 
tential interferences with each other, based on which medium resources, i.e., time 
slots, are allocated. Simulation-based evaluation study has shown that, given 
certain assumptions, the RRP protocol can ])rovide reliable one-hop broadcast 
communication, as well as time-bounded access to the wireless medium, wdrich 
might be of value to safety-critical applications that are envisaged in VANETs.

This introductory chapter provides relevant background information on the 
vehicular networks and their challenges, the problem that this thesis strives to 
solve, and the contributions of this thesis, namely the pre-scheduling concept and 
a real-time medium access control protocol. An overview of the thesis is provided 
at the end of this chapter.



Table : .1: Prospective applications in VANETs
Application Type Aim Example
Public safety application Increase road safety Cooperative forward collision warning. 

I'raffic signal violation warning.
Traffic management ap­
plication

Improve traffic flow 
Reduce congestion and 
travel time

Enhanced route guidance and naviga­
tion. Green light optimal speed advi­
sory. Lane merging assistance.

Information / entertain­
ment application

Provide data / voice ser­
vices for passengers

Internet access. Tolling. Voice or in­
stant messaging.

1.1 The Vision of Vehicular Ad Hoc Networks

A VANET is a special class of mobile ad hoc wireless networks that have emerged 
in recent years, and are widely considered as one of the mobile ad hoc network’s 
real-life applications Moustafa & Zhang [2009]. Such a vehicular network is spon­
taneously formed among moving vehicles and stationary infrastructures that are 
equipped with wireless devices, enabling communications among vehicles them­
selves and those roadside equipments.

In the last decade, significant research efforts have been made in the field of 
VANETs. The major goals of these works are to increase transportation efficiency, 
reduce its impact on the environment, and, most importantly, to increase road 
safety. Several factors have stimulated the development in VANETs, e.g., the 
wide adoption of wireless local area networks (WLAN) and Global Positioning 
System (GPS) technology since the late 1990s; safety, comfort and environment 
concerns; rapidly growing numbers of vehicles; and the commitment to allocate 
wireless spectrum for vehicular wireless communication (generally in the 5.8/5.9 
GHz band in the US and Europe) Hartenstein & Laberteaux [2008]. Prospective 
applications can be roughly categorized as: public safety, traffic management and 
information / entertainment applications. Some examples in each category are 
presented in Table 1.1.

Among the enormous number of applications, the Vehicle Safety Gommuni- 
cations consortium VCS [2006] has identified 8 high-priority applications, with 
near-term and mid-term potential beneht. A brief description of these applica­
tions and a preliminary communication requirements analysis are summarized in 
Table 1.2.



Tal)le 1.2: Preliminary application conmumication scenario requirements
Application Description Comm.

Type
Trans.
Mode

Min.
Freq
(Hz)

Lat.
(msec)

Max.
Comm
Range
(m)

Traffic Sig­
nal Violation 
Warning

To warn the driver to stop at the 
legally prescribed location if the 
traffic signal indicates a stop and 
it is predicted that the driver will 
be in violation

I2V
One-way
Point-
to-nmlti
point

Periodic 10 100 2.50

Curve Speed 
Warning

To aid the driver in negotiating 
curves at a))]nopriate speeds

I2V
One-way
Point-
to-multi
point

Periodic 1 1000 200

Emergency 
Electronic 
Brake Lights

When a vehicle brakes hard, 
the Emergency Electronic Brake 
light applicat ion sends a message 
to other vehicles following be­
hind

V2V 
One-way 
Point- 
to-multi 
poiiit

Event-
driven

10 100 300

Pre-Crash
Sensing

Pre-crash sensing can be nsed to 
prepare for imminent, unavoid­
able collisions

V2V
Two-way
Point-to-
point

Event-
driven

50 20 50

Cooperative
Forward
Collision
Warning

To aid the driver in avoiding 
or mitigating collisions with the 
rear-end of vehicles in the for­
ward path of travel through 
driver notification or warning of 
the impending collision

V2V
One-way
Point-to-
multipoint

Periodic 10 100 150

Left Turn
Assistant

Provides information to drivers 
about oncoming traffic to help 
them make a left turn at a signal­
ized intersection without a phas­
ing left turn arrow

V2I
and I2V 
One-way 
Point-to- 
multipoint

Periodic 10 100 300

Lane Change 
Warning

Provides a warning to the driver 
if an intended lane change may 
cause a crash with a nearby ve­
hicle

V2V
One-way
Point-to-
mnltipoint

Periodic 10 100 150

Stoi) Sign
Movement
Assistance

Provides a warning to a vehicle 
that is about to cross through an 
intersection after having stopped 
at a stop sign

V2I
and I2V 
One-way 
Point-to- 
multipoint

Periodic 10 100 300



1.1.1 Unique Properties in VANETs

The vehicular network is a very unique type of mobile ad hoc network, with a 
number of challenging characteristics.

High mobility: Vehicles in VANETs move with relatively high speed, which is 
a distinctive property compared to other types of generic mobile ad hoc networks. 
The environment in which a VANET operates is very dynamic and include various 
scenarios. The relative speed of nodes could range from 0 to as high as 300 km/h 
on the highway. The implication of such high mobility is that the communication 
window in which two vehicles can talk could be as small as a few seconds. To 
establish a connection and complete the data exchange within such a short interval 
is very challenging.

Large scale: A vehicular network can potentially span over the entire road 
network of a city, which includes effectively unlimited number of vehicles. The 
scalability of any communication protocol in such a virtually unlimited network 
becomes a serious issue. In addition, the large scale of a vehicular network poses 
difficulties on attempts to conduct any real-world evaluations, as such an exper­
iment at any meaningful scale in the VANETs implies huge logistical challenges.

Various network density: Similar to mobility, the density of a vehicular net­
work can be extremely diverse. A country road with sporadic traffic is a com­
pletely different scenario from a 10-lane highway packed with vehicles during the 
rush hour. From a communication perspective, the protocol that works in a 
VANET is required to deliver the same level of QoS in both sparse and dense 
networks. Such a requirement calls for special attention in the design process to 
include mechanisms such as redundancy to ensure graceful degradation when the 
resources available in the network are reduced.

Adverse wireless channel: In terms of wireless communication, the vehicular 
environment is far from ideal. Multi-path fading caused by the environment such 
as the buildings, trees and vehicles themselves, as well as the Doppler Effect which 
stems from the high relative speed between vehicles all deteriorate the reliability 
of the wireless transmission. In addition, line-of-sight communication can not 
always be assumed in an urban scenario.

Nevertheless, there are a number of favorable conditions presented in VANETs



that could l)e exploited. First of all. power is generally not a constraint in 
VANETs, therefore there is no need to consider mechanisms to save energy, which 
is fundamt'ntallv different from win'h'ss sensor networks. In addition, on-board 
computers are powerful in terms of their computing capabilities and available 
memory, whicli means that complex algorithms can be hosted and executed with 
sullicient performance in VANETs. Finally, vehicles in VANETs tend to have 
a very predictable trajectory that are usually limited to roads. Algorithms to 
predict the v('hic*le movement may be feasible and yield b(!nc;ficial results.

1.1.2 VANETs vs. Cellular Solutions

With the ])rohferation of smart ])hones and the dazzling mobile applications that 
have emerged in recent years, people wonder whether the idea of VANETs is still 
relevant. Is it really necessary to form a distributed ad hoc network of vehicles, 
instead of sim])ly connecting them via a base station just like smart phones?

Essentially, it is a traditional debate abr)ut the pros and cons of centralized 
versus distributed solutions. For starters, we can counter the argument with the 
single-point failure of the centralized scilution and ihat. the base station may l)e (he 
bottle neck of the system. Furthermore, in the context of a safety aj^plication in 
VANETs, the distributed solution has unique merits as presented in the following.

The nature of safety applications in vehicular networks is to establish some 
level of mutual awareness with one’s neighbors by periodically broadcasting local­
ization information. Considering the number of messages generated per vehicle 
and the number of vehicles in a local area, there are potentially a huge amount 
of data, which only has local significance, being generated in the communication 
channel of a vehicular network. Therefore, to transmit such a huge amount of 
data away from its area of relevance to the base station, and transmit back to the 
relevant area is economically and technically dubious. In addition, other issues 
are of concern, such as the fact that the service provider of the base station is 
sensitive to the associated cost of such operations, the delay incurred during the 
long relay as well as the continuity of the service provided by the base station.

This thesis is based on the assumption that keeping communication local is 
a more appropriate approach for the envisaged safety applications in VANETs.



However, more research and experiments are needed to settle the dust on which 
technology is better suited for VANETs, and these two approaches are not nec­
essarily mutually exclusive. For example, local communication is more suitable 
for safety applications as most information is generated and consumed in a local 
area, while wider range communication is needed for non-safety applications as 
most of them require the ability to access the Internet.

1.1.3 Summary

In this section, a brief introduction to the vehicular networks is presented, includ­
ing the main objective, the prospective applications, properties and challenges of 
such a network. In addition, we discussed the necessity of the vehicular networks 
by a comparison with cellular-based solutions.

1.2 Problems Addressed by this Thesis

In the envisaged vehicular networks, severe accidents and casualties could po­
tentially be avoided, provided that those safety applications are designed and 
operated properly. However, to achieve this target in a vehicular environment 
is a challenging task due to adverse characteristics of such a network and the 
stringent communication requirements of safety applications. For example, the 
proposed pre-crash sensing application requires communication latency to be less 
than 20ms VCS [2006].

For safety-critical applications that require reliable and timely message deliv­
ery, e.g., pre-crash sensing and forward collision warning, a real-time communi­
cation protocol is a prerequisite. As in such a system, the consequence of failing 
to meet the deadlines of message could be catastrophic. For example, a colli­
sion warning message that is lost during transmission could potentially mean the 
difference between life and death for the passengers on board.

Consequently, the value that the communication system offers is not just 
the ability to provide a communication channel in which messages are sent and 
received, but more importantly, the QoS of such a communication channel which 
is often characterized by, but not limited to, its ability to deliver messages in a



relial)le and timely maimer.
Tlie main problem that this thesis addresses is therefore to design such a 

communication channel, or more specifically, a mc'dium access I'ontrol protocol, 
that su])ports reliable and time-bounded medium access in vehicular networks.

1.2.1 Scope and Assumptions of the Thesis

The scope of this thesis is therefore mainly focused on the design of a protocol 
that resides at the medium access control level in the OSI reference model Zim- 
mermann [1980]. The proposed MAC protocol assumes that user messages arrive 
from layers above tlie MAC layer, and are tlelivered to the lower physical layer 
when the MAC protocol deems ajipropriate. However, the design of the MAC 
protocol incorporates teclmicpies and algorithms that conventionally do not l)e- 
long to the MAC layer, or undefined in the OSI reference model. For example, the 
proposed MAC protocol utilizes message forwarding algorithms, which is often 
categorized in a routing layer, or the modeling of wireless propagation process, 
or the i)roblem of distrilnited resource scheduling.

In this thesis, a nuinbej' of assimi])tions are made in the protocol design. 
Firstly, it is assumed that vehicles in VANETs are equipped with iwsitioning de­
vices, which provide up-to-date location information as well as speed and bearing 
information. In addition, all vehicles are equipped with wireless communication 
devices which are tuned to the same communication frequency, and the com­
puting capability and available memory of each vehicle is sufficient to execute 
algorithms that are proposed in the thesis. Furthermore, clocks are synchronized 
for all vehicles in the network, and such synchronization information is provided 
by the positioning devices such as the GPS. Finally, the available bandwidth of 
the communication channel is not unlimited but is sufficient to support medium 
sharing among a reasonable number of vehicles in a local area.

1.2.2 Overview of Related Works

The tojric of medium access control has been extensively studies in the literature. 
However, the study on the jrroblem of achieving reliable and timely medium access 
in the context of vehicular networks is relative insufficient. MAC protocols that



are proposed in the literature can be generally divided into contention-based and 
reservation-based protocols. Nodes using the former approach contend with each 
other for the right to access the medium, which may result in possible transmis­
sion collisions and degraded reliability, especially in saturated channel conditions. 
On the other hand, reservation-based protocols provides reliable transmission in 
various load conditions, because medium access needs to be reserved in a collision- 
free way in advance. However, the reservation mechanism in these protocols may 
experience difficulties when the network topology constantly changes, such as the 
case in VANETs, which inevitably reduces the reliability of transmissions of these 
protocols.

In addition, the topic of reliable one-hop broadcast is an open issue in VANETs. 
Conventional mechanisms that improve the reliability of wireless communications 
such as Request-To-Send (RTS) and Clear-To-Send (CTS) messages 802.11 [1997], 
or busy tones Haas &: Deng [2002] are not applicable in a broadcast settings.

Apart from the reliability issue in the related works, the topic of real-time 
medium access is rarely discussed in the VANET community. In addition, it is 
not widely acknowledged in the research community that a non-safety-critical 
communication system is fundamentally different from a safety-critical commu­
nication system, which may require a completely new design which focuses more 
on the QoS aspect of the system.

1.2.3 Summary

In this section, the main problems that this thesis aims to address are presented, 
which are to achieve reliable and time-bounded medium access. In addition, the 
scope of this thesis, the assumptions made in the design, and an overview of the 
related works are presented.

1.3 Contribution of this Thesis

This thesis addresses the problem of real-time medium access control in vehicular 
networks. The contributions of this thesis are two-fold. First of all, a new design 
scheme termed pre-scheduling is proposed which aims to allocate resources in the



context of future networks. Another contribution of this thesis is a new IMAC 
protocol, RRP. which provides reliable and time-bounded medium access in the 
envisioned vehicular networks.

1.3.1 Pre-scheduling

By exploiting the predictability of vehicles in VANETs, the pre-scheduling scheme 
allocates resources among vehicles that are j^redicted to be in close proximity with 
each other, i.e., neighbors, in the estimated future networks. Consequently, when 
prospective neighbors move towards each other as time elapses and become actual 
neighbors, the jrrocess of allocating resources has completed already. By using 
such “i)repare in advance” mechanism, the issues that arises from the dynamics 
of network topologies can be consideraldy alleviated, if not complete resolved.

1.3.2 Real-time Reservation Protocol

Ihe proposed RRP i)rotocol adopts a reservation-based approach, and is fully 
distributed. The architecture of the RRP protocol is composed of two layers, i.e., 
the lower virtual chister layer and the upper real-time scheduliny layer.

Pile virtual cluster layer identifies prosi)ectivfe neighboring ncjdes of the cur­
rent node in the future network, and reports a list of such prospective neighbors 
to the real-time scheduling layer. The process of identifying future neighbors 
incorporates mechanisms such as mobility prediction, multi-hop messages for­
warding, as well as topology-based interference analysis, which is a process that 
determines whether a candidate node is a neighbor or not to the current node in 
a given topology.

The real-time scheduling layer allocates time slots by exchanging negotiation 
messages between the current node and those that are identified as future neigh­
bors. Priority numbers that pertain to each individual slot are used to determine 
the outcome of a slot contention. A slot contention, or slot reservation, is suc­
cessful if and only if all other identified neighbors either give up, or have inferior 
priorities regarding this slot. As a result, exclusive access to a specific slot is 
achieved between the current node and its neighbors.



In addition to the collision-free slot contention mechanism, the real-time 
scheduling layer achieves time-bounded medium access. The intuition of such 
a reservation guarantee stems from the observation that if the maximum amount 
of resources that each neighbor can obtain is limited, then it is always possible 
for a node to obtain its fair share, provided that the total amount of resources is 
sufficient for all nodes. Following this intuition, the maximum interval between 
two reserved slots in IIRP is bounded, which effectively results in time-bounded 
medium access delay.

1.3.3 Assumptions and Trade-offs

The property of reliable and time-bounded medium access that RRP provides 
depend on a number of assumptions and restrictions. First of all, the correct exe­
cution of the protocol relies on accuracy of the neighbor identification algorithm, 
which is a function of the accuracy of the message dissemination algorithm, node 
mobility prediction, and the interference estimation algorithm. In addition, pro­
vided that prospective neighbors can be accurately identified, the slot reservation 
guarantees that RRP claims also depends on the reliable and timely delivery of 
the negotiation messages between the current node and its prospective neighbors. 
If a decision has been made by another neighbor regarding a specific slot, but the 
negotiation message is lost or suffers a lengthy delay, the assumptions of sufficient 
total resources may not hold, and so is the reservation guarantee.

In the design and evaluation of the RRP protocol, the trade-off between the 
guaranteed properties and tlie efficiency of the protocol is often observed. For 
example, increasing the number of redundant messages that are forwarded may 
increase the reliability of the protocol by improving the accuracy of neighbor 
identification, but decreases the overall efficiency. In addition. Iry reducing the 
number of identified neighbors, the neighbor identification algorithm can increase 
the probability of obtaining a slot, but it also reduces the reliability of transmis­
sion, as collisions are more likely to occur among nodes that should have been 
idf'iitific'd as neighbors.
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1.3.4 Evaluation

t he performance of RRP has been evaluated and compared with 802.11]) and 
RR-ALOHA jnotocol in a simulation-based study. The RR-ALOHA protocol is 
chosen because it is a well-studied slot allocation j^rotocol which resembles RRP 
in a number of aspects. A new evaluation metric, staleiiess, is proposed in order 
to characterize the perceived communication QoS from an application’s point of 
view. The measurement of staleness incorporates both transmission reliability 
and medium access delay in a synthesized manner, which is discussed in detail in 
Chapter 5.

Other metrics are also evaluated in the study, which includes, but not limited 
to, packet delivery rate, medium access delay, and throughi)ut. The evaluation 
results show that the RRP protocol achieves better performance in most sinuilated 
scenarios compared to other protocols, in terms of those aforementioned metrics. 
In addition, the results demonstrated that reliable transmission and time-bounded 
medium access delay is feasible in vehicular networks, which may be of great value 
for envisaged safety-critical aj)i)lications.

1.3.5 Summary

In this section, the contributions of this thesis is discussed, which are the in­
troduction of a new design scheme termed pre-scheduling, as well as a MAC 
protocol that achieves reliable and time-bounded medium access. In addition, 
assumptions, restrictions and trade-offs of this protocol are presented. By a 
simulation-based evaluation, the performance of RRP is studied and compared 
with other protocols, which demonstrates the feasibility and usefulness of the 
proposed protocol.

1.4 Road Map of the Thesis

The thesis is structured as follows:
Chapter 2 presents the related works of MAC in wireless networks.
Chapter 3 presents the design of the RRP protocol.
Chapter 4 presents the implementation details of the RRP protocol.
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Chapter 5 presents the evaluation of the RRP protocol. 
Chapter 6 summarizes the thesis and discusses future work.
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Chapter 2

Related Works

The problem of medium access control has been extensively studied in the past. 
However, to directly apply those protocols from previous literature to the vehic­
ular euviroumeut may not yield promising results as vehicular networks i)ossess 
unique characteristics and challenges. In this chapter, related works are presented 
regarding the problem of medium access control in both generic wireless network 
and vehicular networks, in the hope for discovering their intrinsic properties and 
investigate their suitability in vehicular enviionments.

2.1 Basic Protocols

This section focuses on a number of MAC protocols in the literature which laid the 
ground work in the area of medium access control in wireless communications. 
These pioneering protocols identify fundamental issues and challenges facing a 
MAC protocol and propose various solutions to solve or mitigate them. By in­
vestigating and comparing these basic protocols, an in-depth understanding can 
be obtained regarding a MAC protocol’s goals, means, constraints and what’s 
achievalde. It is a crucial j^rocess for a further review on other more sophisti­
cated MAC protocols and to design a MAC protocol of our own. In the following 
sections, these protocols are reviewed in a chronological manner, with interweaved 
examples of typical MAC protocol problems and their respective solutions.

In wireless communications, a radio transceiver can neither send and receive

13



Figure 2.1: Hidden terminal and exposed terminal problem

at the same time, nor receive concurrent radio signals from more than one trans­
mitters. Such a hardware constraint defines the most fundamental objective of 
any medium access control protocol, i.e., to avoid simultaneous arrivals of signals 
at a receiver, otherwise, a collision will occur. The most primitive MAC protocol 
in wireless communications is the ALOHA protocol Abramson [1970], in which 
nodes transmit whenever they desire. Due to high probabilities of collisions, the 
maximum throughput of ALOHA can only achieve 18.4% Taiienbaum [2002].

2.1.1 CSMA

Kleinrock &: Tobagi [1975] proposed the Carrier Sensing Multiple Access (CSMA) 
protocol in which nodes verify an idle medium before transmitting. Carrier sens­
ing reduces the chance of two or more nodes transmitting at the same time, thus 
signihcantly reduces the collision probability. However, due to the fact that car­
rier sensing occurs at the sender side as oppose to the receiver side, the sensed 
medium status is partial and is subject to error, which leads to the well-known 
hidden terminal and exposed terminal problem as depicted in Figure 2.1.

In Figure 2.1, node A’s transmission to node B is subject to hidden terminal 
node C’s interference, because node A cannot sense the on-going transmission that
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occurred in a certain ])art of receiver B’s neighborhood, i.e. the ‘‘receiver-only 
area”. On the other hand, instead of sensing the medium near receiver node E, 
node F senses node A’s transmission and is therefore unable to start a legitimate 
data transmission to node E. The consequence of these two problems are that the 
hidden terminal problem reduces the communication reliability while the exposed 
terminal problem reduces the efficiency of the wireless communication.

2,1.2 MACA

The Multiple Access Collision Avoidance (MACA) protocol was proposed to ad­
dress the hidden and exi)osed problem Karn [199(1]. Carrier sensing is not used in 
MACA, instead, two short signaling packets: Request-To-Seiid (RTS) and Clear- 
To-Send (CTS) were introduced. Before transmitting data i)ackets, the sender 
sends a RTS message to the receiver which replies with a CTS message. Nodes 
that hear the CTS messages need to postpone their transmission.

Aft(’r the RTS/CTS exchange. Ihdden terminal nodes receives the CTS mes­
sage and back-off. which eliminates the hidden terminal problem. On the other 
hand, nodes lieai' only RTS without CTS know that tliey are exposed terminals 
and are thus allowed to access the medium, which eliminates the exposed termi­
nal problem. Howev^er, the success exchange of RTS and CTS message cannot 
guarantee a collision-free data transmission, if the wireless i)ropagation time is 
taken into account Garcia-Luna-Aceves & Fullmer [1999]. The authors argues 
that the transmission time of the RTS/CTS message needs to be twice the length 
of the maximum propagation delay in the network. In addition, by using the RTS 
and CTS message, the MACA protocol brings two other new problems, i.e., the 
RTS/CTS collision, and receiving/sending channel blockade.

In MACA, RTS and CTS messages are designed to protect the data trans­
mission, but the RTS and CTS packets themselves are not protected. In fact, 
RTS/CTS messages are transmitted in an ALOHA fashion, which make them es­
pecially vulnerable to both 1-hop and 2-hop collisions. It has been reported that 
the performance of the MACA protocol degenerates to ALOHA if the hidden 
terminals are considered Haas & Deng [2002].

Another issne of the usage of RTS and CTS packets is that they may jam
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the sending or receiving channels which are critical to establish another concur­
rent data transmission. This problem is often neglected due to its subtlety, but 
may signifi(’antly redm^e the overall throughput. The sending ('hannel blockade 
problem stems from the fact that the nodes that hear CTS are prohibited from 
sending during transmission. Nevertheless, they should not be prohibited from 
receiving in the meantime, but are unable to do so because their CTS message 
to grant another data session cannot be sent out.

For example in Figure 2.1, the data transmission from node D to C is legiti­
mate with concurrent transmission between node A and B. However, when node 
D’s RTS is received by node C, C cannot reply with a CTS to D due to the 
blocked sending channel after receiving node B’s CTS. Consequently, the trans­
mission from D to C cannot proceed until the transmission ends between node 
A and B. In addition, after several none-replied RTS messages to node C, node 
D’s contention window grows exponentially, which put node D in an extremely 
inferior position in subsequent contentions.

The receiving channel blockade problem occurs when a node is in the shadow 
of an on-going transmission, and therefore cannot receive any packet including a 
replied CTS message to grant another concurrent data transmission. For example, 
in Figure 2.1, the data transmission from nod F to node E is also legitimate with 
concurrent transmission from node A to B. However, after node F sends out RTS 
to E, node E’s CTS cannot be received by F due to the on-going transmission 
from node A. Consequently, the transmission from node F to E cannot proceed as 
well. In addition, same with the sending channel blockade problem, the contention 
window of node F also expands exponentially after several failed RTS attempt, 
and eventually becomes very uncompetitive in future contentions.

2.1.3 MACAW
The MACAW protocol Bharghavan et al. [1994] is an extension to the MACA 
protocol, with standard RTS/CTS mechanism and without the usage of carrier 
sensing. Due to the fact that carrier sensing is not used in MACAW, the RTS 
and CTS messages are not protected as in MACA. In MACAW, two additional 
control packets Data-Sending (DS) and Request-for-Request-to-Send (RRTS) are
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iiitroduceci to addresses the sending and receiving channel blockade problem. 
These two additional packets however, do not solve the sending and receiving 
channel blockade problem but only mitigate their implication as discussed in the 
following.

In the receiving channel blockade scenario in Figure 2.1, node F continuously 
attempts to send RTS messages to node E during the data transmission period 
between node A and B, without knowing that it can never receive a CTS from 
node E. The DS message is introduced in this case to inform node F to atop 
transmitting these RTS messages to node E. which is not only meaningless but 
also self-destructive. Specifically, once node A receives a CTS from node B and is 
about to initiate data transmission, A send DS to node F containing the duration 
of its transmission, in which node F remain silent, and avoid sending any RTS 
message. It is worth noting that node F is still blocked from sending messages to 
node E, but its contention window will stop growing because of those failed RTS 
messages.

In the sending channel blockavle problem as depicted in Figure 2.1, iu)de D‘s 
contention window continuously grows, which makes it less comi)etitive in sub­
sequent contentions. In light of this, the RRTS message is introduce to let node 
C contend on behalf of node D. Specifically, after the transmission completes 
between node A and node B, node C broadcasts a RRTS packet. Any node that 
receives RRTS l)ack-off immediately, which clears the way for node D and C to 
start their transmission.

2.1.4 802.11

The 802.11 protocol 802.11 [1997] which adopts the “Carrier Sensing Multiple 
Access/Collision Avoidance” (CSMA/CA) mechanism was introduced in 1997, 
which incorporates both RTS/CTS and carrier sensing mechanisms. In 802.11, 
due to the usage of RTS and CTS message, hidden terminal and exposed terminal 
problems are eliminated. However, the sending channel and receiving channel 
blockade problem still exist.

Nodes in 802.11 need to sense the channel before transmitting any RTS ])acket, 
which reduces the probability of RTS collisions and enhances its usability. How-
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ever, due to the issues with the carrier sensing mechanism that the sensing only 
occurs at the sender side, RTS and CTS messages in 802.11 are still susceptible 
to 2-hop collisions.

2.1.5 DBTMA

The problem of the sending and receiving channel blockade problem reveals the 
dilemma between the blocking nature of a half-duplex radio and the need for 
a full-duplex channel to initiate a data transmission. In light of this, the Dual 
Busy Tone Multiple Access (DBTMA) protocol Haas k Deng [2002] utilizes two 
out-band control channel. Busy Tone Transmit (BTt) and Busy Tone Receive 
(BTr), in addition to the conventional data channel to solve these issues.

In DBTMA, the RTS sender turns on the BTt signal while transmitting the 
RTS, and turns it off wdien transmission is completed. After receiving the RTS 
packet, the receiver turns on the BTr signal to acknowledge the RTS sender. The 
BTi' serves as a CTS message to back-off the receiver’s 1-hop neighbors, thus 
the CTS message is not used in DBTMA. Nodes that attempt to initiate a RTS 
session need to sense idle channels of both BTt and BTr.

The DBTMA protocol solves the hidden terminal and exposed terminal prob­
lem by using carrier sensing, RTS message and busy tones. In addition, it also 
solves the sending and receiving channel blockade problem. In Figure 2.1 for ex­
ample, node C whose sending channel is blocked by node B’s CTS replies with a 
receiver busy tone to node D, and the data transmission may commence between 
node D and C. Likewise, node F can receive the receiver busy tone from node E, 
despite of node A’s concurrent data transmission.

In addition, the use of busy tone in DBTMA eliminates the CTS collision 
problem, because an overlapped busy tone still indicates that the receiver is 
ready. However, the busy tone cannot prevent RTS from 2-hop collisions.

The use of busy tone has been proposes in other literature, such as the RI- 
BTMA Wu & Li [1987], in which only the receiver busy tone is used. In fact, the 
use of the sender busy tone in DBTMA is due to the fact that no carrier sensing 
is used in the data channel, where RTS packets are sent. If no carrier sensing is 
used in neither sender busy tone channel nor the data channel, the RTS messages
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(also known as the “])reainble” in RI-BTMA) are coin]rletely unprotected. Con­
sequently, carrier sensing which i)rotects the RTS message needs to be adoj)ted in 
at least one of these two channels: sender busy tone channel or the data channel.

2.1.6 Summary and Analysis

In this section, a number of basic MAC protocols are introduced and analyzed, 
which address the fundamental problem of medium access control in wireless 
communications. ALOHA is introduced as the starting point, in which nodes 
transmit packets arbitrarily. The drawliack of ALOHA is that packets may suf­
fer from severe collisions. Subsequently, carrier sensing mechanism (CSMA) has 
l)een introduced to eliminate conteiitions that occur in the sender’s vicinity. How­
ever, hidden and exjrosed terminal ])roblem arise due to incorrect location where 
medinni sensing is conducted.

In light of this, the i)ure RTS/CTS mechanism is ])roposed in MACA and 
MACAW. In these approaches, the hidden terminal and exposed teiminal prob­
lem are resolved, but the RTS/CTS packets themselves are unprotected and are 
prone to collisions. Subsequently, the 802.11 protocol that combines the [Uire RT­
S/CTS mechanism and the carrier sensing approach are introduced. Although the 
blocking nature of RTS/CTS mechanism may cause starvation problem, which 
is addressed in MACAW and DB'FMA, 802.11 protocol is generally effective in 
protecting transmissions from collisions, which is why it has been standardized 
and widely deployed.

The problems that are associated with theses protocols are summarized in 
Table 2.1, and compared in Table 2.2.

There are a number of issues that are relevant but not mentioned in the 
above discussions. For example, all aforementioned protocols and mechanisms 
are discussed in the context of unicast transmissions. These mechanisms may 
not be applicable in broadcast scenarios. For example, it is difficult to utilize 
the RTS/CTS in a broadcast scenario, because the returning CTS will collide 
at the RTS sender. In theory, a broadcast can be divided into a number of 
sequential unicast transmissions, in which RTS/CTS mechanism can be applied 
Tang k Gerla [2001]. However, the large delay incurred during the process to
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Table 2.1: Possible issues of a unicast transmission in wireless communication
Description Result Data

flow
Metrics
affected

Possible solu­
tion

Hidden
terminal

C cannot sense 
the busy medium 
at B

Collision at re­
ceiver B

A B Correctness RTS/CTS

Exposed
terminal

F senses busy 
medium from A

F postpone talk­
ing to E

F ^ E Efhciency RTS/CTS

Sending
channel
block

C receives D’s 
RTS but cannot 
reply CTS due 
to B’s CTS em­
bargo

1. D cannot talk 
to C
2. D’s CW ex­
panded (less com­
petitive)

D C Efficiency
Fairness

a. busy tone
b. additional con­
trol packet (miti­
gation only)

Receiving
channel
block

F sends RTS to 
E, but E’s CTS 
destroyed by A’s 
transmission

1. F cannot talk 
to E
2. F’s CW ex­
panded (less com­
petitive)

F E Efficiency
Fairness

Ditto

RTS colli­
sion

RTS collide with
1 or 2-hop neigh­
bors

Data transmission 
cannot proceed

A B Efficiency carrier sensing 
(protect only
1-hop)

CTS col­
lision

CTS collide with
1 or 2-hop neigh­
bors

Data transmission 
cannot proceed

B ^ A Efficiency a. carrier sens­
ing (protect only 
1-hop)
b. busy tone (pro­
tect both 1 and 2 
hop)
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Table 2.2: Comparison of basic MAC protocols
eSMA
(1975)

MACA
(1990)

MACAW
(1994)

802.11
(1997)

DBTMA
(2002)

Basic operation Carrier sens­
ing

RTS/CTS RTS/CTS -t- 
extra control 
jracket

Carrier 
sensing 
-1- RT­
S/CTS

Carrier sens­
ing -1- RTS -1- 
busy tone

Hidden terminal Not solved Solved Solved Solved Solved
Exposed termi­
nal

Not solved Sobbed Solved Solved Solved

Sending channel 
l.lock

Does not ex­
ist

Exist Exist, with
mitigated
consequence

Exist Solved

Receiving chan­
nel block

Docs not ex­
ist

Exist Exist. with
mitigated
consequence

Exist Solved

RTS collision N/A 1-hop and 2- 
hop collision 
(severe)

1- hop and
2- hop collision 
(severe)

2-hop
collision
only

2-hop collision 
only

CTS collision N/A 1-hop and 2- 
ho]i collision 
(severe)

1- hop and
2- hop collision 
(severe)

2-hop
collision
only

no collision

coiiimiinieate with all Tioighbors for a single l.iroadcast is a major concern.
Another issue of using RTS and CTS is the “long range interference” inoblem 

Xu et al. [2002]. Nodes that cannot successfully decode a CTS message from the 
data receiver may still interfere with the receiver due to long range interference. 
The authors therefore questions the effectiveness of the RTS/CTS mechanism.

2.2 802.11 Series Protocols

2.2.1 802.11 DCF

The 802.11 MAC protocol 802.11 [1997] is based on two coordination functions, 
namely the Distributed Coordination Function (DCF) and the Point Coordina­
tion Function (PCF) to determining when a station operating within a Basic Ser­
vice Set (BSS) is allowed to transmit and receive frames via the wireless medium. 
The DCF is mandatory in 802.11 and is based on the CSMA/CA (Carrier Sensing 
Multiple Access with Collision Avoidance) mechanism, while the PCF is optional
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Figure 2.2: 802.11 DCF timing relationships

and is based on centralized poll-and-respond mechanism. The DCF is briefly 
introduced in the following as it is the basis for other 802.11 series protocols.

The transmission of a frame in DCF is subject to the CSMA/CA medium 
access mechanism, which is based on a local assessment of the channel status. 
When a frame arrives at the head of the transmission queue, if the channel is 
sensed idle at this point and during the following DIFS (DCF Inter-frame Space) 
time interval, the station can proceed with the transmission. On the contrary, if 
the channel is sensed busy, the station waits until the medium becomes idle then 
defers for a DIFS. If the medium is sensed idle during DIFS deference, the station 
starts a back-off procedure, which is designed to avoid collisions with stations that 
may be also waiting for the medium to be idle.

A back-off timer is generated randomly from a contention window within [0, 
CW], where CW is the size of the coiiteution window. The back-off time is 
decremented by one when the medium is sensed idle in a slot. The back-off time 
is frozen if the medium is sensed busy, and is resumed after the medium has 
been sensed idle for another DIFS interval. If the back-off time reaches zero, the 
station is allowed to access the medium. If two or more stations finish the back­
off procedures at the same time, they may transmit simultaneous, and a collision 
may occur. The timing of the DCF channel access is depicted in Figure 2.2.

In a unicast transmission, for each successfully received frame, the receiving 
station immediately replies with an acknowledgment frame (ACK) after a Short 
Inter-frame Space (SIFS), which is shorter than DIFS. Due to SIFS’s shorter 
length compared to DIFS, the ACK packet has higher priority over the competing
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transmissions from other stations. If the ACK frame is not received within a 
timeout period, the frame is retransmitted by the sender by entering another 
back-off procedtire again. For each tmsuccessful transmission, the CW is doubled 
until reaching a maximum value Cll'maxi which reduces collision probability when 
multiple stations are competing for the medium.

For each successful transmission, the CIF is set to an initial value CWmin 
for the station. In addition, the station perform another DIFS deference and a 
random back-ofl, even if there is no additional frame to send. Such procedure is 
often referred to as "post” back-olf, which ensures that the transmitting station 
will not have priority over any other waiting stations.

In DCh", RTS/CTS UK^ssages are used to address the hidden terminal and 
exposed terminal problem, as we discussed in Section 2.1.2. Any stations that 
receives the RTS or CTS message u])date their Network Allocation Vector (NAV) 
according to the duration field in the RTS and CTS message. Although the 
RTS/CTS mec’liaiiLsm significantly improves system performance, it is optional 
in DCF due to its large communication overhead, and is advised to be applied 
for only large data frames with size that exceeds the RTS-threshold.

It is worth mentioning that the MAC-level acknowledgment mechanism, i.e., 
the ACK message, as well as RTS/CTS mechanism are not applicable in a Irroad- 
cast scenario. In addition, the contention window is not increased because the 
sending station cannot determine whether a broadcast transmission is successful 
or not, which further limits the adaptability of the DCF. In a vehicular network, 
non-unicast communication schemes such as broadcast and multi-cast are ex­
pected as primitive communication methods used by safety aj^j^lications. Conse­
quently, the usability and reliability of the 802.11 DCF in a VANET environment 
warrant further investigation.

2.2.2 802.lie

In 802.11 DCF, only best effort servic'c is supported where all stations compete 
for the meflium with the same priority. No differentiation medianism is provided 
for ai)plications with higher communication requirements, e.g., bandwidth, and 
end-to-end delay. In light of this, in the 802.lie protocol 802.lie [2005], a new
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Table 2.3: Application priority to access category mappings
Application
Priority

Access Category 
(AC)

Designation
(Informative)

1 ACJ3K Background
2 AC-BK Background
0 AC-BE Be.st Effort
3 AC-BE Best Effort
4 AC-VI Video
5 AC-VI Video
6 AC-VO Voice
7 AC_VO Voice

MAC function termed the hybrid coordination function (HCF) is proposed. HCF 
is composed of a contention-based medium access mechanism termed enhanced 
distributed channel access (EDCA), and a polling-based HCF controlled channel 
(HCCA).

EDCF aims to providf^l differentiated QoS l)y enhancang the ('ontemtion-based 
DCF. Before entering the MAC layer, each packet is assigned with an application- 
.specific priority category. At the MAC layer, EDCF implements four priority 
categories termed access categories (ACs), and each application priority category 
is mapped into a corresponding access category according to Table 2.3. Each AC 
maintains its own FIFO queue, which acts as an independent DCF contention 
entity with its own contention parameters, i.e., CWmin^ CWmaxi AIFS, and 
TXOPiimit (which is the maximum time limit for a single transmission). The 
arbitrary IFS (AIFS) is a new type of IFS introduced in EDCF with length 
determined by:

AIFS[AC] = SIFS + AIFSN[AC] * slottime (2.1)

where AIFSN[AC] is called the arbitration IFS number, which is an integer 
greater than zero.

As depicted in Figure 2.3, four transmission queues are maintained in 802.lie, 
where each queue behaves as a single DCF entity. The purpose of using different 
contention parameters for different access categories is to reduce the medium 
access time for frames in high priority queues, i.e., realizing prioritized medium 
access. Note that in EDCF, when there is more than one AC queue that finishing
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Figure 2.3; 802.11 EDCF virtual cuiitention

the back-off at the bauie time, the highest priority AC is selected to transmit 
and other ACs perform a back-off as if experienced an actual collision. In other 
words, a frame in EDCS needs to compete internally before actually competing 
with frames from other stations.

2.2.3 802.lip and WAVE

Due to the enormous and worldwide success of the 802.11 standards, the IEEE 
aims to reuse this technology in the upcoming VANETs. With a few modifica­
tions, the new' 802.11]) protocol is expected to cater for new' requirements in this 
new and challenging environment.

The IEEE WAVE (Wireless Access in Vehicular Environments) standard is 
currently under ratification. A WAVE system is a radio communication system 
intended to provide seamless, interoperable services to transportation. The stan­
dard is comprised of the following four components.

1609.1 [2006] - resource manager is a WAVE apjrlication that resides on a
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Roadside Unit (RSU) or Onboard Unit (OBU). It is designed to “manage” OBU 
resources, such as memory, user interfaces and interfaces to other onboard equip­
ments, on behalf of remote applications. OBU resources are abstracted and man­
aged by a series of application independent commands (RM commands). The 
benefits of such abstraction are that OBU resources can be accessed in a consis­
tent and interoperable manner for remote applications, and OBU is relieved from 
interpreting various application-specific operations.

1609.2 [2006] - specifies security services for the WAVE networking st ack and 
for applications that are intended to run over that stack. Services include en­
cryption using another party’s public key and non-anonymous authentication.

1609.3 [2010] - networking services provide data delivery services between 
WAVE devices and management services to all layers. Data plane services include 
logical link control (LLC) for upper layers, IPv6, UDP and TCP support, and 
the WAVE Short Message protocol support (WSMP). Management plane services 
include; application registration, WBSS management, channel usage monitoring, 
and Received Channel Power Indicator (RCPI) polling.

1609.4 [2011] - multi-channel operation emphasizes the multi-channel coor­
dination of the system. Such channel coordination interacts with 802.2 Logic 
Link Control (LLC) and 802.lip physical layer. Specific services provided by
1609.4 multi-channel operations includes: channel routing, user priority, channel 
coordination, and MSDU data transfer.

Among the above four components, WAVE 1609.3 (networking services) is 
the core of the entire WAVE architecture. As illustrated in Figure 2.4, there 
are two protocol stacks defined in the WAVE 1609.3 standard: IPv6 and the 
WSMP. WSMP allows applications to directly control physical layer parameters, 
e.g. channel number and transmit power, in order to minimize communication 
overhead. Another unique property of WAVE is the concept of WBSS (WAVE 
BSS), which is a lightweight version of BSS (Basic Service Set) in 802.11. Among 
others, the major modifications of WBSS are to remove authentication and re­
duce the number of handshakes for establishing connections in order to reduce 
communication overhead.

IEEE 802.lip [2010] is quite similar to the legacy 802.11 series. The 802.lip 
PHY layer adopts the OFDM modulation technologies from 802.11a with halved

26



Management Plane
________ A__________

WME

MIB

MLME

PLME

Data Plane
A

U DP/TCP

IPv6

WSMP

LLC

WAVE MAC Multi-Channel Operation

WAVE PHV

To Airlink
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channel haiulwidth to increase reliability of radio transmission. The 802.lip MAC 
layer directly ret.ises the’802.11e MAC, which provisions for diflerentiated QoS. 
Therefore, safety critical messages in VANETs can be transmitted with higher 
priority. In terms of MAC and PHY laj^er. the comparison between 802.lip and 
802.11a is summarized in Table 2.4 Moreno [2007].

Table 2.4; IEEE 802.lip and 802.11a PI4Y characteristics
Characteristic 802.lip 802.11a
Channel bandwidth 10 MHz 20 MHz
Data rates 3 to 27 Mbps 6 to 54 Mbps
Slot time 16 fis 9 MS
SIFS time 32 fis 16 MS
Channel swatch time <2048ms N/A
Air propagation time < 4 jis <C 1 MS
Preamble length 32 fis 20 MS
PLCP header length 8 MS 4 MS
^ mtn 15 15
rw* * mao- 1023 1023
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2.2.4 Performance Analysis

The performance of the 802.lip protocol has been extensively evaluated in the 
literature, in both simulation and real-world environments Eichler [2007], Bai & 
Krishnaii [2006]. Various metrics that characterize the communication quality 
have been examined in order to determine whether 802.lip meets the stringent 
requirements of vehicular environments. However, based on these studies, it is 
premature to conclude whether the 802.lip technology is the right choice for 
VANETs.

On one hand, both field evaluations and simulation-based studies confirm 
that 802.lip is able to provide a certain level of data delivery service in less 
competitive environments. For instance, the field evaluation reported in VCS 
[2006] shows that the performance of 802.lip is generally acceptable (with a high 
packet reception ratio) within 200 meters, which justifies 802.1 Ip as a feasible 
technology in vehicular environments. In addition, compared with other types of 
MAC protocols, snch as reservation-based protocols, the contention-based 802.11 
series protocols require much less control overhead in terms of managing network 
topology or exchanging schednle tables.

On the other hand however, it has been massively criticized in the literature 
that the communication performance, including packet reception rate, channel 
access time and throughput drop significantly when the wireless channel becomes 
saturated Murray et al. [2008], Stibor et al. [2007]. As pointed out by Bilstrup 
et al. [2009], the contention-based CSMA/CA mechanism used in the 802.11 
family is inherently flawed to provide predictable and reliable medium access. 
This could leads to degraded communication quality, such as unbounded delay 
or unbounded channel access time, which are particularly important for safety- 
critical applications.

In view of the large amount of evaluations conducted in the literature, it is 
reasonable to assume that there exists a tipping point of 802.lip. Below this 
point, the wireless channel is less competitive and the general performance of 
802.lip is acceptable. Beyond this point however, the channel becomes more 
saturated and various performance metrics begin to deteriorate. If such a tipping 
point can be identified, then if the channel is heavily loaded, a non-contention-
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based medium access strategy may be selected, and when channel load is light, 
802.lip can still be used. The topic of performance evaluation of 802.lip is 
further discussed in Chapter 5.

2.3 Multi-channel Protocols

The use of multiple channels can snbstantially imi)rove the performance of wire­
less networks Cridiigno e.t nl. [2008]. For example in 802.11]), seven data channels 
are available to provide dilferentiated data services, which increases the overall 
throughi)ut. Nevertheless, the most challenging issiie of multi-channel jrrotocols is 
how to assign the channels elliciently while avoiding some of the; pitfalls inherited 
in the multi-channel oirerations.

To illustrate the issues of the multi-channel ])rotocols, a sinii)le mnlti-channel 
protocol is ])resented here as an exami)le. In the RDT protocol Shacham &: 
King [1987], each node is equi[)ped with one radio, which can be switched among 
multiple channels. In addition, each node is assigned with a “defanlt” channel, 
and is aware of other node's default channel. If node A intends to talk to node B, 
node A switches to node B’s default channel, and the data communication starts 
as usual.

There are a number of problems using this approach for a multi-channel pro­
tocol. These issues are mainly due to the fact that the receiver and the sender 
are not timed to the same channel, and therefore cannot establish a correct data 
session. Specific problems are discussed in the following sections.

2.3.1 Issues of multi-channel MAC protocols

• Multi-channel Hidden Terminal Problem

The well-known hidden terminal ])robleni can be alleviated by the use of 
RTS/CTS messages. However, in the multi-channel environment, a CTS message 
may not be received due to the fact that the intended CTS receiver is tuned to 
another channel. The absence of CTS message in this case is therefore called the 
“multi-channel hidden terminal” problem.
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• Deafness problem

Similar to the multi-channel hidden terminal problem, the deafness problem 
is caused by the absent of RTS messages. In a multi-channel environment, a 
RTS message may not be received as the intended recipient is tuned to another 
channel. After a number of unsuccessful RTS trials, the RTS sender incorrectly 
concludes that the receiver is unreachable.

• Channel deadlock problem

Suppose that node A fails to communicate with one of its off-tuned neighbor 
B, and node B depends on another off-tuned node C, which in turn depends 
on node A. A circular dependency is formed among node A, B and C, which in 
this case, all become a deaf. Such a channel deadlock problem may significantly 
degrade system performance.

• Broadcast problem

Due to the fact that in multi-channel protocols, nodes may reside on different 
(iiannels, a broadcast message sent on a specihe channel can only reach a portion 
of the neighbors in the communication range. As broadcast is a primitive oper­
ation for many medium access control and routing protocols, the incapability of 
providing broadcast operation is a serious problem in multi-channel protocols.

2.3.2 Dedicated Control Channel Protocols

The principle of this type of multi-channel protocol is to use a dedicated channel 
to transmit control messages, e.g. RTS and CTS messages. Consequently, control 
messages are separated from the data messages. In the control channel, nodes ne­
gotiate which channels they are going used in the subsequent data transmissions. 
Later on, the data exchanges occur on the agreed data channels as depicted in 
Figure 2.5. The dedicated control channel approach is used in .Jain et al. [2001] 
and Li et al. [2003].

The advantages of dedicated control channel approach are its simplicity to 
implement, and its ability to reuse 802.11 control messages. In addition, time 
synchronization is not required using this approach.
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Figure 2.5; Procedure for dc’dicated control channel protocols

The disadvantages of dedicated control channel a])]noach are the following: 1 j 
limiti-channel hidden terminal and deafness problem, 2) simultaneous assessment 
on the status of multiple channels is recjuired. 3) it is necessary to assign an 
apjiropriate bandwidth between control channel and data channel (excessively 
large bandwidth in the control channel wastes resource, while excessively small 
bandwidth makes control channel a bottleneck), 4) broadcast is not supported.

2,3.3 Split Phase Protocols

In the dedicated control channel approach, more than one radio is needed to 
support simultaneous transmissions in both control and data channels. However, 
it is more cost effective to use one radio rather than multi-radio to sujijiort multi- 
channels. For a node with only one radio, the need for supporting both control 
and data channel can be realized using a time duplex method, i.e., by splitting 
the time into interleaving control phases and data phases. For splitting phase 
protocols, it is often assumed that the boundaries of the control and data phase 
are synchronized for all nodes in the network.

During the control phase, nodes negotiate the specific channels that are going 
to be used in the subsequent data phase. During the data phase, nodes exchanges 
messages on the previously agreed channels, as depicted in Figure 2.6.

So Vaidya [2004] iirojiose the Multi-channel MAC for Ad Hoc networks 
(MMAC) which set the control and data phase with fixed time intervals. During 
the control phase, which is termed ATIM window, channel reservation messages 
(ATIM, ATIM ACK and ATIM RES) are exchanged in a three-way hand shake
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Figure 2.6: Procedure for split phase protocols

manner between a node pair to negotiate a specific data channel, and to notify 
their neighbors. During the data phase, nodes use selected data channels to send 
RTS/CTS message, before the actual data and ACK messages.

In Multichannel MAC Protocol (MAP) Chen et al. [2003], the length of the 
control phase is fixed as in MMAC, but th<' length of the data phase may vary 
depending on the scheduled transmission. The MAP protocol assumes that every 
node can hear each other during the contention reservation interval, i.e., the 
control phase, and therefore the reservation made in the control phase is known 
to every node. Under such an assumption, everyone makes the same decision on 
the transmission schedule, which aims to achieve maximum utility of channels 
and minimize the longest busy time in all channels. Nodes in MAP need to be 
strictly synchronized, i.e., receiving the exact same message, in order to create a 
consistent view on the current schedule. Such an assumption may be difficult if 
not impossible to be satisfied in a multi-hop environment.

Choi et al. [2003] propose a protocol that does not require synchronizing the 
control phase. Instead, a maximum length of channel usage is defined (called 
Maximum Transmission Time, MTT), and an ACK message following the data 
is sent on the control channel instead of the data channel. Consequently, by 
observing the control channel for a MTT time, if no ACK message is received, 
the channel is free. The drawback of this approach is that a node needs to wait 
for MTT time to determine the channel status, which is inefficient.
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Figure 2.7: Procedure for hopping protocols

The split i)hase protocols have two advantages: 1) mitigate multi-chaimel hid­
den terminal and deafness irrolrlem, 2) support broadcast, as broadcast messages 
can be sent in the control phase. The disadvantages of split phase irrotocol are 
as follows: 1) tight synchronization is needed, bnt with less tighter requirement 
than common hopping, as channel switch is less frequent, 2) difficult to properly 
determine the i^roportion of control and data window, 3) constant monitoring of 
channel status is needed for channel selection, 4) channel switching takes time.

2.3.4 Hopping Protocols

Nodes in this category constantly switch, i.e., hop across a number of channels. 
Based on the hopping patterns, there are two major flavors: common ho{)ping 
and parallel rendezvous.

In common hopping, such as CHMA Tzanialoukas &: Garcia-Luna-Aceves 
[2000], all nodes follow a same hopping sequence. Time is divided into discrete 
intervals. Nodes that succeeded in a collision-avoidance handshake remain at the 
current channel, i.e., current hop. while all other nodes continue to follow the 
common hopping sequence. The basic operation of common hopjring is shown in 
Figure 2.7. Nodes follow the hopping sequence Cl. C2. C3. At time Tl, all nodes 
are at hop Cl, and node A and B successfully established a data connection. 
Therefore at time T2, node A and B will stay at hop Cl, while all other nodes 
continue the hop sequence to C2.

In jiarallel rendezvous protocols such as McMAC Hoi-Sheung et al. [2007] and 
SSCH Bald et al. [2004], nodes do not have a common hopping sequence. Instead, 
each node has its own individual sequence. Such individual hopping sequence or
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hopping seed is exchanged among nodes. If a sender intends to send data, it hops 
to the receiver’s hopping sequence, and starts to negotiate a data session. The 
data transmission is then occurred on the receiver’s hopping channel.

The advantages of hopping protocols: 1) use all channels for data exchange, 
no control channel bottleneck, 2) simple decision making in selecting channel, no 
extra overhead for channel negotiation. The disadvantages of hopping protocols: 
1) deafness and multi-channel hidden terminal problem, 2) channel switch delay 
penalty (channel dwell time should not be too small), 3) the hopping sequence 
needs to be synchronized consistently, which is difficult in multi-hop networks.

2.3.5 Conclusions and Suitability in VANETs

The use of multi-channel protocols in VANETs can improve the overall through­
put, as more than one channel is used to transmit data. In addition, service 
differentiation can also be implemented by allocating data to different service 
channels.

However, as previously discussed, broadcast operation is not fully supported in 
multi-channel protocols, which makes such protocols less applicable in VANETs 
as a majority of safety applications requires broadcast. In addition, in order 
to achieve correct channel assignment, channel information such as the hopping 
sequence or the synchronization information needs to be maintained in a consis­
tent manner. It is a challenging task to preserve such consistency in a multi-hop 
environment with fast-changing topology such as VANETs. Finally, to use multi­
channel rather than one channel only improves the performance in terms of the 
system throughput. Other important metrics such as communication reliability 
and real-timeliness cannot easily be improved from multi-channel operations.

2.4 Topology-Transparent Scheduling Protocols

For most scheduling algorithms, it is implicitly assumed that a schedule needs 
to be recomputed if the network topology changes, which make these protocols 
“topology-dependent”. The need for constant schedule adaptations may lead 
to large communication overhead and performance degradations. In a highly
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dynamic environment, it is desirai)le if a schedule can l)e made independent of the 
network toj)ology, i.e., topology transparent. In 1994, such an idea was proposed 
using mathematical properties of finite (Galois) fields Chlamtac k Farago [1994], 
In this algorithm, a node can transmit a unicast message in a collision-free way 
for at least once in a frame, without knowing any specific network topology.

The core idea of the topology-transparent scheduling is as follows: by assigning 
a unic|ue code to every node in the network, any two nodes can have only a finite' 
number of collisions within a frame. If a message is transmitted multiple times in 
a frame, and the number of such retry is large enough to incorporate all possible 
collisions with the receiver's neighbors, then at least one retransmission can be 
made collision-free. In other words, even in the worst case scenario, a node still 
has at least one collision-free slot in each frame, regardless of the current network 
toi)ology.

Before any specific description of this algorithm, a briefly introduction to 
the finite field (or Galois field) and its properties are presented in the following. 
First of all. a field is an algebraic object. The elements of a field can be added, 
subtracted, multiplied and divided with each other while the results are still 
elements of the field. A finite field is a field with a finite number of elements. For 
example, the Galois Field with q elements GF{q) ={0,1, 2,-3,..— 1} can be 
constructed if q is a prime number or prime power, i.e., q = p * m (where p is a 
jirime and m is an integer).

The GF{q) has two operations: addition and multiplication modulo q. Further 
more, a number of polynomials f{x) (mod q) with degree k can be constructed 
over GF{q), meaning that all coefficients, domain and range of this polynomial 
are all elements in GF{q). Since each coefficient has q possible values and the 
degree of the polynomial is A:, there are number of distinct polynomials over 
GF{q), i.e., f{x) — a^x'^ + nk-ix'‘~^+... -\-aiX + qq. The most relevant property 
of the Galois Field to the scheduling problem is that the polynomial f{x) (mod 
q) with degree k over GF{q) has at most k distinct roots, which are also elements 
of GF{q), i.e., between 0 and q—l. As a result, for two distinct iiolynomials over 
the same GF{q), there are at most k common points, since fi{x) — f2{x) is still 
a ])olynomiaI with at most k roots.
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Figure 2.8: Mapping of a GF{q) polynomial to q* q slot space

2.4.1 Specific Topology-Transparent Scheduling Protocols

Clilaintac and Farago utilized this property of Galois field and mapped such poly­
nomials into a q * q slot space, i.e., {q,f{q)) as depicted in Figure 2.8. Suppose 
that there are two polynomials (blue and red) over GF(q). Since any two poly­
nomials with degree k has at most k common roots, the maximum number of 
common slots (slots with two colors in Figure 2.8) that two polynomial have is at 
most k as well. Consequently, a frame can be constructed to utilize this property. 
In the proposed algorithm, each frame is composed of q subframes (a vertical col­
umn in Figure 2.8) which has q slots. Every node selects a slot in each subframe, 
according to its assigned unique polynomial. According to previous discussion, 
the maximum number of common slots (i.e., collisions) that two nodes have is at 
most k. As a result, suppose that there is only one interfering neighbor to the 
message receiver, if a message is transmitted /c -t- 1 times, it is guaranteed that 
this message can be received without collision for at least once in each frame.

Now consider the case that multiple neighbors exist for the receiver. Assume 
that the maximum nodal degree in a network is ZD, which implies that for every
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message receiver there are at most D neigiibors which may cause collisions. In the 
worst case scenario, a message can only collide with one neighbor in k subframes, 
and thus the total number of jrossible collided subframes for all D neighbors 
is k * D. Consequently, collision-free transmission which take all D neighbors 
into account can be achieved, if the number of subframes q is larger than k * D 
(condition 1).

Another constraint for the collision-free transmission using Galois held is that 
the total number of available polynomials, or “codes”, must exceeds the total 
number of nodes in the network, which is assumed to be known a priori as N. 
Consequently, each node is guaranteed be assigned a unicjue ])olynomial over 
GF{q), and the number of available codes q^'~^ of a GF{q) must exceed N, i.e., 

> N (condition 2).
Given a network with its number of node N and maximum nodal degree k 

known, the proposed topology-transi)arent scheduling algorithm: Galois Radio 
Network Design (GRAND) works as follows:

1. search for a prime numl)er q aTid an integer k > 1. that satishes condition 
1 and condition 2.

2. Assign each node in the network with a unique polynomial, which is con­
structed using q and k.

3. Each node calculates the slot position in each subframe, by calculating the 
value of the polynomial at each subframe. For example, for a node with 
assigned polynomial x'^ + 2, it uses the second slot in the first subframe as
/(O) - 2.

The GRAND algorithm guarantees that a node has at least one collision- 
free unicast transmission slot in a frame, l)nt its performance can be further 
optimized. For instance, the Modified Galois Design (MGD) protocol Cai et al. 
[2003] achieves better })erformance in terms of utility ratio and worst-case medium 
access delay, by reducing the frame length. In MGD, for a prime number q that 
satisfies q > k * D + I and q^'^^ > N, the number of subframes p can be chosen 
between k * D + 1 and q as depicted in Figure 2.9, exploiting the fact that q 
is a prime number but p can be any integer. Wdiile retaining the “at least one
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Figure 2.9: Choosing smaller subframe number to reduce frame length in MGD

collision-free slot” guarantee, the total frame length in MGD is now reduced to 
p * q, which is smaller then q * ^ as in GRAND. In order to find the optimum 
q and k value to achieve minimum frame length (MFL), the authors rigorously 
proved that the MFL is obtained at [A;ol or [fcoj, where ko is the unique positive 
root of equation x * D + I = N/{x + 1).

The optimum q and k value can be decided by comparing the MFL at ffco] 
and [/coj • Once q, k and p are finally decided, the GF{q) and polynomials can 
be generated and distributed to all nodes in the network, same as the GRAND 
algorithm. The contribution of the MGD algorithm is the proof of the proposed 
method to calculate the optimum value of q and k, and the idea to use smaller 
number of subframes to reduce total frame length. However, MGD is still a 
unicast rather than broadcast scheduling algorithm as the authors claimed.

In the GRAND algorithm, one message is repeatedly sent in q subframes 
in order to guarantee that at least one retransmitted message can be received 
without a collision. As the goal being minimizing the frame length, it makes 
no sense to increase the q value after a proper q has been found. However, if 
the design strategy shifts from achieving collision-free message transmission to
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Figure 2.10: Increasing q value to inaxiniize the number of collision-free subframes

transmit probabilistically with guaranteed minimum collision-free rate, then the 
idea of ex]:)anding the q value seems plausible .In <k’ Li [1998]. Given the Galois 
Field theory that two nodes can have at most k collisions in q subframes, the 
remaining q — k subframes are collision-free suliframes, and thus the q value can 
be made artificially large to incorporate more "collision-free” frames. Assume that 
the maximum nodal degree is D in the network, and if q different messages are 
sent by a node in a frame, at most k*D oi them will be collided, leaving q — k*D 
collision-free messages. To maximize the number of collision-free subframes, the 
intuition is to increase the q value infinitely Figure 2.10. However, as q grows, 
the total frame length q * q grows even faster, diluting the ratio of number of 
collision-free transmissions per frame.

.In and V.O.K ciefine the "minimum throughput” Gmin the ratio of the num­
ber of guaranteed successful transmissions in each frame length L, i.e., GmHi = 
{q — k * D)/q q, and proved that Gmin has a maximal value when q — 2* k * D. 
This algorithm (named “optimal algorithm”) tends to have large q number and 
therefore, has a larger frame length. However, since the goal is to achieve max­
imized minimum throughput, the frame length is not the primary concern. It 
is worth emphasizing that the design philosophy of this algorithm is completely 
different from the original GRAND algorithm. Different messages are transmit-

39



ted in q subframes, and no collision guarantee is given to any of the messages. 
Although the algorithm transmit messages in a probabilistically manner, the min­
imum throughput can be guaranteed.

2.4.2 Analysis

A considerable amount of research efforts have been made since Chlamtac and 
Farago’s initial work in 1994, which exploits the notion of topology-transparent 
scheduling. The idea of scheduling slots without knowing any topology specifics 
is a highly desirable idea, especially in a network with constant and fast changing 
topologies, e.g., VANETs. However, the topology-transparent (TT) approach has 
severe, if not insurmoTintable, flaws in the following three aspects:

First of all, the TT algorithm assume that each node in the network are 
assigned a unique (but relatively scarce) code before commence any data trans­
mission. It is not clear how this objective is achieved, and the related time and 
communication cost are not mentioned in any previous works. In fact, if unique 
codes can be generated and disseminated in the entire network, why not just di­
rectly disseminate slot schedules? In addition, due to the scarcity of the code, the 
total number of nodes in the network must be estimated accurately. Otherwise, if 
nodes with identical code encounter, the collision-free property of the algorithm 
cannot be maintained. As a matter of fact, those nodes end up colliding all their 
transmissions with each other.

Secondly, the TT approach is highly inefficient with extremely large amount 
of redundant messages. In fact, the algorithm always assumes the worst case 
scenario and retransmits a packet multiple times. For example, in a network 
with maximum node degree of 10, it takes at least 10 retransmissions to send a 
unicast message, and it is impossible to know which one of them has been received 
successfully. If broadcast is taken into consider, the number of retransmissions is 
simply multiplied by the maximum number of node degree.

At last, as mentioned earlier, the accurate estimation of the two parameters 
N (total number of nodes) and D (maximum nodal degree) of the network is 
critical for the correctness of the TT algorithm. However, in a realistic network, 
these two parameters cannot be obtained easily. In fact, in an open network
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in which nodes may join and leav'e, these two numbers are subject to constant 
change and arc^ difficult to estimate. The corrc'c'tnc'ss of the TT approach in such 
an environment is therefore highly questionable.

2.5 Distributed Scheduling Protocols

In this section, a number of distributed and reservation-based MAC protocols 
are reviewed. Protocols in this category use reservation mechanisms in access­
ing the medium which results in higher transmission reliability. However, most 
reservation-basc'd protocols depends on the spc'cific network topology, and there­
fore susceptible to network dynamics. In addition, the problem of reserving a 
time slot among a number of competitors is essentially a consensus problem. The 
issues and implications in achieving distributed consensus with dynamic partic­
ipants and unreliable communication channel are discussed at the end of this 
section.

2.5.1 RR-ALOHA

The RR-ALOHA jjrotocol Borgonovo ei al. [2()t)2] and Borgonovo et al. [2004] is a 
fully distributed, reservation-based MAC protocol that can dynamically estalrlish 
reliable broadcast channels. In RR-ALOHA, nodes are divided into one or more 
clusters in which full connectivity is assumed. Such a cluster is called One-Hop 
(OH) and non-disjoint one-hop clusters with a common subset are referred to as 
Two-Hop (TH). An example is depicted in Figure 2.11 where 7 terminals formed 
three one-hop clusters and three two-hop clusters.

TDMA scheme is used in RR-ALOHA where time is sliced into equal-sized 
time slots, and a fixed number of slots form a frame. Within each time slot, the 
Frame Information (FI), which is a slot bitmap reflecting the world view of the 
message sender, is piggybacked along with data packets. A slot bitmap contains 
the status of each slot in a frame - either empty, or owned b}^ a specific node. 
An example of FI is depicted in Figure 2.12. In RR-ALOHA, FIs received from 
onci's 1-hop neighbors are rebroadc’ast again, thus efi'ec'tively, slot allocations are 
disseminated in two hops. In Figure 2.11 for instance, node 2 which locates in the
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Figure 2.12: FI message received by terminal 1

FI-2

FI-4

FI-5

overlapping region of OH A and C rebroadcasts the FI that it hears from both 
clusters, which effectively propagates slot allocations information from one cluster 
to another. In RR-ALOHA, these “bridging” nodes are critical in eliminating 
hidden terminal problems. For two or more clusters with an overlapped region, all 
cluster members should assign the slot consistently with those in the overlapped 
region, as their view of the network is more comprehensive.

To achieve collision-free slot allocation, there are two rules in RR-ALOHA, 
which are referred to as “environment probing” and “access attempt”.

Environment probing: before a newly-joined node requests for an exclusive 
slot, it needs to probe the environment to familiarize itself with the existing slot 
allocation in the local region. In every non-empty slot, the probing node receives 
one FI message from the current transmitting node. After listening to a complete 
frame, the probing node receives FIs from all its 1-hop neighbors, and is able to 
generate its own FI.

For example, assume that node 1 tries to reserve a slot and starts to probe the 
environment. With a network structure depicted in Figure 2.11, node 1 receives 
FI message from node 2, 4 and 5, as depicted in Figure 2.12. All entries in 
the received FIs are exactly the same except in the third slot. Node 4 and 5
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know node 7 since they are located in the overlapped region, while node 2 does 
not. Node 1 synchronizes its own FI with FI-4 and FI-5 following the rule that, 
even if there is only one neighl)or marks a slot as occupied in its FI, the probing 
node should mark the slot as occupied as well. By marking slot usage based 
on nodes in the overlapped region, a consistent view of slot allocation can be 
achieved within 2-ho])s, and both 1-hop and 2-hop (hidden terminal) collisions 
are therefore avoided.

Access attempt: after a node obtains the current slot allocation within two 
hops, it attempts to transmit data in one of the empty slots. There are two 
possible outcomes of this action. During the next frame, if all 1-hop neighbors 
mark the attempted slot as being occupied by the requesting node, this slot is 
successfully reserved. On the other hand, if any of the 1-hop neighbor mark the 
attemirted slot as em])ty or occupied by other nodes, an “access collision” has 
occurred and this slot is not reserved. A successful slot reservation ensures an 
exclusive allocation of this slot in two hops. Snpj)ose that there is a rival node 
(either 1-hop or 2-hop) that attempts the same slot with the recjuesting node at 
the same time, a transmission collision, i.e., access attempt collision, will occur at 
the requesting node’s 1-hop neighbors. This will cause nodes who experiencetl the 
collision to mark the attemirted slot as emjAy in its FI, which implicitly reports 
a reservation failure to both comj)eting nodes.

The basic operation of RR-ALOHA is summarized as follows. Any node that 
needs to reserve a slot has to be aware of the current slot allocation in its 2- 
hop neighborhood. Subsequently, it sends out a reservation request in an unused 
slot, and collects feedback from its 1-hop neighbors. If positive acknowledgments 
are received from all 1-hop neighbors, the attempted slot is successfully reserved 
and collision-free transmission in this slot can lie guaranteed. Otherwise, the 
attempted slot is not reserved and the node has to start the process again.

However, the correctness, i.e., the collision-free property of the RR-ALOHA 
protocol is based on the assumption that the network topology remains static 
when the slot allocation is generated and used. If a node moves away from the 
location where the schedule is created, then collision-free slot access can not be 
guaranteed and a new slot allocation must be assigned. Based on this observa­
tion, RR-ALOHA is susceptible to topology changes wdiich occur constantly in
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Figure 2.13: FPRP frame structure

vehicular networks.

2.5.2 FPRP

The Five-Phase Reservation Protocol (FPRP) Zhu & Corson [1998] is a fully- 
distributed and reservation-based MAC protocol. Reliable transmissions can be 
achieved without hidden terminal collisions. FPRP assumes that the capture 
(iflect does not t^xlst, i.e., if two or more packets arrive at the same time then 
none of them can be received successfully. In addition, nodes have the capability 
to detect collisions. In FPRP, time is divided into frames, slots, cycles and 
mini slots, and synchronized among nodes. The frame hierarchy is depicted in 
Figure 2.13.

At the highest level, a super frame is composed of one Reservation Frame 
(RF) and a fixed number of Information Frame (IF). Both RF and IP" are further 
divided into an equal number of Reservation Slot (RS) and Information Slot (IS), 
and there is a one-to-one mapping between a RS and an IS. The slot assignment 
agreed in the n-th RS will be applied in the corresponding n-th IS and repeated 
in subsequent IFs. On the third lever of the hierarchy, each reservation slot is 
composed of a fixed number of reservation cycles (RC). In each of the RC, there 
are five mini slots, i.e. five phases, which are used for slot contention.

Nodes in FPRP need to acquire a reservation slot in order to transmit in the 
corresponding information slot. There are a number of reservation cycles that 
can be used to serve this purpose. If the reservation attempt in the first cycle is 
not successful while no other node succeeds as well, a node may continue trying
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Figure 2.14: FPRP deadlock scenario

the next cycle until the end of the reservation slot.
In each reservation cycle, nodes need to go through five phases. After these 

five phases, a successful node can use the slot exclusively and prohibit other nodes 
from attempting this slot in the following reservation cycles. In the first phase 
(Reservation Request), the Requesting Node (RN) broadcasts a slot request mes­
sage with probability p. RN’s 1-hop or 2-hop neighbors may also transmit slot 
request and cause attempt collisions. If such a collision occurs, RN’s 1-hop neigh­
bors reply a Collision R('port (CR) to RN in the second phase (Collision Report), 
otherwise remain silent. In the third phase (Reservation Confirmation), if no CR 
is received in the previous phase, the RN broadcasts a reservation confirmation 
message to its 1-hop neighbors. In the forth phase (Reservation Acknowledg­
ment). RN’s 1-hop neighbors reply with an acknowledgment to the RN, while 
inform RN’s 2-hoi) neighbors the successful slot reservation. The fifth phase 
(Packing / Elimination) is related to protocol efficiency and handling deadlock 
during slot contention.

• Comparison between FPRP and RR-ALOHA

The properties of the FPRP protocol are better understood if it is compared 
with R,R-ALOHA. In the following discussion, three FPRP attributes that are 
different from RR-ALOHA are of interest: 1) the usage of collision report rather 
than positive acknowledgment in detecting access conflict. 2) four rather than two 
phases in slot reservation, 3) multiple reservation cycles. Interestingly, all these 
differences derive from a common root that, during reservation, nodes in RR- 
ALOHA have exclusive slots while nodes in FPRP do not. Exclusive reservation 
slots mean that reservation messages are transmitted in a collision-free manner, 
such as in RR-ALOHA; while in FPRP, nodes can only transmit reservation 
messages in a contention-based and collision-prone manner.

Such a differeiK’c has profound ('orisequences in a broadcast sc'cnario. Replies 
from l-hoj) neighbors will collide with each other in FPRP, but can be success­
fully received in RR-ALOHA, which leads to FPRP’s negative acknowledgment
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(NACK) approach (where nodes only report to the requesting node if a collision 
is detected) as opposed to RR-ALOHA’s positive acknowledgment approach. Un­
der such a NACK scheme, the requesting node’s 1-hop and 2-hop neighbor are 
unable to know whether a slot reservation is successful or not.

In addition, the requesting node can not guarantee that a reservation is suc­
cessful, even if such a collision report is not received. This phenomenon is termed 
a “deadlock” as illustrated in Figure 2.14. Suppose that node A and B take 
exactly the same action, and both send a reservation request. Since nodes can 
not detect collision while transmitting, they both receive no collision reports and 
believe they have successfully reserved this slot and send out reservation conhr- 
mation in phase three. If node C and D does not exist, node A and B will not 
receive the expected reservation acknowledgment in phase four, thus understand 
that a dead lock is formed, and give up in this reservation cycle. However, if node 
C and D do exist, which are unable to hear B and A’s transmissions, they will 
not report access collisions and reply a reservation acknowledgment in phase four. 
These acknowledgments make A and B erroneously believe that no deadlock ex­
ists and therefore use the same slot. In FPRP, this situation is partially amended 
by letting A and B transmits Elimination Packet (EP) in the fifth phase with a 
fixed probability of 0.5. Consequently, there is a possibility that in a deadlock 
situation, node A and B can discover each other and avoid using the same slot.

In RR-ALOHA, a node contends for a slot, only if it does not already have one; 
while in FPRP, all nodes need to contend for a slot at the beginning of a super 
frame. For a successful slot reservation in FPRP, it is implicitly assumed that the 
winning node is the only one that sends out the slot request message in its 2-hop 
ranges. Since every node needs to contend for a slot, the number of contenders 
for each slot in FPRP is much larger than in RR-ALOHA, which means higher 
probability of access collision. This is the reason why multiple reservation cycles 
are used in FPRP. As multiple reservation cycles exist for a single slot, a winning 
node need to prohibit its 1-hop and 2-hop neighbors from attempting this slot 
in subsequent reservation cycles. Otherwise, without knowing this result, other 
nodes may also reserve the slot successfully in subsequent cycles. The third and 
forth phase are introduced to inform the winner’s 1-hop and 2-hop neighbors, 
as they are unable to know the results of the reservation, due to the NACK
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Figure 2.15: ABROAD frame structure 

mechauism that are mentioned earlier.
Same with RR-ALOHA, FPRP is also susceptible to toi)ology changes, and 

the correctness of the protocol is based on the assumption that topology does not 
change during the formation of the slot reservation. In addition, FPRP requires 
tight time synchronization as those mini slots are extremely short compared to 
the size of a data slot.

2.5.3 ABROAD, CATA and RBRP

Generally, the following protocols: ABROAD Chlamtac ei al. [2000], CATA Tang 
k Garcia-Luna-Acev('s [1999], and RBRP Marina e.t al. [2001] share a numl)er of 
common properties with each other, therefore are discussed together. The most 
obvious similarity is that all these protocols are fully-distributed, and TDMA- 
based just like RR-ALOHA and FPRP. However, there are a number of subtle 
differences in terms of the ways that slot reservations are conducted, notified, 
and terminated. By analyzing the similarities and differences of these protocols, 
high-level objectives, available teclmiciues. challenges and deficiencies of this par­
ticular type of MAC protocols can be better understood. In the following, a brief 
introduction of these three protocols is given, follow'ed by the comparisons and 
analysis.

• ABROAD

In ABROAD, there are two tyqjes of slots: assigned and empty. A slot in 
a frame is composed of four mini control slots and one data slot as shown in
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Figure 2.15. If a node has already reserved this slot (assigned), it broadcast a 
RTB (Recjuest to Broadca.st) in the first mini slot, and its 1-hop neighbors would 
broadcast a CTB (Clear to Broadcast) in the second mini slot. The purpose of 
this m('.ssag(! (;xchauge in th(' hrst two mini slots is to k't a slot own<!r to l)ack-off 
or block other possible contenders within two hops. This 2-hop slot ownership 
notihcation is seen in the third and fourth reservation phase in FPRP, and is 
equivalent to the busy tone mechanism used in the contention-based DBTMA. 
Later, the slot owner can transmit packets exclusively in this data slot and in 
subsequent frames.

If a node does not hear any transmission activity in the first two mini slots, 
it has the opportunity to contend for this slot in the next two mini slots (third 
and fourth). After sending a RTB message, if no NCTB, i.e., negative acknowl­
edgment (NACK) message is received, this slot is successfully reserved, otherwise 
failed and the node tries again in the next available slot. The RTB and NCTB 
mini slot serve the same purpose as the first and second reservation phase in 
FPRP to let nodes to contend for an empty slot. If a deadlock scenario is not 
presented, simultaneous reservation attempts within two hops would not succeed 
because RTB messages would collide at one hop neighbors and being reported in 
the following NACK messages.

Based on their functionalities, the four mini slots in ABROAD can be divided 
into a notification part and a contention part. By comparing ABROAD with 
FPRP, it becomes clear that FPRP follows a contention - notification sequence 
while ABROAD is just the opposite, i.e., notification - contention. Intuitively, a 
slot should be contended first then the result can be notified (FPRP approach). 
However, this intuition only applies to a situation where nobody owns this slot. 
If the slot has already been reserved, the slot owner can block any possible con­
tenders by notifying them before their contention begins (ABROAD approach).

Similar to RR-ALOHA, in ABROAD, slot contention occurs among nodes 
that do not possess any slot. The contention intensity is therefore mush lower 
in ABROAD than in FPRP, where contentions happen among all nodes at the 
beginning of a frame. This property of ABROAD is also preserved in CATA and 
RBRP.

• CATA
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Figure 2.16: CATA frame structure

III CATA, nodes contend and notify their slot reservations in a very similar 
way as ABROAD, therefore the frame structure is quite similar to ABROAD as 
depicted in Figure 2.16.

CATA supports both broadcast and unicast transmissions by using different 
slot structures. In a broadcast scenario (upper slot structure in Figure 2.16), 
nodes that receive data in the same slot in previous frame(s), i.e. slot owuier’s 
1-hop neighbor, send out a Slot Reseio'ation (SR) paiket in the first mini slot, 
which is u.sed to back-off potential contenders on behalf of the slot owner. Nodes 
that do not hear any activity in the SR mim slot can contend for this slot in mini 
slot tw'o and four. Collision-free reservation is achieved via conventional NACK 
mechanism. A contention winner can use the slot for subsequent frames until the 
end of its desired transmission.

The slot reservation mechanism in CATA is also composed of the same two 
functionalities - contention and notification, as in ABROAD. The unique prop­
erty of CATA is that the first part of the notification, i.e.. 1-hop notification, 
disappears, leaving only the 2-hop notification part (SR). The notification to the 
slot owner’s 1-hop neighbors has been imj^licitly embedded in the data slot of 
the previous frame. Nodes that receive a data packet (equivalent to the 1-hop 
notification) are obliged to broadcast a SR message in the same slot during the 
n(’xt frame. Therefore, an explicdt 1-hop notification is not nef'ossary.

• RBRP

In RBRP, a number of new concepts and approaches are i^roj^osed. The 
mo.st significant one is the' introduction of a l-hoj) slot table'. Upon a successful
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Figure 2.17: RBRP frame structure

reservation, 1-hop neighbors of the winning node mark the slot with the winner’s 
ID. If this slot is ever contested by another node in the following frame, 1-hop 
neighbors can NACK such attempt according to the slot table, in addition to the 
conventional mechanism to detect simultaneous attempts. In other words, nodes 
in RBRP can veto a slot request if either collisions are detected, or the requested 
slot has already been assigned to another node.

With the help of the slot table, the explicit notihcation process, which involves 
sending messages to neighbors within two hops, is no longer needed prior to each 
slot usage. The only exception is when the slot is reserved for the first time and 
the winner still needs to notify its 1-hop neighbors. Another benefit of using 
slot table is the decoupling of the one-to-one mapping between the reservation 
slot and data slot as explicitly or implicitly specified in ABROAD, CATA and 
FPRP. Nodes in RBRP are able to contend any data slot in any reservation slot 
as depicted in Figure 2.17. which means a more flexible slot allocation mechanism 
similar to RR-ALOHA.

The second innovation of RBRP is to multiply the first contention phase in 
order to eliminate the deadlock possibility. As discussed earlier, the so-called 
deadlock situation occurs when two nodes without a common neighbor copycat 
each others’ behavior, and are unable to discovery the other side, which leads to 
a conflicting reservation. This problem is tackled by adding another phase (the 
fifth) in FPRP, based on the idea that deadlocked nodes may discover each other 
via probabilistic beaconing. The same idea is applied in RBRP by expanding the 
single contention request slot (the first part of the contention) into M mini slots, 
where each contender uses K of them to transmit a same reservation request. 
Unless two deadlocked nodes choose exactly the same K slots in M reservation 
slots, they will eventually discover each other and realize a deadlock situation.

50



negative
acknowledgement

request

M minislots

confirm

Figure 2.18: RBRP reservation slot structure

negative
acknowledgement propagate

MSI MS2 MS3 MS4 MSS MS6 DATA

1
probe

1
request

1
jam

1
confirm

Figure 2.19: RBRP data slot structure

As depicted in Figure 2.18, M mini slots and the NACK slot constitute the 
comeiitiou part of a reservation protocol. The subsequent confirmation mini slot 
is the first part of the conventional notification process, and is also the only part 
needed in RBRP. If a node wins a contention, it sends out a notification to its 1- 
hop neighbors in the confirmation mini slot. Neighbors update the corresponding 
slot table, and block any slot reservation attempt in the following frames. A slot 
owner can use its data slot in the following frames without notifying its 2-hop 
neighbors, which is similar to ABROAD and CATA. If a data slot is not used in 
a frame, it becomes available for other nodes to contend.

The third uniciue design of RBRP is the introduction of a protection mech­
anism from node mobility. The basic idea is to insert a re-confirmation process 
inside a data slot prior to transmitting in the reserved data slot. Specifically, 
as depicted in Figure 2.19, slot owner engages in a complete contend (1-3 mini 
slots) and notify process (5-6 mini slots) before broadcasting data. These two 
processes are standard operation procedures that are previously discussed. The 
only unique point is the use of an extra slot (mini slot 1) in which probabilistic 
beaconing mechanism is used to reduce deadlock probability. If a slot owner does
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Figure 2.20: Comparison of distributed protocols

not receive a \ACK in mini slot 3, it notifies 2-hop neighbors and transmits; 
otherwise gives up this data slot and contend for another one later.

The ABROAD, CATA, RBRP and FPRP protocol are summarized in Fig­
ure 2.20. The focus is on the conditions to successfully reserve a slot, and the 
actions taken in the subsequent frames. Possible conditions are abstracted as: 
1. clear of notification, i.e., absent of any slot notification from others, and 2. 
contention winner, i.e., no NACK is received.

In addition, possible actions are abstracted as: 1. notify (full / 1st part / 
2nd part), i.e., distribute slot notific'ation in both 1-hop and 2-hop / 1-hop only / 
2-hoi) only, 2. reconfirm, i.e.. only api)ly to the reeonhrmation procc'ss in RBRP, 
and 3. data, i.e., transmit data in the reserved slot.

The common properties that are shared by ABROAD, CATA, RBRP, FPRP 
and RR-ALOHA are also summarized in Table 2.5.

2.5.4 NAMA and SEEDEX

NAMA Bao &: Garcia-Luna-Aceves [2001] is a distributed TDMA-based protocol 
which uses an implicit slot contention method. It is different from aforementioned 
protocols such as FPRP and RBRP in a way that the slot contention is conducted 
without sending explicit slot request messages. In NAMA, by broadcasting IDs 
periodically within 2 hops, nodes achieve complete 2-hop neighbor awareness. 
Before a new node joins the neighborhood, it listens for a whole frame to acquaint 
itself with current neighbors in the vicinity.

The implicit slot contention is achieved via the Neighborhood-aware Con-

52



Table 2.5: Coinparison of FPRP, ABROAD, CATA, RBRP and RR-ALOHA
FPRP ABROAD CATA RBRP RR-

ALOHA
Private slots No Yes Yes Yes Yes
Contention intensity High Low Low Low Low
Contention mechanism NACK NACK NACK NACK ACK
Notification mecha-
iiisiii

One-off,
Full

Consecutive,
Pull

Consecutive. 
2nd Part

One-off. 1st 
Part

One-off, No 
need

Deadlock handling 5th Phase Not speci- 
Hed

Not speci­
fied

Duplicate re­
quest slots

No need

Reservation and data 
slot mapping

Fixed Fixed Fixed Flexible Flexible

Mobility consideration No No No Verihcation No
Slot termination condi­
tion

Fixed cycle End of Tx End of Tx End of Tx End of Tx

Channel assumption Ideal Ideal Ideal Ideal Ideal

teiition Resolution (NCR) inechanisin. In short, NCR locally calculates all neigh­
bors' priority at any specihc slot, and if a node has the highest among all neigh­
bors. then it can transmit, otherwise it listens. Specifically, for a given slot t, 
which is also known as a contention context in NAMA, the priority value that 
a node k has is randomly but deterministically decidwl by: Rand (A’-f t) 4- k. 
where T is the concatenation operation, and Rand is a pseudo-random mimlrer 
generator. The jrriority value is solely decided by the slot number and the node 
ID in NCR, which means that an entire time schedule of any specific node can be 
calculated if this node’s ID is known. As a result, with all nodes in the network 
understand their 2-hop neighbors’ ID, their priorities and slot allocations can be 
calculated and collision-free transmission can be achieved.

NAMA essentially transforms the problem of allocating slots into allocating 
sequencing node IDs in a 2-hop neighborhood. Although the problem is simplified 
by eliminating the “contention” part of a distributed MAC protocol, the downside 
is that all slots are allocated statically, and it is not jrossible to alter the slot 
allocation during run time to support QoS or real-time communication.

In addition, to achieve consistent 2-hop awareness is not trivial, especially 
when the network topology is dynamic. In order to transmit legitimately, a new 
node must be recognized and acknowledged by all of its 2-hop neighbors. For a 
newly-joined node, if such unanimous recognition is not guaranteed, collisions are
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always possible between the joining node and those who do not recognize this new 
member. It is more complicated when more than one nodes are joining or leaving 
at the same time. In summary, the correct operation of NAM A depends on the 
consistent 2-hop membership, which may be susceptible to network dynamics in 
VANETs.

The SEEDEX protocol Rozovsky & Kumar [2001] is a unicast and probabilis­
tic MAC protocol. It cannot guarantee the collision-free transmission, but only 
reduces the collision probability. In SEEDEX, a node transmits according to its 
schedule which is generated from a seed. In such a schedule, a node either listens 
(L state) or transmits with probability p (PT state). SEEDEX resembles NAMA 
in a way that random seeds, rather than the actual transmission schedules are 
disseminated in 2-hops. By knowing the seeds of all 2-hop neighbors, a node also 
knows how many neighbors of its intended recipients are in the PT state. Based 
on this information, the node alters its transmission probability in order to reduce 
the collision probability.

The seeds that SEEDEX distributes cannot provide deterministic slot alloca­
tion as in NAMA. The number of possible rivals in the receiver’s neighborhood, 
which is derived from the received seeds can only be used to reduce the collision 
probability rather than complete elimination. In addition, SEEDEX requires con­
sistent and up-to-date 2-hop information in the neighborhood, which is difficult 
and costly to maintain.

2.5.5 STDMA

The Self-organizing Time Division Multiple Access (STDMA) protocol Bilstrup 
et al. [2009] is a decentralized, TDMA-based scheme, specifically designed for 
VANETs. Time is divided into slots, and time synchronization is achieved via 
external positioning system, e.g. GPS or Galileo. Nodes in STDMA distribute po­
sitioning information to their 1-hop neighbors periodically, which is also used for 
slot allocation. The STDMA algorithm has been standardized in the Automatic 
Identification System (AIS), which is wddely applied in the shipping industry.

The basic procedure to reserve a slot in STDMA involves four phases: initial­
ization, network entry, first frame, and continuous operation. In the initialization
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Figure 2.21: STDMA frame structure

phase, a node listens to the channel for an entire frame, in order to obtain the 
current slot assignment. In the network entry phase, a node locally decides which 
slots in a frame it intends to use. This process determines a number of specific 
slots in the frame as dei)icted in Figure 2.21.

For the first step, a node decides its Nominal Increment (NT) interval, which 
is the node’s desired transmission interval. Subsequently, the Nominal Start Slot 
(NSS) is randomly selected between the current slot and the current slot plus NI. 
NSS is effectively a starting reference point for all following slots. The subsequent 
Nominal Slot is located at NI slots away. Both NSS and NS can be thought of as 
the “desired” slots that a node intends to reserve.

Iir order to, evenly d,istribute slot reservation, the actual reservation slot - 
Nominal Transmission Slot (NTS) is randomly chosen around NSS and NS, and 
bounded by Selection Interval (SI), which is 20% of NI. If the chosen NTS has Ireen 
occupied by its I-hop neighbor, then the closest free slot in SI is chosen instead. 
If all slots in SI are occupied, the slot used by the node that is geographically 
located furthest from the reserving node is chosen. This is how the position 
information can be u.sed to facilitate slot allocation in STDMA.

When the first NTS is due, a node enters the first frame phase. In this phase, 
future NS and NTS will be decided in this frame, and subsequent frames as well. 
Each decided NTS slot has a randomly decided integer (ranging from 3 to 8) 
specifying the number of frames after which this NTS will “expire”. By then, 
new NTS will be randomly chosen again within SI. This special arrangement is 
designed to address the node mobility issue in VANETs. After the first frame, 
a node enters the last phase: continuous operation, where a node ojrerates using 
determined NTS to transmit packets and choosing new NTS when they exjrire.

• Comparison with RR-ALOHA



STDMA resembles to RR-ALOHA in a way that nodes in both protocols need 
to listen to the channel for an entire frame, and maintain a slot allocation table 
locally. However, STDMA provides no collision-free guarantee for any reserved 
slot, since there is no unsuccessful reservation in STDMA. In addition, hidden 
terminal collisions, i.e., 2-hop collisions are not considered in STDMA at all. 
Further comparison between these two protocols are presented below, focusing 
on 1) listen phase, 2) empty slot access collision, and 3) collision-free transmission 
guarantee in reserved slots.

Listen phase: nodes in STDMA receive and obtain 1-hop slot allocation, while 
nodes in RR-ALOHA maintain slot allocations in 2-hops.

Empty slot access collision: In RR-ALOHA, no reservation can succeed if 
more than one attempt is simultaneously made within 2-hops. In STDMA, both 
1-hop and 2-hop nodes can reserve an empty slot at the same time.

Collision-free transmission guarantee in reserved slots: In RR-ALOHA within 
a 2-hop range, 1) in the slot contention phase, no one can successfully reserve 
the same slot with another node, and 2) in the transmission phase, no one would 
attempt to access a slot that has been reserved by another node, via the 2-hop 
slot bitmap dissemination. In STDMA, 1) simultaneous access to an empty slot 
is possible for both 1-hop and 2-hop nodes, and 2) 2-hop nodes may attempt 
to use a reserved slot, due to the lack of 2-hop slot allocation knowledge. Only 
1-hop simultaneous access can be avoided in STDMA via 1-hop slot allocation 
dissemination.

Compared with RR-ALOHA, the bright side of STDMA is that slot reser­
vation is properly terminated while no explicit rules are applied in RR-ALOHA 
in this regard. In addition, the slot usage in STDMA is more flexible as there 
are multiple slots in a frame. Finally, mobility is considered in STDMA via 
re-selecting transmission slots after certain periods.

2.5.6 MS-ALOHA
The MS-ALOHA protocol Scopigno & Cozzetti [2009] and its prior version RR- 
ALOHA-b Cozzetti k. Scopigno [2009], are both extensions to the RR-ALOHA 
protocol. The improvement focuses on three aspects: 1) taking node mobility into
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Figure 2.22: RR-ALOHA iiicoiisistency prolrlem

consideration, slots are reserved and used for only one frame, and then discarded, 
2) the maximum number of hops that FI messages can proijagate is bonnded, 
and 3) MS-ALOHA proposes an extension of the busy bit in the FI message, in 
order to distinguish a free slot from a collided slot.

In RR-ALOHA. when an access attempt fails, tlie requesting node’s 1-hop 
neighbors may end up in an inconsi.stent state. For example in Figure 2.22, the 
simultaneous reservation request from ngde 3 and 4 collided at node 7, This event 
causes node 3, 4 and 7 to mark the slot as “free”. Bnt for the requesting node’s 
other 1-hop neighbors, e.g., node 1. 2 and node 5, 6, since they are unable to 
know the result of the reservation, they still mark the slot as reserved by node 3 
and 4 respectively.

Such an incorrect slot statns may l)e proi)agated in the network and causing 
further inconsistent and incorrect slot status. For example, the FI message from 
node 6 which marks the slot as reserved by node 4, may be propagated to node 
7. Since node 7 believes that this slot is “free”, it accepts the new allocation 
information from node 6 and further propagated it to node 3, 1 and 2. Because 
node 1, 2 and 3 previously mark the slot reserved by node 3, they now' realize 
that a collision occurred and mark the slot as free. In the end, the slot status 
perceived by the netw'ork members gradually deviates from the reality, w'hich may 
pollute further slot reservations.

The authors of the MS-ALOHA protocol believed that the FI message w'hich 
contains the slot assignment should not Ire i^ropagated beyond 2 hops. In MSA-
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Figure 2.23: RR-ALOHA inconsistent slot status problem (a)

requesting node (RN) neighbor 1 neighbor N
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Figure 2.24; RR-ALOHA inconsistent slot status problem (b)

LOHA, a de facto hop count is added to each entry of the FI message, which 
effectively bounds their propagation. In addition, MS-ALOHA extends the slot 
status bit from 1 (represents reserved / free) to 2 (free / reserved / collision), 
in order to distinguish a genuine “free” and a “collision” slot status. With this 
amendment, node 7 in Figure 2.22 (with status “collision”) would now disregard 
the slot status received from node 6 (with status “reserved by node 4”) and stop 
propagating incorrect slot status further.

The amendment proposed by MS-ALOHA actually reveals a more profound is­
sue in RR-ALOHA - the inconsistent slot status caused by unsuccessful slot reser­
vations. As depicted in Figure 2.23, the RR-ALOHA protocol works correctly if 
the slot reservation request is successful, i.e., every 1-hop and 2-hop neighbors of
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requesting node (RN) neighbor 1 neighbor N

Figure 2.25: RR-ALOHA inconsistent problem 2-phase solntion (a)

requesting node (RN) neighbor 1 neighbor N

Figure 2.26: RR-ALOHA inconsistent prolrlem 2-phase solution (b)

the requesting node (RN) assign the slot consistently. However, if the slot request 
is not successful, the oirinion of the slot allocation among the neighbors begins 
to divide as de])icted in Figure 2.24. 1-ho]) neighbors that do not experience 
an access collision mark the slot as reserved by RN, while those that detected 
collisions mark the slot as “free” (RR-ALOHA), or “collision” (MS-ALOHA). 
Such an inconsistent slot status will cause further slot allocation confusions and 
compromises the correctness of the ])rotocol.

In RR-ALOHA, the slot bitmap is used to achieve 2-hop consensus, which 
guarantees collision-free broadcast, but the inconsistent status problem is not
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requesting node (RN) neighbor 1 neighbor N

Figure 2.27: RR-ALOHA inconsistent problem 2-phase solution (c)

properly considered in the design. Actually, the inconsistency problem in RR- 
ALOHA might be mitigated by using the two-phase commit protocol, provided 
that nodes do not fail and messages do not get lost. As illustrated in Figure 2.25, 
when a node acknowledges a slot reservation, it temporarily (rather than per­
manently) marks the slot as reserved by the requesting node. If all neighbors 
agree on this slot request, the requesting node sends out its data, i.e., a positive 
acknowledgment, in the second phase (Figure 2.25), and all nodes permanently 
mark the slot as reserved. As depicted in Figure 2.26, if there exists any node 
that does not acknowledge the slot allocation, data message is not sent from the 
requesting node, and all neighbors, regardless of their respective status on the 
current slot (not reserved or temporarily reserved), consistently mark the slot as 
not reserved.

However, the two-phase commit solution cannot cope with the scenario where 
messages can get lost. For example in Figure 2.27, if the data message, i.e., posi­
tive acknowledgment from a successful requesting node is lost, the neighbor can­
not distinguish between the scenario where “the slot reservation is successful but 
the acknowledgment message is lost”, from “the slot allocation is unsuccessful”. 
Any action taken by such a confused neighbor may cause further inconsistency 
in the neighborhood. In fact, in an environment with unreliable communication, 
i.e., messages can be lost, consensus cannot be achieved between two or more 
entities (the two generals’ problem). The intuition is that the last message to
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achieve a consensus might i)e lost and needs to be acknowledged, thus there is no 
such 'last message”.

If the constraint is lifted to allow node failure, the “three-phase commit” 
l)rotocol need be used to ensure a consistent slot status, which is even more 
complicated and costly than the two-phase commit solution. It is worth pointing 
out that, generally speaking, it is very costly, if not impossible to achieve a 
consistent state in a distributed environment, especially when communications 
are not always reliabh;. The efforts to generate and maintain a 2-hop slot bitinaj) 
in RR-ALOHA is time-consuming, message-intensive, and without guaranteed 
correctness, which is probably not a good oj)tion in VANETS.

In essence, the purpose of the 2-hoi) slot bitmap as well as other “notification” 
mechanisms in protocols, such as FPRP, RBRP and CATA is to blockade one 
and two ho]) neighbors of the winning node from attempting for the same slot in 
sul)sequent frames. This is an important requirement for protocols in which slot 
allocations are re])eated in more than one frame. Protocols of this kind use various 
mechanisms e.g., 2-hop slot bitmap in RR-ALOHA, to achieve this goal, i.e., to 
explicitly notifies the ownership of a reserved slot, and to force potential nodes to 
give up any further attempt. The de facto busy tone used in FPRP, ABROAD 
and CATA blocks potential rivals’ attempt on previously reserved slot, while in 
RBRP. 1-hop neighbors of the slot owner use the 1-hop slot table to effectively 
veto any reservation request from 2-hop neiglibors.

Nevertheless, if a slot is contested and used for only once, then there is no need 
for such a notification process or to maintain a consistent state among a node’s 
neighbors. The “menioryless” slot status resembles the way how the contention- 
based protocols use the medium, and is especially desirable in a network with 
unstable links and dynamic network topologies. It is also the rationale behind 
the proposed MAC protocol in this thesis.

2.6 Summary

In this chapter, a large number of MAC protocols in the domain of wireless 
communications are reviewed. Starting with some of the pioneering jrrotocols, 
such as MACA and FAMA, this chapter presented a broad and in-depth analysis
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on 802.lip, topology-transparent scheduling protocols, as well as a wide range of 
schedule-based protocols.

For those safety-related applications that are envisaged in the future VANETs, 
the reliability and timeliness of medium access are of paramount importance. On 
this regard however, it is demonstrated in the review that both contention-based 
and schedule-based MAC protocols are inherently flawed, and are unable to satisfy 
the communication requirements specihed by these applications.

Nevertheless, by reviewing the previous literatures, valuable insights are ob­
tained with respect to the problem of medium access control. As wireless medium 
is a location-specific resource, a better understanding of the surroundings of a ve­
hicle, i.e., being context-awareness in terms of the number of neighbors or the 
network topology in its vicinity, can potentially increase t he effectiveness and ef- 
hciency of a MAC protocol. In addition, the predictability of vehicle trajectories 
is a unique advantage of VAENTs, which can be exploited to extend the concept 
of context-awareness into the forthcoming future. Based on these insights and 
observations, a new medium access control protocol is proposed in this thesis and 
is discussed in details in Chapter 3.
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Chapter 3 

Design

As discussed in Chapter 2. the approach used by the MAC protocols in mo­
bile ad hoc networks can be divided into two categories: contention-based and 
reservation-based. For contention-based i^rotocols such as 802.lip, the state of 
the environment e.g., the number of neighlmrs and their transmission schedules 
are not maintained in each node. These protocols are therefore simpler to im­
plement and are less susceptible to the network dynamics. However, the down 
side of the contention-based approach is that it is intrinsically probabilistic with 
non-deterministic results. It is difficult, if not impossible, to provide guarantees 
on the perceived communication QoS, such as i)acket delivery ratio or end-to-end 
delay, which is vital for safety applications in VANETs.

Compared to the contention-based approach, the reservation-based approach, 
e.g., RR-ALOHA, is a “heavy-weight” method for allocating wireless resources. 
In such an approach, the status of one’s neighbors is usually maintained and 
exchanged with considerable communication overhead. However, the benefit of 
tlu! (;xtra I'lfort is improv('d eomniunieal ion reliability, as wc'll as (U'terministic and 
predictable access to resources, which makes reservation-based approach more 
favorable for safety applications with tight QoS requirements.

However, conventional reservation-based MAC protocols have difficulties in 
VANETs because of their dependency on the specifics of the network topology, 
which changes at a rapid pace in vehicular environments. Although reservations 
can be rescheduled and uj)dated according to the changed topology, “schedule 
gaps”, in which old schedules are not applicable while the new schedule is not
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Figure 3.1: Protocols’s adaptability to mobility and communication reliability 

ready, are inevitable.
In Figure 3.1, a qualitatively comparison is given regarding the contention- 

based and reservation-based protocols in terms of their abilities to handle mobil­
ity and their abilities to provide communication QoS. Generally, contention-based 
protocols, e.g., 802.11. are less affected by topology changes of the network, but 
is also less capable of providing reliable and guaranteed communication. On the 
contrary, reservation-based protocols, e.g., RR-ALOHA, are able to provided reli­
able and deterministic communication, but have difficulties coping with network 
dynamics. A desired protocol for VANETs would ideally possess both properties, 
i.e., the capability to provide high level of communication QoS, and the capability 
to adapt dynamically when network topology changes.

As the non-deterministic nature of the contention-based approach is funda­
mental and difficult to circumvent, we believe that the reservation-based approach 
has the most potential and is therefore chosen as our design basis. The difficulty 
of applying conventional reservation-based protocols directly in vehicular net­
works is that the transmission schedules that are generated based on the current 
network cannot keep up with the fast-changing environment, which may cause 
undesirable schedule gaps.

In this thesis, A proactive scheduling mechanism, i.e., pre-scheduling is pro­
posed to address this issue. The defining property of a pre-s('heduling scheme 
is that the resources are allocated based on the future rather than the current
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network topology. A new MAC protocol termed Re.al-tArne Reservation Protocol 
(RRP) is pro])osed in the thesis based on such a concept. It is demonstrated 
later in the thesis that if the wireless resourc'es are sufficiently abTindant in a 
local area, and the wireless channel conditions conform with a statistical dis­
tribution, it is feasil)le for RRP to provide reliable communication (with over 
90% packet delivery rate), and time-bounded medium access delay in a vehicular 
environment. As we discussed in Chapter 1, such properties, i.e., reliable and 
time-bounded medium access are of great importance to the successful operation 
of most safety-critical applications j)roposed in VANETs.

In the rest of this chapter, the concei:)t of pre-scheduling and an overview 
of the RRP protocol are presented in Section 3.1. The detailed design of the 
RRP protocol is described in Section 3.2 and Section 3.3, which introduces the 
lower and the upper layer in the RRP architecture respectively. Conclusions and 
discussions of this chapter is presented in Section 3.4.

3.1 Overview of RRP

The real-time reservation protocol aims to provide reliable and real-time medium 
access control in VANETs with a pre-scheduling design philosophy. The funda­
mental task of a reservation-based MAC j^rotocol is to allocate resources, e.g., 
time slots, among neighbors, which can be roughly defined as nodes that are
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physically close to each other. In a dynamic VANET environment, constantly 
and rapidly changing neighbor relations makes scheduling difficult. To counter 
such adversity, the key concept of pre-scheduling is to schedule resources with fu­
ture neighbors rather than current neighbors. There are two steps involved in this 
process: 1) a node first identifies its fut ure neighbors, and 2) a node then negoti­
ates future slot allocations with these identified future neighbors. The advantage 
of the pre-scheduling approach is that nodes are given a period of “preparation 
time” to perform slot allocation which will be used in the future. Such a period 
of preparation time is not available in conventional reservation-based protocols, 
and is therefore the defining characteristics of the proposed protocol. In the pre­
scheduling scheme, each slot is allocated prior to its actual usage, and slots do 
not form repetitive frames.

One of the key requirements in the pre-scheduling scheme is to identify one’s 
future neighbors in advance. However, there are a number of challenges need 
to be addressed to achieve this goal. For instance: a) How to define future 
neighbors? On one hand, future neighbors are not necessarily currently located in 
one’s vicinity, and on the other hand, one’s current neighbors are not necessarily 
future neighbors, b) How to exchange messages with them? and c) How to 
allocate slots with them?

In this thesis, the first two tasks are addressed by the lower part, while the 
third task is addressed by the upper part of a two-tier architecture, as depicted 
in Figure 3.2. The lower part, which is termed virtual cluster layer, manages 
the dynamics of the network, while the upper part, termed real-time scheduling 
layer, manages slot allocation. Such a design follows the principle of separation 
of concerns, which exempts the upper scheduling layer from worrying about the 
specifics of the network structure, and reduces the complexity of the scheduling 
algorithm.

In this architecture, the real-time scheduling layer only needs to focus on 
the slot allocation among identified neighbors, which makes it easier to achieve 
certain properties such as mutual exclusion and guaranteed reservation delay. 
The upper real-time scheduling layer are not aware of the information regarding 
the specifics of neighl^ors such as their position, velocity, or transmission power 
and so on, nor the exact time when a prospective neighbor becomes a current one.
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Figure 3.3: RRP design architecture

As far as the scheduling layer is concerned, the lower layer provides a neighbor list 
and a communication interface to send and receive messages with these neighbors. 
Consequently, the slot allocation algorithm is effectively transparent to the details 
of the underlining network topology.

The principle of separation of concerns in the RRP architecture is mainly 
achieved by the lower layer, which creates an appearance that all neighbors are 
always located in a cluster from the upper layer’s point of view. Since such a 
cluster is not a physical cluster but an abstraction, the lower layer is termed 
‘‘virtual cluster layer”. The output of the lower layer is a list of future neighbors.
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and an interface to send and receive messages for them. The specific tasks of this 
layer are to identify a future neighbor, which involves obtaining all the specihcs 
of a node’s kinetic information and transmission parameters, and to disseminate 
messages among these neighbors in order to create communication channels for 
the upper layer.

The main data structures and algorithms of the RRP protocol are depicted 
in the flow diagram in Figure 3.3. The algorithms in RRP are called when a new 
event occurs, such as a newly-arrived message, or an elapsed slot boundary. The 
RRP interacts with upper application layer by providing a number of reserved 
slots, in which an application can send and receive data.

In the RRP protocol, each node disseminates and receives positioning mes­
sages from its neighbors, and stores such information in a local repository termed 
the “knowledge base”. Using mobility prediction algorithms, the predicted topol­
ogy is estimated and is used as input for the neighbor identihcation algorithm. 
The algorithm calculates the neighbor relations among nodes in the knowledge 
base and uses the results in a message forwarding algorithm, which determines 
whether a received message should be relayed further.

In addition, the neighbor identification algorithm provides a neighbor list to 
the upper scheduling layer. Once the scheduling layer receives the neighbor list, 
the slot allocation algorithm determines whether a specific slot can be reserved 
according to the current node’s own intention as well as other neighbors’ decisions. 
The hnal slot decision, i.e., which slot is successfully reserved, is notified to the 
application layer above the RRP.

Algorithms used in both virtual cluster layer and the real-time scheduling 
layer are discussed in detail in the following sections.

3.2 Virtual Cluster Layer

This section focuses on the design issues related to the virtual cluster layer. The 
virtual cluster layer resides at the lower part of the RRP design architecture as 
depicted in Figure 3.2, with the main objective to identify and communicate with 
future neighbors. This task is divided into three subtasks: neighbor identification, 
relevance-based forwarding and node mobility prediction, which are discussed in
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detail in Section 3.2.1. Section 3.2.2 and Section 3.2.3 respectively. Conclusions of 
this section and the mechanism to interact with the scheduling layer is presented 
in Section 3.2.4.

3.2.1 Neighbor Identification

As far as a MAC protocol is concerned, a “neighbor” may cause interference 
and should not transmit simultaneously with the node in question. However, 
the specific definition of a neighbor is not clearly defined. For instance, it is not 
defined how to measure such interference inflicted on the node of interest, nor how 
to determine a threshold for the interference above which a node is categorized 
as a neighbor.

Supi)Ose that a node has a number of intended receivers if it sends out a 
broadcast message. The neighbors of this node is defined as those that have 
the potential to cause the Signal-to-Noise Ratio (SNR) to drop on the intended 
receivers to a certain extend. It is worth noting that in the above definition, a 
node may be categorized as a neighbor as long as it has the “capability”, or the 
“potential” to cause interference, vvithoiit “actually” transmitting any signal and 
causing any interference.

The fundamental goal of a MAC protocol is to regulate the use of the wireless 
medium, and to avoid interference l^etween neighbors. Consequently, to recognize 
the identity and location of one's neighbor may benefit the MAC protocol to avoid 
simultaneous transmissions.

• How are neighbors identified?

A number of methods are available to identify a neighbor. These methods 
can be divided into two categories: real-world testing and theoretical estimation. 
For instance, the carrier sensing mechanism used in 802.11 is a type of real-world 
testing method to detect the existence of any neighbors in the vicinity. Such 
a method however, cannot detect 2-hop neighbors, which causes the notorious 
“hidden terminal p^roblem”. Other methods proposed in the literature are able to 
identify neighbors in the 2-hop range by broadcasting probe messages. If there is 
a 1-hop or 2-hops neighbor that also transmits at the same time with the probe
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sender, the probe message suffers a collision and is not received. By collecting 
the feedback from all 1-hop receivers, the probe message sender is able to deduce 
the existence of any neighbors in its 2-hop proximity, and create transmission 
schedules to avoid colliding with these neighbors.

The theoretical estimation approach usually appears in the reservation-based 
MAC protocols. It is often assumed that the network topology is fully known 
and the transmission range; is simplihcd as a radius. Generally, nodes that are 
located within 2-hops of a given node are considered aa neighbors, while nodes 
beyond the 2-hop boundary are non-neighbors. Such “2-hop” estimation of neigh­
bors simplihes the neighbor identification process, but the binary identification 
is obviously not realistic.

The proposed proactive scheduling scheme has a unique requirement regarding 
neighbor idenlification: future neighbors are of interest as well a.s the current 
neighbors. Note that such a future neighbor may not be a current neighbor when 
a neighbor identification procedure is invoked, therefore the real-world testing 
approach cannot be used to identify such non-current future neighbors. Based 
on this observation, the theoretical estimation approach is chosen in this thesis 
to identify a potential future neighbor.

• Neighbor Index - Basic concept

The main problem facing the neighbor identification process is that which 
metric should be used to cpiantitatively define a neighbor. To address this ques­
tion, the definition of a neighbor is revisited in the following.

According to our previous discussion, the key property of a neighbor is its 
capability to cause interference with another node’s broadcast. To demonstrate 
this idea more clearly, we visualize the packet reception probability in a wireless 
environment for those transmissions in Figure 3.4. In this diagram, the packet 
reception probability is calculated using deterministic propagation models and 
represented by different colors at various locations with regard to the transmitter. 
Specifically, the distance between two senders are 1000 meters and 200 meters 
in the upper and lower diagram respectively. The transmission power is 20 mW, 
packet size is 4k bits, and the bit rate is 6Mbps. The packet reception probabilities
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are represented by the following colors: white: 100%. green: 90% - 100%. yellow: 
80% - 90%. red: 50% - 80%. grey: 1% - 50%, and black: less than 1%.

As illustrated in Figure 3.4, when two transmitters move towards each other, 
their cairability to deliver messages to their respective neighbors gradually di­
minishes, as the white area shrinks substantially. From the distance at which 
these two nodes do not interfere with each other at all (Figure 3.4: upi)er) to 
the distance at which they have a clear and negative impact on each other (Fig­
ure 3.4: lower), there is no "tipping point” such that their relationship flips from 
■‘non-neighbor” to “neighbor” with regard to each other. The diagram clearly 
shows that t he influence of a neighbor is a progres.sive and non-binary projrerty. 
and the tipi)ing jroint is usually not at the 2-hop boundary as assmned by most 
reservation-based MAC protocols.

• Neighbor Index - Definition

In this thesis, a “neighbor index” is jrroposed as a metric to characterize the 
severity of interference between two nodes that transmit simultaneously. A higher 
neighbour index means higher interference from the neighbor, which indicates a 
stronger “neighbor”. Neighbor index is a non-binary metric, as the SNR degrada­
tion is continuous. In addition, it can describe the current as well as the predicted 
future relation between two nodes.

The value of neighbor index characterizes whether two nodes can co-exist 
without causing interference on intended receivers. A large neighbor index in­
dicates high jn'obability of interference and message loss, therefore simultaneous 
transmissions by snch node pairs should be avoided. The essence of the neighbor 
index is to calculate the message reception probability loss, by comparing the 
recei)tion probability with and without the presence of the interfering node.

Sujrpose that we have a signal node s and a receiving node i, and know the 
following information: the distance d{s, i) between s and i. transmission power of 
the signal node P{s), and all other relevant parameter set H, snch as modulation 
methods and packet size. Using the deterministic two-ray ground projragation 
model, given that the transmission is free from any interference from other nodes, 
the probability that a message of a certain size sent from signal node s can be
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Figure 3.4; Visualization of neighbor interference on packet reception probability

successfully received at receiving node i is represented as: Pi-free{d{s, i), P{s), H), 
i.e., the probability of node i receiving a message from node s without interference.

Now suppose that an interfering node n is near the signal node s and interferes 
with receiving node i. We assume that the distance between the interfering node 
n and the receiver i is d{n,i), the transmission power of the interfering node n 
is P{n), and all other related parameters are the same (H). The probability of
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a message being received at r under interference from node n is represented as:
Pi - ijiterfereiicei^^i^ 1 O' d(?7, f), ), //).

Assume that node s’s broadcast message can i)e received by a set of recipients 
R — provided that no interfering node exists. The neighbor index
between node s and n is (iefined as:

Nei()hhorIndex{s, n) = '^p^^free - Pi- interference (3.1)
f;=i

As illustrated in Figure 3.5, the essence of the neighbor index is to calcu­
late the cumulative reception probability loss caused by the interfering neighbor. 
A stronger interfering signal or a larger number of recipients both increase the 
neighbor index value, indicating a more “dangerous” interfering node facing the 
signal node. Nodes with high neighbor index, i.e., dangerous nodes, are identified 
as neighbors and are excluded from using the same time slots.

The neighbor index metric is a numerical characterization of two nodes’ re­
lationship. The calculation of neighbor index takes the information of the node 
pair as well as other nodes in the vicinity regarding their distance, transmission 
power and other parameters, to determine the potential “loss” caused by the 
neighbor. Due to the fact that the neighbor index takes more parameters into 
account, the identification process is more realistic and accurate than the static 
2-hop radius classification method. In addition, it can be used to predict the rela-

73



tionship between two nodes, as long as their trajectory are known. This property 
is particularly useful for our proactive scheduling approach.

The output of the neighbor index calculation is a numerical value. The neigh­
bor idcntihcation process utilizc's a threshold as tlu' last ste^p in dc’ti'rmining if a 
node is a neighbor or not.

3.2.2 Relevance-Based Forwarding

To clarify our description, we first define the concept of message forwarding and 
distinguish it from message broadcasting. We refer to “message broadcasting” as 
a mechanism to propagate messages within the radio range of a node, which is 
a primitive operation in wireless communication. On the other hand, “message 
forwarding" is defined as the propagation of messages over a larger area, which 
usually spans several radio hops.

In generic mobile ad hoc networks, message forwarding is often seen as the 
building block for routing protocols. For example, routing protocols such as 
Dynamic Source Routing (DSR) .Johnson Maltz [1996] and Ad hoc On Demand 
Distance Vector (AODV) Perkins & Royer [1999] rely on message forwarding 
to establish routes. In vehicular networks, information obtained from on-board 
sensors such as GPS positions and velocities is useful not only for the vehicle 
itself, but also important for other vehicles in its proximity. Such information can 
facilitate vehicles in close vicinity to adapt their behavior, which makes message 
forwarding a natural choice for a communication paradigm in a VANET.

Message forwarding is particularly relevant and important in the realization 
of the “virtual cluster” mechanism. The cornerstone of implementing a virtual 
cluster is to identify and communicate with future neighbors, as if they are phys­
ically located in an actual cluster. However, the future neighbors may be located 
far away in the physical world. Consequently, virtual clustering needs a mes­
sage forwarding mechanism to transfer information such as the position, velocity, 
transmission power, or slot usage among vehicles that are physically outside of 
broadcast range of the sender and the intended receiver.

• Message forwarding in the literature
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In the following, we introduce a number of message forwarding schemes from 
the literature. The simplest way of forwarding a message is called simple flooding 
Ho ei al. [1999]. It starts with a source node broadcasting a message and all nodes 
that r(!C('iv(' this mc'ssagt' nduoadcast it only once. Sinii)l(' flooding can achieve 
reliable message forwarding Ho et al. [1999], but with a large number of duplicate 
messages that congests the network and causes what is known as the “broadcast 
storm problem” Ts('ng et al. [2002].

The probabilistic* flooding mechanism is similar t o the simple flooding, except 
that a node only rebroadcasts the received message irrobabilistically. For example, 
Tseng et al. [2002] pro])ose to select rebroadcast nodes randomly in order to 
reduce the number of redundant messages. In a connter-based scheme Tseng et al. 
[2002], the probability of rebroadcasting a message is determined by a counter, 
which records the number of times that the same message has been received. If 
the value of the counter is below a threshold, it indicates that the node is more 
likely to reach additional area with a rebroadcast. Such a counter-based scheme is 
simple but can adapt to local topology in the sense that, in dense networks fewer 
nodes will rebroadcast, while in sparse networks more nodes will rebroadcast.

Position-based message forwarding utilizes the position of the forwarding node 
to make forwarding decisions Tseng et al. [2002] and Briesemeister et al. [2000]. 
If the distance between the forwarding node and the previous forwarder of this 
message exceeds a threshold, the message is rebroadcast. Further more, the 
additional covered distance Tseng et al. [2002] and Tonguz et al. [2007] as well as 
the novelty of the forwarded message Wegener et al. [2007] can also be utilized 
as a forwarding criteria.

The aforementioned message forwarding schemes do not answer a fundamental 
question: how far should a message be propagated? For a real-world network such 
as a VANET, it is not feasible to })ropagate a message to the entire network, as 
some message forwarding protocols suggest, or simply mandate a fixed range, 
beyond which the message should stop being forwarded onwards as suggested by 
some ])osition-based forwarding schemes.

• Message relevance

To address the questions above, a novel message forwarding scheme is pro-
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posed which relies on the remaining “relevance” of a message to make forwarding 
decisions. Prior to the detailed description of the new scheme, we discuss the 
concept of message relevance in the context of vehicular networks.

A fundamental question regarding message forwarding in general is: for a 
specihc message, who should receive it? To answer the question, a concept called 
“relevance-zone”, which is proposed for safety applications in VANETs, is of 
particular interest. As far as a vehicular safety application is concerned, a warning 
message that indicates a road hazard, such as an emergency breaking notification, 
is only relevant to nearby vehicles. In other words, each warning message in a 
vehicular network has a unique and geographic relevance zone. The warning 
message is of little or no use for vehicles beyond the relevance zone, and thus a 
warning message forwarding algorithm should terminate the message forwarding 
process at such a boundary.

Inspired by this idea, we observe that for a MAC protocol, a message con­
taining the sender’s position, velocity and slot usage has its relevance zone as 
well. The information contained in the message is important to identify future 
neighbors and schedule time slots, if and only if the recipient of the message is 
a potential neighbor of the message sender. From another perspective, a mes­
sage has its highest relevance to its immediate neighbors, and as the message 
is forwarded away from the sender, its relevance gradually diminishes. When­
ever a forwarding node decides that the message has no relevance to its potential 
recipients, this message has reached its relevance boundary and should not be 
forwarded again.

Based on the description of the message relevance concept, the proposed 
relevance-based forwarding mechanism is described as follows: whenever a mes­
sage is received, a node determines the relevance of the message with respect to 
the prospective rebroadcast recipients. If the message is relevant to at least one 
recipient, the message is rebroadcast, otherwise it is discarded.

Consequently, the question is how to determine the relevance of a message with 
respect to prospective receiving node. In this thesis, the relevance of a message 
is characterized by the neighbor index between the source of the message and 
the prospective receiver. The rationale is that, from a receiver’s point of view, a 
message coming from its identified neighbor should be received and therefore by
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definition, snch a niessage is "relevant”.
After the calculation of the neighbor index, if the message forwarder believes 

that at least one prospective message recii)ient (assume that the forwarder re- 
broadcasts this message) will l)e a neighbor of the message originator in the 
future and therefore should receive this message, the forw'arder rebroadcasts this 
message, otherwise the message is discarded. In the proposed relevance-based 
forwarding scheme, all messages will eventnally reach their relevance boundaries 
and become irrelevant after being proi)agated from their sonrces. In other words, 
the dissemination of messages is geographically bonnded via relevance-based for­
warding.

In the proposed relevance-based forwarding algorithm, positioning messages 
and scheduling messages are bundled together if they are created by the same 
node, and are assembled, transmitted, received and interpreted as a whole during 
their lifetime. This rationale is based on the observation that, as both messages 
describe the message .sonrce, either both messages are “relevant” to the recipient, 
or none of them are. Therefore, it is unnecessary to forward position-related and 
schedule-related messages separately.

• Relevance-based forwarding

In the relevance-based forwarding algorithm, it is assumed that, by receiving 
messages from others, a node is aware of the position of its neighbors (including 
1-hop, 2-ho]) and beyond if necessary), as well as their transmission power and 
other transceiver-related parameters. Consequently, it is possible for a node to 
calculate the following:

1. a set of nodes that also received the message from the last forwarder

2. a set of nodes that will receive the message if the node itself rebroadcasts

3. the neighbor index between the message source (not the last forwarder) and 
the prospective recipients if it rebroadcasts

Upon receiving a message, a node initially adds all nodes in its communica­
tion range into an “intended recii^ients list”. Following a step-by-step process of
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Figure 3.6: Disseminating a message further from its source
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Figure 3.7: Avoid re-sending a message to nodes that have previously received

the relevance-based forwarding algorithm, nodes that are deemed unnecessary to 
receive this message are removed from this list. At the end of the elimination 
process, if there is at least one node in the intended recipients list, the message is 
rebroadcast, otherwise, the message is discarded. In the following, the three-step 
elimination process is briefly introduced, followed by a pseudo-code specification 
of the relevance-based forwarding algorithm.

Step 1: propagate further. Candidates: all nodes in the communication range 
of the forwarder. Goal: propagating the message away from the message source. 
Example: As depicted in Figure 3.6, the forwarder F should forward the message 
from source S to node B, but not node A or Node C.

Step 2: Eliminate already informed recipients. Candidates: all remaining 
nodes in the intended recipient list after step 1. Goal: eliminate nodes that have 
already received the message. Example: As depicted in Figure 3.7, the forwarder 
F should relay the message from source S to node B rather than node A, since 
it may have already received it from the last-hop forwarder L.

Step 3: Eliminate irrelevant recipients. Candidates: all remaining nodes in the 
intended recipient list after step 2. Goal: eliminating recipients that are irrelevant 
to the message source. Example: As depicted in Eigure 3.8, the forwarder F 
should relay the message from source S to node A rather than node B, since
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Figure 3.8: Bound the message dissemination area by message relevance

source S‘ status (jjosition and slot reservation) is deemed irrelevant to node B.
In the following, the relevance-1 jased forwarding algorithm is presented. As 

illustrated in an example scenario in Figure 3.9, the relaying node r receives a 
beacon message m, which originates from node o, from it’s last-hop relaying node 
I. Now it needs to decide whether or not to rebroadcast this message. Before the 
detailed description of the forwarding algorithm, some notations and assumptions 
are outlined as follows:

The set of nodes that are located within node i's broadcast range at time At 
are defined as: B{i, At). At € (to, to + max prediction interval), to is the current 
time. Distance between nodes i and j is d{i,j). Neighbor identification function 
f{i,j. At): / determines whether two nodes i.j are neighbors at a predicted time 
At.

It is assumed that, for the relaying node r, the following information is known:
1) B{r), B{1) (since nodes in B(l) are within 2-hops of node ?')
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2) d{o,i), i e B{r) (based on propagated location information)
3) f{o,i,At), i e B{r)

Require: Assumption 1-3
Ensure: decide whether to rebroadcast message m

i? ■(— 0 > initialize rebroadcast beneficiary node set K
for each node Ui inB{r) do

if d{o,i) < d{o,r) then
continue] i> node i is eliminated, as it is closer to the source than the 

relaying node
end if
if ni € B{1) then

continue] > node i is eliminate, as it has already received m
end if
if /(o, i, At) < neighboridentificationthreshold then

continue] t> node i is eliminated, as it is not a neighbor of source node 
o in the foreseeable future

end if
R <r- Ui [> add node i to R

end for 
if R ^ 0 then

Rebroadcast m 
else

Discard m
end if

The relevance-based forwarding algorithm has the following properties: 1) 
bounded dissemination area, 2) forwarding of messages towards message bound­
ary (i.e., no bouncing of the message), and 3) duplicated message suppression to 
avoid broadcast storm problem.

3.2.3 Neighbor Mobility Prediction
In vehicular ad-hoc networks, nodes rarely move with complete randomness. 
Therefore, by exploiting the mobile node’s non-random mobility pattern, it is

80



I^ossible to predict the future state of the network topology Su ct al. [2()()()]. A 
variety of protocols may Ixmefit from knowing the futiin' network topology, by 
adapting themselves to the network dynamics. The topic of mobility prediction 
has been extensively addressed in the literature, and is often regarded as a lower- 
layer service provided to upper-layer applications.

• Mobility i)rediction in])ut

In order to predict the future position of a node in a VANET, four types of 
information are jiotentially useful; scenario context, driver intention and road 
restriction information, mobility model, and historical data such as trajectory 
and received signal strength.

The scenario context refers to the background information that is known as 
common sense or known a priori. For example, in a vehicular environment, the 
s]reed, acceleration and deceleration of a car are bounded by a maximum limit. 
The traffic scenario, e.g.. urban or highway may determine if a car can maintain 
a constant speed for a relatively long time or not. In addition, it is impossible 
for a vehicle to pass tlirough another vehicle within a singlq lane. These kinds 
of information may not lead to precise prediction results, but it can help us to 
narrow down the possibilities.

As for the driver intention and road restriction information, they are not 
widely ado])ted in mobility prediction in the VANET community yet, since such 
information is difficult and costly to access. However, its potential to increase 
prediction accuracy is tremendous. For instance, if a digital map and the driver’s 
intention is known, it would be much easier to predict which way a car will go at 
a junction.

The topic of the mobility model has been extensively studied in the literature 
with various models being proposed. Two major categories are identified; single 
node mobility models and group mobility models. Representative single node 
models include; random walk, random waypoint, random direction, boundless 
simulation area, Gauss-Markov, and the Manhattan grid models. Group mo­
bility model includes column, nomadic community, pursue, reference point, and 
reference velocity models. A comprehensive survey can be found in Camj) ef al. 
[2002] and Harri ef al. [2009].
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It is of vital importance for a mobility model to capture the essence of a 
moving node. In vehicular networks however, the validity of the above models 
are in doubt due to their generic nature. The evaluations conducted in Harri et al. 
[2009] confirmed that using any of the aforementioned mobility models produce 
completely useless results. A mobility model that can capture the genuine vehicle 
bc'havior is highly desirable for mobility prc'dietion. Ilowcwer, it is difficult if 
not impossible to construct such a model for prediction, considering the driver’s 
involvement and other factors such as road restrictions. For the time being, it 
seems that the only feasible mobility models in vehicular networks are simple 
ones: straight line, curve line with uniform curvature, constant speed, constant 
acceleration or deceleration.

Historical data refers to information regarding trajectories, positions, or re­
ceived signal strength that is either observed by the node itself or provided by 
other nodes. In many proposed mobility prediction schemes, “hello” messages 
are periodically broadcast in a vicinity, in order to provide historical data in the 
neighborhood.

• Mobility prediction paradigms

Currently, the process of trajectory prediction is mainly based on previous 
records. A number of issues need to be considered:

• Is the prediction scheme based on coordinates, velocity, acceleration, or 
received signal strength? Or a combination of the above?

• If the previous records are received periodically, how many such records are 
used for prediction? Only one, two, five, or more?

• Among the records that are received at different times in the past, are they 
equally treated, or with a different weight, e.g. more focused on recent 
data?

• Which mathematical model is used to extrapolate future values based on 
previous records? A simple linear model, or a more advanced linear first- 
order autoregressive model, or Markov- chain?
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Table 3.1: Mobility piedictioii paradigms
Linear Tra­
jectory

Polynomial
Trajectory

Weighted
Velocity

Linear First 
Order

RSSI Informa­
tion

not considered not considered not considered not considered

Coordinates considered considered considered considered
Velocity assumed con­

stant
assumed con­
stant

varied varied

Acceleration not considered not considered not considered considered
Number of
records

2 3+ 2 1

Weight of
records

Ecjual Ecjual Weighted N/A

Extrapolation
model

Linear Polynomial Linear First order au­
toregressive

Result type Deterministic Deterministic Deterministic Deterministic

Are those predicted results deterministic or probabilistic?

Linear trajectory prediction is the simplest approach. The idea is to use two 
historic points on the trajectory to extrapolate the future ()oint. The sjjeed and 
direction of the node is assumed constant, thus a node follows a linear trajectory. 
A more complicated method utilizes more iroints on the t rajectory, and predicts 
the next jmint using polynomial extrapolation. Therefore, a node may follow a 
non-linear trajectory which is much more realistic. Another approach Sharma 
et al. [2004] predicts a node’s future position by using two previous velocities, 
where a tunable ('oefficient o is introduced to regulate the weight in between. 
Venkateswaran et al. Venkateswaran et al. [2005a] utilize a vector to describe a 
node’s state, which includes coordinates, velocity and acceleration. The future 
state of a node can be calculated by multi])lying the current state vector with 
a matrix A, and then adding another noise matrix Q. Matrices A and Q are 
both estimated based on training data. A summary of these mobility jjrediction 
paradigms are listed in Table 3.1.

• Mobility prediction inaccuracy problem

The inaccuracy of mobility prediction results from a variety of aspects which 
can be categorized into three types based on their origin. First of alL the location 
information obtained from sensors, e.g., GPS may have already been distorted at
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the source. Secondly, in the transmission phase, packets which include geographic 
information could be lost or delayed, which may result in unavailable or out­
dated location information. Lastly, during the information processing phase, a 
number of prediction errors may occur resulting from an over-simplific'd mol)ility 
model, which is termed “realism error” Harri et al. [2008]. For instance, the 
linear trajectory and constant acceleration that is assumed in many mobility 
model. In addition, certain unpredictable events, such as human behavior will 
cause any mobility prediction scheme to fail. In this thesis, the consequences and 
implications of prediction errors in vehicular networks with various speeds are 
evaluated in Chapter 5.

• Applications of mobility prediction

The idea of mobility prediction has been applied in many routing protocols. 
Mobility prediction algorithms estimate the future trajectories of mobile nodes, 
in order to be aware of, and take proactive actions regarding the future network 
dynamics. In one-hop routing protocols, good data forwarders can be selected by 
evaluating prospective forwarders’ movements; while in multi-hop routing proto­
cols, mobility prediction is used to estimate the expiration time of a link as well 
as an entire route.

For example, as an one-hop routing protocol. Distributed Mobility-Aware 
Route Selection (DMARS) Abhyankar & Agrawal [2002] uses mobility vector to 
reflect a node’s movement and its connectivity with its neighbors. Nodes with 
a shorter mobility vector magnitude are chosen as the data forwarding node as 
they are less likely to move drastically in the future. In a novel relaying node 
selection algorithm Kinetic Multipoint Relaying (KMPR)Harri et al. [2008], a 
node estimates all of its neighbors’ Link Expiration Times (LET), which are the 
durations for which that two nodes are able to communicate with each other. If 
a link to a particular neighbor is predicted to break in the future, the degree of 
the node in question will be reduced by one. Consequently, the integration of the 
dynamic node degree with respect to time can be calculated as the “kinetic nodal 
degree”. Nodes with higher kinetic nodal degree are chosen as relaying nodes, as 
they are likely to have more neighbors in the near future.
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In imilti-hop routing protocols, mobility prediction algorithms are mainly used 
to estimate a route’s life time. As pointed out by Lee et al. [1999], as far as a 
sp('('ifi(' multi-hop link i.s coiu'crned, the Route Expiration Time (RET) depends 
on the weakest link on the route, i.e., the one with the lowest LET. In light of 
this observation, in Flow Oriented Routing Protocol Lee ef al. [1999], the route 
expiration time is determined by the predicted least LET of the entire route. The 
estimation of route expiration time can also be used as a criterion when creating 
new routes. For example, in Distance Vector with Mobility Prediction (DV-MP) 
Su [2000], the route expiration time is included as an element in the routing table 
which heljrs to construct stable routes with longer survival times.

Mobility prediction is also applied in a number of clustering algorithms. In 
dynamic networks with fasting changing topologies, it is desirable for cluster 
algorithms to group nodes with mobility similarities, in order to form a more 
stable cluster structure and extend the resident time of each cluster member. 
With mobility ]rrediction, a node can estimate the time that their neiglibors are 
reachable and use such estimated resident time as an admission criteria when 
establishing a cluster.

InMOBIC Balsii et al. [2001], nodes are grouped together based on their speed 
and direction, and the most “common” node is selected as the cluster head, which 
is relatively stable with resjrect to its neighbors. If a group mobility pattern does 
not exist however, it is difficult to construct a cluster based on common velocity 
and direction directly. An interesting algorithm is proposed in Mang k. Li [2002] 
to address this issue. In this protocol, the physical space, in which nodes are 
actually located is converted to a velocity space, where nodes are represented 
given their velocity in both x and y axis. It is much easier to group nodes in 
the velocity space by using pattern recognition techniciues, and any partitions in 
physical space can be predicted by recognizing different clusters in the velocity 
space, since mixed nodes will separate if their velocities are different.

A more advanced approach estimates the communication window of a node’s 
neighbors as the cluster admission criteria. In Venkateswaran et al. [2(K)5b] and 
McDonald k Znati [1999] for exaniirle, assuming that 2-hop neighbor knowledge, 
such as node ID, location and speed is known, a variety of mobility prediction 
schemes such as LET, or Linear First Order Autoregressive Model are used to
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Figure 3.10: Neighbor table

calculate the communication window of a particular neighbor in the future. Based 
on the estimation, qualified neighbors which present long-term willingness to 
remain in the communication range will be chosen as cluster members.

• The approach used in RRP

In our design, no off-the-shelf mobility model is used. Nodes in the simulation 
environment in our evaluation study follow the driver model provided by the 
traffic simulator VISSIM, and they can accelerate, decelerate or change lanes. We 
use a simple dead reckoning algorithm to estimate a node’s current and future 
position, based on the node’s last known position and velocity.

3.2.4 Interactions with the Scheduling Layer

In virtual cluster layer, future neighbors of a node are identified by calculating the 
neighbor index between the node in question and its prospective neighbors in the 
predicted future network. An example of identified future neighbors is illustrated 
in Figure 3.10. In this diagram, if a box is filled with a shape, it means that a 
node is an identified neighbor to the current node, otherwise not. For example, 
node a is predicted to join the neighborhood of the current node, node b and d 
are leaving the current node, and node c will remain in the neighborhood of the 
current node.
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3.3 Scheduling Layer

Based upon the iiiforiuation provided by the virtual cluster layer, the scheduling 
layer’s responsibility is to allocate slots in a way that exclusive access to a slot 
is guaranteed. In addition, in the context of vehicular safety ap])lications, the 
slot allocation algorithin reciuires certain properties such as fairness of allocation, 
adaptivit}' to the dynamic environment, and deterministic slot reservation. The 
above demanding requirements pose great challenges on the design of a slot allo­
cation algorithm. Prior to the discussion of the proposed slot allocation ])rotocol, 
some preliminaries regarding its goals, rules and assumptions are provided in the 
following.

The slot allocation algorithm takes input from the lower virtual cluster layer, 
and out]mts the reserved slots (if any) represented by their slot numbers to the 
upper layer above the RRP ])rotocol. In other words, the virtual cluster layer ])ro- 
vides a list of estimated neighbors in a period of predicted future to the scheduling 
layer. For a specific slot, by running the slot allocation algorithm, a node even­
tually decides whether it can use this slot or not. Note that a node can only 
dotermiiie-its own slot usage; it can not, and should not decide other nodes’slot 
usage.

The allocation algorithm must ensure collision-free behavior such that if the 
node successfully reserved a slot, none of its identified neighbors will use the 
same slot as well. In addition, the algorithm also needs to ensure consistency 
such that if a reservation decision is made, all of the deciders’ neighbors draw 
the same conclusion. To satisfy the two requirements above, a general rule of 
slot allocation is applied. In order for a node to successfully reserve a slot, it 
needs to obtain explicit endorsement, i.e., positive acknowledgment, from all of 
its neighbors (as identified by the virtual cluster layer). However, if a node does 
not wish or fails to reserve a slot, the node does not have the obligation to know 
which neighbor has successfully reserved this slot.

The proposed slot allocation algorithm is fully-distributed. For each individual 
node, the whole network is composed of “me” (the node itself) and the “others” 
(the rest of the nodes in the network). The idea of the algorithm is actually quite 
simple: if a node obtains endorsement from all of its neighlrors, it guarantees a
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Figure 3.11: Timing of reservation messages

collision-free slot; otherwise, it simply waives this slot and does not care about it 
anymore. Based on this logic, the status of the slot is simply “win” or “lose” from 
a particular node’s perspective. In this thesis, this type of consensus between a 
node and its neighbors is termed “weak consensus”, which is different from a 
“strong consensus” where a node keeps tracks of all slot allocations, even for 
those slots that the node is not interested in.

The slot allocation algorithm uses priorities to arbitrate the slot contention. 
For each slot, a node generates a random priority and disseminates this number to 
its neighbors. If a node has the highest priority among all of its neighbors, it wins 
this slot. Based on the assumptions and rules that are discussed so far, a simple 
slot allocation protocol is presented in the following, which achieves collision-free 
and consistent slot allocation (but not guaranteed slot reservation).

3.3.1 A Simple Slot Allocation Protocol

In this section, a simple slot allocation protocol is presented. The slot allocation 
rules are as follows: for a specific slot, if a node has the highest priority among 
its neighbors, it wins the contention and successfully reserves this slot; otherwise, 
the node loses this slot. As a node quits the contention for this slot immediately 
after realizing the existence of a higher priority node, this approach is termed 
“non-sticky” reservation. It is worth mentioning that, such a “non-sticky” be­
havior is often seen in reservation-based MAC protocols, such as RR-ALOHA and 
FPRP. In these two protocols, the attempt for a slot is immediately lost when a 
concurrent attempt has been detected. The non-sticky approach guarantees that 
the node with the highest priority number among its neighbors always wins the 
contention, and preserves the collision-free property of the slot.
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Table 3.2: Annotations of variables in simple slot allocation algorithm
Description Annotation
Target node n
Target slot s

Neighbor set N{n, s) at slot s, of node n
Priority number p(n, s) at slot s, of node n

Neighbor’s priority number Pi{ni,s) at slot s, of node ri; € N{n,s)
Priority number set of node ??’s neighbors P{n, s) at slot s

Slot reserv^ation information sent time tx

Slot reservation information all received tr

Time of slot s ts

Suppose that at time slot s, the neighbors that node n identifies are n\{n,s), 
n2{n,s), ...which constitute the “neighbor set” N{n,s). We use rp, n2, ...to 
represent node n's neighbors at slot s for short in the following description.

To guarantee a collision-free transmission at slot s, node n needs to obtain 
explicit consensus from all neighbors in neighbor set N{n,s). For each slot, each 
node randomly and independently generates a priority number. The priority for 
node V at slo-t is denoted as p{n, s). For node n’s neighbor r?,;, the priority 
number at time s is denoted as p,.

The priority is disseminated as part of the reservation information, and is 
sent out in advance at time fj: which is prior to time tg of slot s as illustrated 
in Figure 3.11. This is the key idea of pre-scheduling, that information which is 
used for reserving slots is disseminated in advance. At time f,., node n receives 
the priority from all nodes in A^(n,.s), which is denoted as priority number set 
for node n at slot s, P{n, s). The notations is listed in Table 3.2. The simple slot 
allocation algorithm is illustrated as follows:
Ensure: whether node n can use slot t 

1: if Mpi 6 P{n,t),p > Pi then 
2: n ivins slot t
3: else
4: n loses slot t
5: end if

There are two major drawbacks of this approach:
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Figure 3.12: Simple and time-bounded slot allocation in a 1-dimension network 
(simple / time-bounded)

1) This approach may lead to inefficient slot allocation, because the node with 
higher priority numbers may not actually use the slot as it loses the competition 
to another neighboring node. An example is presented in Figure 3.12. Assume 
that a number of nodes are positioned in a one-dimensional space (x-axis), and 
their respective priority values are plotted on the y-axis. It can be observed that 
only two nodes at the top of the “mountain” can use a slot using the simple slot 
allocation algorithm, which is much less than the maximum number of nodes that 
can potentially use the slot concurrently.

2) On average, the probability that a node wins a slot is 1/(A’ -I- 1), where 
N is the average number of neighbors. However, due to the fact that a slot 
is reserved independently from other adjacent slots, the time interval between 
two consecutive successful slots cannot be bounded. For safety applications with 
a communication pattern of periodic beaconing, a burst of successfully reserved 
slots cannot improve the quality of service, as most broadcast messages are similar 
to each other and carry no new information. On the other hand, a long period 
of time without a reserved slot means an interruption to communication which 
may significantly reduce the perceived QoS of communication.
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3.3.2 Time-bounded Slot Allocation Protocol

Although the protocol proposed in the previous section is easy to implement, it is 
inefficient as it cannot provide guarantees on slot I'eservations. In this protocol, 
the longest period between two consecutive slot reservations is unbounded, and 
a node may exirerience unbounded time to access the medium. As discussed in 
Chapter 1, timeliness of message delivery is critical for safety applications, which 
calls for a different slot allocation protocol.

In this thesis, a time-bounded slot allocation j)rotocol is i)roposed which aims 
to fulfill the recpiirements that the maximum time interval between two consec- 
utiv^e slots is bounded. The proposed new protocol a) introduces an admission 
control mechanism that caps the maximum rate a node can reserve slots, and b) 
proposes a new slot reservation scheme termed “sticky reservation”. These two 
new ideas are discussed in the following sections.

3.3.2.1 Sticky Reservation Concept

In conventional slot allocation protocols such as the simple protocol described in 
S(!ction 3.3.1, when a node're'c(')gtii^;e.S the existence of a tiod'e with higher priority 
(i.e., a rival), it waives this slot immediately. In sticky reservation, as the name 
suggests, the node in question does not waive this slot, but adds this rival to a 
“ijending list” and waits for its decision. Consequently, for a particular node, 
a slot may have a number of pending nodes attached, which indicates that the 
usage of the slot has not been decided.

In sticky reservations, the eventual status of a slot is determined not only by 
the priority numbers, but also the decisions of other rivals. A node gives up on 
a slot if and only if one of the nodes on the pending list successfully reserves 
this slot and explicitly informs the node in question via messages. On the other 
hand, if the received message indicates that some nodes in the pending list give 
up on this slot, these nodes are removed from the pending list. If the pending 
list becomes empty, the node in question wins this slot.

Following such a slot reservation scheme, a node’s decision triggers its neigh­
bors’ decision which triggers their neighbors and so on. Considering the network 
at a particular slot, nodes with the highest priority number in their neighborhood
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Figure 3.13: Hold-off interval concept

are the first ones to decide. Subsequently, the neighbors of the first decider also 
decide and the decision process “ripples” towards other parts of the network.

The sticky reservations deterministically arbitrate the slot usage among nodes, 
i.e., no neighbor will use the same slot. In addition, this scheme guarantees 
progress as all nodes in the network will eventually decide. The most important 
property of sticky reservation is that, a node compete for all slots, and a slot is 
waived only when a node has to. This property is vital for satisfying the slot 
reservation guarantee as will be discussed in later sections.

3.3.2.2 Hold-off Interval Concept

In wireless communications, time slots used in a local area are scarce resources. 
Any slot allocation algorithm that does not prohibit nodes from monopolizing 
the resources faces the possibility of running out of resources and being unable to 
meet the allocation guarantee. In light of this, an admission control mechanism 
is proposed in this thesis in order to cap the resources that a node is allowed to 
reserve, which is critical in achieving guaranteed slot allocation.

For a slot that is successfully reserved, a “hold-off interval is proposed which 
prohibits the winning node from using any other adjacent slots within that pe­
riod, as depicted in Figure 3.13. All slots within that interval are considered 
lost, regardless of their prior status. The “tightness” of the admission control 
mechanism is determined by the length of the hold-off interval. If slots are in 
high demand in an area where a large number of rivals exist, the length of the 
hold-off period is longer, indicating a lower portion of the usable resource for any 
particular node.

In the proposed protocol, the length of the hold-off interval is influenced by the 
node density in a local area. If the number of neighbors increases, a node extends
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its hold-off interval, and vice versa. In the following, the logic that gnarantees 
the slot allocation is prescnitc'd first, which is followed by the spc'cific algorithms 
and proof.

For simplicity of the description, it is assumed that for all nodes in the net­
work. tlu' hold-off interval is sot to a sufficiently large numbi'r, whic h is at least 
greater than the number of neighbors that any node has. Suppose that a particu­
lar node has N neighbors, and there is an arbitrary slot fragment that has A'-l-1 
slcjts w'aiting to be reserved. Conseqmmtly, the hold-off period is larger than N, 
and thus none of the neighbors, including the notle in question can reserve twice 
in this particular slot fragment.

Sujjpose that the node in question tries to reserve a slot in this slot fragment 
(with size N + 1). In the worst case scenario, all its N neighbors have successfully 
re.served a slot in the slot fragment, l)ut due to the fact that none of them can 
reserve twice, there is at least N + I — Ak i.e. one slot left unreserved. Because 
the node in cpiestion is using the sticky reservation a])])roach, it has not given up 
on the remaining slot yet. Thus, the node in question is guaranteed to reserve a 
slot.

To summarize, the key to the time-bounded slot allocation aigorithm is to 
make sure that there is always enough slots left, and nodes do not give up slots 
voluntarily.

3.3.2.3 Formal Description of the Algorithm

Some preliminaries and assumptions regarding the algorithm are presented below. 
There are two types of decisions regarding a specific slot: win(w) and lose(l). A 
pending slot is not considered as decided as its status is not final. When a 
node decides, it can not change its mind later. The decision is included in a 
message and sent out to all of its neighbors. The slot decision message has the 
following format: A/.s(y((decider ID, decision, slot number), e.g. Msg{n, w, s), 
which indicates that node n has w'on slot s. Neighbors with higher priority are 
included in a superior neighbor set. The rest of the notations are described in 
Table 3.3. The time-bounded slot allocation algorithm is described as follows: 

Require: The a.ssumptions are the same with algorithm 1
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Table 3.3: Annotations of variables in time-bounded slot allocation algorithm
Description Annotation

Decisions win{w), lose{l)
Target node n
Target slot s

Superior neighbor set R{n, s) at slot s, of node n
Neighbor set N{n, s) at slot s, of node n

Priority number p{n, s) at slot s, of node n
Neighbor’s priority number Pi{ni, s) at slot s, of node n,, n, G N{n, s)

Message Msg{n, w/l, s)
Hold-off interval h

Set of slots in hold-off interval of slot s H{s,h)

Ensure: whether node n reserves slot s successfully or not 
1: 7? 4- 0

2: if Vpi(ni,s),ni G N{n, s),p{n, s) > pi{ni,s) then 
3: node n wins slot s
4: node n sends Msg{n, w, s) to rii, rii G N{n, s)
5: for all slot s, in H{s, h) do
6: node n loses slot s,, s* G H{s, h)
7: node n sends Msg{n, I, s,) to n,, rii € N{n, s), Sj G H{s, h)
8: end for
9: else

10: if p{n,s) <= Pi{ni,s),ni G N{n,s) then
11: R{n, s) 4- Hi
12: end if
13: node n waits for decision from nodes in R
14: if node n receives Msg{ni,w, s), rii e R then
15: node n loses slot s
16: node n sends Msg{n,l,s) to n*, rii € N{n,s)
17: end if
18: if node n receives Msg{ni,l, s), rii ^ R then
19: R R — rii
20: if R == 0 then
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21: repeat line 3-8
22: end if
23: end if
24: end if

In line 1, the superior neiglibor set R is initialized as empty for node ri at 
slot s. Line 2-8 describes the case that the target node n has the highest priority 
among all of its neighbors, and wins the slot. In addition to marking the winning 
slot as reserved, node n waives all slots in the hold-off interval, as shown between 
line 5 and line 8. The winning slot decision and lost slot decisions are sent out in 
line 4 and 7 respectively.

Lines 9 to 24 rejiresent the case that the target node depends on at least 
one other node’s decision. Node n add nodes that it depends on to its superior 
node list and waits for their decisions (line 10-13). If the decision arrives and a 
superior node has won the slot, the target node has lost this slot and sends out 
a lost flecision (line 14-17). On the other hand, if the decision from a superior 
node is to give up on this slot, the superior node is removed from the superior 
neighbor set, i.e., as if the target node had been “promoted”.

If the superior neighbor set has no elements, i.e., all superior neighbors have 
given up on the target slot, the target node wins this slot (line 20-22). The target 
node then follows the same procedure where a node has the highest priority 
number and win the slot immediately.

3.3.2.4 Slot Reservation Guarantee

For a node with N neighbors, the best reservation guarantee that can be achieved 
is to get one slot in every + 1 slots. This is the best case scenario of any 
achievable guarantee for + 1 slots with A'^ + 1 competitors. As far as the node 
in cjuestion is concerned, the guarantee is met if two conditions are satisfied: 1) no 
neighbor uses more than one slot during the 7V-|-1 slot fragment, i.e., “protected 
fragment”, and 2) the node in question sticks to all slots in the protected fragment 
and never voluntarily gives up.

Due to the fact that the nodes may have different local environments and 
thus have different protected fragment lengths with each other, to achieve this
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guarantee in all local areas, a node needs to 1) knows the length of the protected 
fragment of all its neighbors, and 2) prohibits itself from using more than one 
slot within any neighbors protected fragment.

The critical part of achieving the slot reservation guarantee is that nodes 
set their hold-off intervals according to the neighbor count of their neighbors. 
Specihcally, each node estimates the maximum number of neighbors in its vicinity, 
and exchanges this information with its neighbors. By doing so, each node is 
informed of the neighbor count of all of its neighbors. A node sets its hold-off 
interval to the largest neighbor count it received, which prohibits itself from using 
excessive slots and violating the slot reservation guarantee of the neighbor with 
the largest neighbor count.

Assume that for an arbitrary node n, the number of neighbors at time t, 
is denoted as \N{n,t)\. In addition, value I is defined as the one -|- maximum 
value of |A(n,t)|, where t is the time range between present time to and the 
max predictable time tmax- In other words, I represents the maximum number of 
neighbors that node n will have in the predicted future plus one. The rest of the 
annotations are described in Table 3.4. Prior to the description of the reservation 
guarantee, some assumptions are listed as follows:

1) For node n. an arbitrary interval is defined which is composed of I consec­
utive slots. This piece of slot fragment is called “protected fragment” of node n, 
and is a property of a particular node.

2) Node n propagates its I value to all of its neighbors and also receives their 
I values respectively. We use li to represent the value received from neighbor i of 
node n.

3) Node n sets its hold-off length h to the maximum value of U that is received 
from the neighbors, to make sure it does not use more than one slot in the 
protected fragment of any of its neighbors.

Theorem 1: node n is guaranteed to reserve at least one slot in its protected 
fragment (with length I)

Proof. The hold-off value from node n's neighbor i is denoted as /ij. According 
to assumption 3, we have hi >= /.This means, in node n's protected fragment 
(with length /), for all of its neighbors, each neighbor can use no more than one
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Table .4: Annotations of variables in proving slot reservation guarantee
Description Annotation
Target node n
Present time to

Maximum prediction time ^max

Neighbor set at time t, of node n N{n, t)
Number of nodes in neighbor set N{n,t) |iV(n,t)|
Max {|A'(n,fo)|. • • •, brm,r)| } + 1 /

Size of i)rotected fragment /
Received / from neighbor node Uj h

Max 1 received from all neighbors Uj ^max

Hold-off interval h

h 1-1
A

h

Illlllll....................... ....
SI S2 Time

Figure 3.14: Reservation guarantee

slot. In the Mol’s! c-ase scenario, according to our definition of that node r/ has 
up to I —1 neighbors, and each of them has taken one slot. Therefore, there is at 
least one slot left. As node r? is still sticking to the remaining slot, and because 
no other neighbor declares victory on that slot, node n eventually obtains this 
slot.

Thus, at least one slot can be successfully reserved in an arbitrary node’s 
protected fragment. □

Theorem 2: For an arbitrary node n with hold-off interval h and I, the reser­
vation interval, i.e., the distance d between two consecutive successfully reserved 
slot Si arid S2 is bounded by: h <= d <= 2h + I —2

Proof. Based on the definition of hold-oft interval length, we have d >= h.
Consider the scenario wdiich is illustrated in Figure 3,14. Two consecutively 

reserved slots .s’l and S2 are located on each end of two slot fragments. The hold- 
off interval is marked as the shadowed area, and the slot fragment in the middle 
(which is defined as the free fragment) is composed of a number of consecutive

97



slots that are located outside of the hold-off interval, and do not contain a reserved 
slot. If the length of the free fragment f > I, then it is guaranteed by Theorem 1 
that a new slot (53) will be successfully reserved for node n within /. It contradicts 
our assumption that slot Si and S2 are two consecutive successfully reserved slots. 
Thus, the length of free fragment cannot exceed / — 1.

Therefore, we have d < 2h+ 1—2 □

To summarize, the time-bounded slot allocation protocol provides reservation 
guarantee that the maximum interval between two consecutive reserved slots are 
bounded, which means that the medium access delay can be bounded. The real­
timeliness property of the protocol is critical for ensuring the QoS of the safety 
applications in VANETs. A thorough evaluation of the protocol will be discussed 
in Chapter 5.

3.4 Summary

This chapter described the design of the real-time reservation protocol that sup­
ports reliable and time-bounded medium access. The key idea to achieve these 
properties in a vehicular environment is the pre-scheduling concept. In the RRP 
protocol, a two-tier architecture is proposed. The lower virtual cluster layer 
identifies future neighbors, while the upper real-time scheduling layer allocates 
slots to achieve guaranteed medium access. In this chapter, detailed descrip­
tions are provided for the specific algorithms in both virtual cluster layer and the 
real-time scheduling layer, which explains the process of achieving reliable and 
time-bounded medium access in a vehicular environment.
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Chapter 4

Implementation

'I'his chapter describes the iinplemeiitatioii details of the RRP protocol which aims 
to irrovide reliable and time-bounded medinm access in a vehicular environment. 
Since the main algorithms of RRP are presented in Chapter 3, the focus of this 
chapter is on the specifics of these algorithms, e.g., the data structures, events, 
messages, and interactions between components. Phis chapter starts with the 
description of the protocol implementation architecture, which gives an overview 
of the jrrotocol and describes the general functionality of each component. The 
im])lementation details of each component are further luesented in the rest of this 
chapter.

4.1 System Architecture

The architecture of the RRP protocol is illustrated in Figure 4.1, where messages 
are passed around between functional components. The two logical layers: the 
lower virtual cluster layer and the upper real-time scheduling layer are encap­
sulated in components termed the “compatibility managei'” (CM) and the “slot 
manager” (SM) respectively. Specifically, the .SM receives the neighbor list and 
all slot-related messages from CM, and it also contains the slot allocation algo­
rithm. When a slot that is reserved by the current node is due, SM notifies the 
broadcast manager to send out buffered messages. In RRP, CM represents the 
virtual cluster layer, which maintains the knowledge base (which stores infornia-
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Figure 4.1: RRP protocol architecture

tion regarding otlier nodes), identifies neighbors and makes forwarding decisions 
as described in Chapter 3.

The main objective of the broadcast manager (BM) is to buffer outbound mes­
sages. BM passes received messages from the radio receiver to CM, or broadcasts 
messages that are stored in the buffer to the radio transceiver when a reserved slot 
is due. The GPS manager is a simple data source that periodically sends the cur­
rent position messages to the BM. The radio transceiver and receiver represents 
the wireless interface.

4.2 Compatibility Manager

The main responsibility of the CM component is to identify neighbor relations. 
As the name suggests, this component calculates the neighbor index, which char­
acterizes the neighbor relations, based on received information from other nodes.
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Figure 4.2: Knowledge base data structure

such as position and transmission power, and provides the results of such calcula­
tions to other components in the system. The compatibility manager keeps track 
of the nodes that are in the vicinity of the current node, and stores such informa­
tion in a data structure called the “knowledge base”. Note that the number of 
nodes in the knowledge base is usually larger than the number of one’s neighbors, 
in order to track any node that has the potential to become a neighbor.

After receiving messages from an internal source, i.e., a GPS device, or from 
other nodes via the broadcast manager, the knowledge base is updated to reflect 
the current network status that the current node understands. Given the node’s 
information in the knowledge base, the fundamental and the most important task 
of CM is to calculate the neighbor index between any two nodes, and make the 
decision as to whether they are neighbors. The results are the input for the 
scheduling algorithm in the slot manager as well as the forwarding process in this 
component. If a message is deemed necessary to be forwarded, it is send back to 
the broadcast manager, otherwise it is discarded.

4.2.1 Knowledge Base

The knowledge base is a storage of information regarding a node itself and the 
nodes in its vicinity. The information includes: node identifier, hardware re-
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lated information, e.g., the transmission power or the modulation method used 
in transmission, a list of last known position and speed measurements, and other 
parameters regarding slot scheduling. The knowledge base is internally imple­
mented as a double linked list as shown in Figure 4.2. The structure of each node 
element is shown in Listing 4.1.

Listing 4.1: Element data structure in knowledge base
struct knowledge_node_s{ 

int ID;
int number.of_entry;

knowledge.node.heurdwaxe* knowledge_node_hardware_profile; 
knowledge_node_dynamic* knowledge_node_d3mamic_header; 
knowledge_node_dynamic* knowledge_node_dynamic_tail; 
topology.entry* topology.entry.header;

struct knowledge.node.s* previous.node; 
struct knowledge.node.s* next.node;
//other parameters
H...

};
typedef struct knowledge.node.s knowledge.node;

Listing 4.2: Hardware prohle data structure in knowledge base
typedef struct knowledge_node.hardware.s4 

//transmitter information 
double trauismitter.frequency; 
double treuismitter.bcuidwidth; 
double tramsmitter.data.rate; 
double transmitter.power; 
double transmitter.antenna.gain.in.DB; 
double transmitter.antenna.height; 
const char* transmitter.modulation;

//receiver information 
double receiver.frequency; 
double receiver.bandwidth; 
double receiver.data.rate;
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double receiver_aiiitenna_gain_in_DB; 
double receiver_antenna_beight; 
const char* receiver_inodulation; 
double receiver_noise_factor; 
int packet_size; 

}knowledge_node_hardware;

For each node stored in the knowledge base, the hardware related information 
is stored in a "hardware profile’’, which is shown in Listing 4.2. The parame­
ters storc'd in th(' hardware profih' are used to (’aleulate the nu'ssage reception 
probability, which is a crucial parameter in determining the neighbor relations.

For each node, a list of elements of type “node dynamic” is attacheil, which 
stores geographic information of a node’s past. (See Listing 4.3). The previously 
received position-related information is used by the mobility prediction algorithm, 
which is also a necessary ste{) in determining the neighbor relationshij).

Listing 4.3: Node dynamic data structure in knowledge base_______
struct knowledge_node_dynamic_s{ 

short ID;
short sequence_number; 
double time_st£unp; 
double x_position; 
double y_position; 
double speed; 
double orientation;

struct knowledge_node_dynainic_s * next_entry;
};

typedef struct knowledge_node_dynainic_s knowledge_node_dynainic;

The information stored in the knowledge base is updated whenever a new 
message is received from the broadcast manager, wdiether the source of the mes­
sage is internal or external. If the node is not in the knowledge base, a new 
element is created; while if a node is deemed irrelevant to the current node. e.g. 
too far away or not heard from for an excessively long time, the node is removed. 
\Mien a new message, either internal or external, is received from the broadcast 
managin', the dynamic field of a node is updated ac’cordingly. The; format of a
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origin node ID (16 bits} sequence number (16 bits) time stamp (32 bits)

X position (32 bits) y position (32 bits)

speed (32 bits) orientation (32 bits)

Figure 4.3: Position information

Neighboring

Current
Node

Figure 4.4: Neighbor relation matrix 

geographic information packet is depicted in Figure 4.3.

4.2.2 Rehearsal Operation

Based on the node information stored in the knowledge base, whether a node 
is a neighbor of another node can be decided using the algorithm discussed in 
Section 3.2. The API of the neighlror identification process is shown in List­
ing 4.4. For each node pair in the knowledge base, their neighbor relations can be 
expressed as “neighbor” or “non-neighbor”. Consequently, at any specific time 
with a corresponding network topology, a neighbor relation matrix can be con­
structed, and a node is able to determine the neighbor relation between any node 
pair by looking up in such a matrix.

For example in Figure 4.4, the network topology is shown in the upper part
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Figure 4.5: Composite relation matrix

of tlie diagram, as node A, B, C and D are l-hoj) away from each other. In the 
corresponding relation matrix below, a tick represents a neighbor relation and a 
cross represents a non-neighbor relation between a signal node (with ID in the 
row) and its ])otential interfering node (with ID in the column). For instance, 
node A and node D are neighbors of node C, but node B is not a neighl)or of 
node C.

Listing 4.4: Neighl)or identification API
int neighbor_identification(unsigned short protected_node_ID, unsigned short 

target_node_ID, int prediction.level, int* result);

The neighbor relation matrix is the main product of the CINI comjronent. 
Note that such a matrix characterizes the estimated neighbor relationship at a 
specific time in the future. In other words, it is a “snapshot” of the relationship 
among the current node’s neighbors. If the neighbor relation matrix is created 
at multiple time instants in the future, a composite neighbor relation matrix is 
created as illustrated in Figure 4.5.

Each layer of the composite relation matrix is a snapshot of the predicted 
future. In other words, the composite matrix can be seen as a “rehearsal” of how 
the current network may evolve in the near future. During such a rehearsal, the 
neighbor relation of any node pair as time progresses (Figure ??) can be seen as 
a section of the composite matrix in Figure 4.5.

4’hc rc'lu'arsal concept rcfl('('ts RRP's intention to predict the future networks
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Time

Figure 4.6: Neighbor identification with respect to time

in order to make preparations in advance. For the sake of simplicity, in the imple­
mentation, only the latest layer of the composite relation matrix is used, which 
represents the furthest predictable time instant. A particular relation matrix has 
two purposes; to generate a neighbor list for the scheduling layer, and to make 
relevance-based forwarding decisions.

As shown in Figure 4.4, a row represents the relationship between the cur­
rent node and all other nodes in the knowledge base. The list of nodes that are 
identified as neighbors are sent to the SM component after each rehearsal op­
eration. For the message forwarding algorithm, it is required to determine the 
neighbor relations between the message source and the potential recipients, which 
is recorded in a column of the relation matrix.

4.2.3 Message Handling

Another important functionality provided by the CM component is the implemen­
tation of the relevance-based message forwarding, which is described in details in 
Section 3.2.2. A message received from the broadcast manager first goes through 
a classifier to determine whether it is new or not. Each message contains a source 
node identifier and a unique sequence number, which is used for the differenti­
ation. An old message is the one that has been received by the current node 
previously. The content of the old message has already been reflected in the 
node’s internal knowledge base.

For a new message, RRP follows a three-step procedure of the relevance-based
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message forwarding. The algorithm ensures that messages propagate further from 
the sourc'e. and any potential recipients that may benefit from a rebroadcast 
are stored on a list ternuHl "beneficiary list”. Evtuitually, a decision is made on 
whether or not to rebroadcast this message. The decision, along with the attached 
bt'iiehciary list and the message itself are scmt. back to BM, which arc stored in 
BM’s bulfer if a rebroad(.ast is dc'cnried necessary.

The reception of an old metssage indicates that this message has been broad­
cast again in the current node’s vicinity, which may reach a number of new 
recipients. If such new recipients are also on the beneficiary list of a buffered 
message, then there is no need to forward this message to them again. Therefore, 
such Icencificiary nodes are removed from the beneficiary list of this message. If 
the beneficiary list becomes empty, the rebroadcast of this message is canceled.

4.2.4 Interactions with Other Components

The interactions between the CM and other components are dei)icted in Fig­
ure 4.7. There are three tyjtes of messages received by the CM: internal position 
messages, external new messages and external old messages; An internal mes­
sage contain only position information without the slot information part, and is 
handled differently from external messages. When an internal position message 
arrives, the CM updates entries in the knowledge base accordingly.

When a new external message is received. CM first extracts the slot infor­
mation part and sends it directly to SM. Subsequently, the CM updates the 
knowledge base with the position information from the message, and calculates 
the latest predicted topology as well as the neighbor relation matrix. Next, based 
on the updated relation matrix, the CM generates the latest neighbor list which 
is immediately sent to the SM, as well as making the forwarding decision. If a 
rebroadcast for the received external new message is deemed necessary, the CM 
sends back the message to the BM, along with the bencfic'iary list for the message.

When an old external message is received, it is not necessary for the CM 
to update the knowledge base, as this message has been received and processed 
before. The only responsibility of the CM is to eliminate certain bt'iieffciary nodes 
of the message, as they may have received this message during the last broadcast.
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Figure 4.7: CM interface with other components

Tiie updated beneficiary list (same or reduced) is sent back to BM. and if the list 
is empty this message is canceled for rebroadcast.
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4.3 Slot Manager

The main objective of the SM is to schedule slots among one’s neighbors, given 
the neighbor list ]rrovided by the CM. The slot scheduling algorithm does not aim 
to achieve coinj^lete consensus among all neighbors, i.e., a node does not need to 
know which neighbor owns a specific slot, instead it oidy needs to know whether 
it owns this slot itself. Consequently, there are three possible status for a single 
slot: won (owns this slot), lost (gives up on this slot), and pending (whether the 
node owns or gives u]) on this slot is yet to be determined).

Listing 4.5: Slot data structure
struct slot_entry_s{

unsigned short slot_number;
unsigned char slot_status; // pending, lose, win 
unsigned short attached_node_number;

//list of pending nodes
slot_attached_node_entry * attached_node_header; 
slot_attached_node_entry ♦ attached_node_tail;

//connection with other slots
struct slot_entry_s * next_slot_entry;
struct slot_entry_s + previous_slot_entry;

unsigned char deliver.times; //number of times that the status of this 
slot being sent out

unsigned short once_won; // record if this slot has won in the history, 
but now become lost, for new born slot

unsigned short is_inquiry_msg_delivered; // indicate whether an inquiry 
message has been sent out

unsigned short hold_off_length_per_slot; // slot-specific hold-off value

//. .

};
typedef struct slot_entry_s slot_entry;
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In the SM component, a list is maintained to keep track of the status of each 
slot as depicted in Listing 4.5. The slots start from the current slot, which rep­
resents the present time, and stretches until the maximum prediction time in the 
future, which is the furthest instant in time at which a slot can be reserved. For 
each slot, the ownership status is stored in addition to other relevant information 
such as the slot number and whether the slot status has been sent out or not. In 
addition, for each slot, a list of pending nodes whose decisions the current node 
is waiting for are maintained.

As time progresses, a new slot is added to the end of the slot list, and the 
current slot is removed. The newly added slot is checked to determine its status, 
i.e., won, lost, or pending. When another node’s decision arrives, the status of 
this slot changes accordingly. If a node on the pending node list wins, the current 
slot is lost, otherwise if that node gives up, that node is removed from the pending 
node list of this slot. If all pending nodes are removed, the current node changes 
the slot’s status to won.

4.3.1 Slot Priority Number

Previously, it is assumed that for each slot, a priority number is used to arbitrate 
the slot contention. However, how to generate and how to make nodes mutually 
aware of such priority numbers are not specified. In the following, some desired 
properties of the priority numbers are discussed in general, followed by the priority 
generation mechanism that is used in the protocol.

A simple priority can be generated randomly within a specific range, e.g., 
between 0 and 100. However, disseminating these random numbers in the network 
consumes large quantity of valuable resources, and is less efficient because the 
random numbers per se are meaningless. Ideally,a “seed” of some sort, which can 
be used to generate these priority numbers, is circulated in the network rather 
than the priority numbers themselves. If such a “seed” is mutually understood 
in the network, a node is able to “calculate” another node’s priority at any time 
in the future.

In addition, it is also desirable that the generated priority number presents 
some level of fairness and can adapt dynamically in the environment. Further-
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Figure 4.8: Priority number generation

more, the "seed ('lash” scenario should be avoided where different nodes have the 
same seed and generate identical ])riority numbers.

In RRP, a sine function is used to generate priority numbers. Specifically, for 
a specific node, the priority number at a spec'ific time slot is calculated as the 
value of a sine function given the specific time, as depicted in Figure 4.8. The 
sine fnnction has three parameters: amplitude, period and phase. The amplitude 
of the function is constant, e.g., 100, while the value of period and phase are node 
specific.

As a property of the sine function, the value of a node’s priority number wanes 
and w’axes ])eriodically. A node’s ])riority number reaches its peak value once in 
a period, when it has a high probability of beating other nodes. The length of 
a node’s period is determined according to the number of its neighbors in the 
vicinity. Therefore, in a dense network, a node has a longer period, which means 
that it takes longer for a node to win a contention.

To avoid having the same priorities, nodes use different phases for the sine 
function. A node's phase is defined as the offset between the peak slot of the node 
and a common reference slot. Technically, it is possible that two or more nodes 
have identical period and phase with each other, however, considering the size of 
period and phase, the probability of seed clash is low. In addition, even if a seed 
clash did happen, the correctness of the scheduling algorithm is not affcx'tod.

The period and phase of a node is disseminated as a seed among nodes. 
A node's period often changes according to the node density in the local area. 
By knowing each other’s phase value, nodes can adjust their own phase and
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avoid other’s peak slot, which reduces the number of messages needed in slot 
reservations.

4.3.2 Slot Life Cycle

In this section, the life cycle of a slot is described, which starts from when the 
slot is created until its allocation has been finalized. As mentioned in earlier 
sections, there are three possible statuses of a slot: won, lost and pending, where 
the first two statuses are considered a decision. Once the decision has been made, 
a node cannot change its mind, and should notify other neighbors of its decision 
via messages.

The algorithm for reserving a slot is described in Section 3.3.2, and is com­
posed of three phases. The first phase starts when a slot is created and added to 
the end of the slot list. The status of the new slot is decided immediately, and this 
process is called “new slot arbitration”. If the slot status is pending after the new 
slot arbitration process, it enters the “pending slot” phase, during which it waits 
for decisions from the pending nodes of this slot. If decisions are not received, 
e.g., lost during transmission, or the pending node remains undecided, the slot 
enters the laat pheise called the “terminal stage”. During this stage, an inquiry 
message is sent to those pending nodes as an explicit way to request the decision, 
in case the decision has been made but lost during transmission. This mechanism 
serves as a “back up” method to improve the performance of the protocol. The 
specifics of these three phases are described in detail in the following:

When the time passes over the boundary of a slot, a new slot with certain 
priority is added to the slot list, with its status undefined. The first task of the 
new slot arbitration process is to check whether this slot is within any winning 
.slot’s hold-off interval. If so, the slot is not allowed to be used by the current node, 
and is considered lost immediately. If the slot is not within any hold-off interval, 
the priority of this slot is compared with the priority of all other neighbors for 
this slot. If the current node has the highest number, it wins the slot and sends 
out the decision. Otherwise, the neighbors that have a higher priority are added 
to the pending node list.

If a slot has at least one pending node after the new slot arbitration process.
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Table 4.1: Description of slot state transition
Event Number Description

1 slot within hold-off area of current node
2 slot has the highest priority among all neighbors
3 slot does not have the highest priority among all neighbors
4 received decision that a pending node has w'on
5a received decision that a pending node has lost
5b slot within hold-off area of other node’s won slot
G no pending node left
7 time up lost

the slot enters the ijending phase as it waits for the decisions from those pending 
nodes. As the rnle of the slot competition mandates, if a win decision is received 
from any of the pending nodes, a decision is made and the slot is lost. On the 
other hand, if a slot decision is received which indicates that a pending node has 
given nj) on this slot, then this pending node is removed from the pending list. 
In other words, the current node is no longer depending on this node, and this 
l)rocess is referred to as a “promotion”. If a slot has en empty pending node list 
Aft'ei' a lininber of'such pfohidtiohs; a win de'ci.sion' i.s I'nade bn' this slot

If the slot remains undecided, i.e., has at least one pending node after a certain 
period of time, it is reasonable to doubt that the decision message may have been 
lost during transmission. Therefore, an inquiry message is sent to the pending 
node whenever the node has the opi)ortunity to send messages. The receiving 
node should reply with its decision of this slot. This mechanism improves nodes’ 
decision ratio by increasing the delivery probability of the slot decision messages.

If a slot still remains undecided, due to reasons such as inquiry reply not being 
received, or the pending node is undecided, the node probabilistically gives np 
this slot, in order to let other nodes which may depend on the decision of the 
current node proceed. This mechanism is another enhancement to improve the 
slot decision ratio.

4.3.3 Slot Transition Diagram

The slot life cycle is summarized in Figure 4.9 and Table 4.1.
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Figure 4.9: Slot state transition

4.3.4 SM Input and Output

The interactions between the SM and other components are depicted in Fig­
ure 4.10.

The SM handles two types of events: incoming message events, and time- 
triggered events. For the first category, there are two types of messages that 
come from CM: updated neighbor list messages and received slot information. 
The neighbor list is the main output from CM, and is stored locally in SM. Slot 
information is received from neighboring nodes regarding their slot decisions, 
based on which local slot status is updated.

There are two types of time-triggered events: new slot due events and my slot 
due events. The new slot due event is triggered when time passes a slot boundary 
and a new slot arrives. The SM adds a new slot to the slot queue and removes 
the oldest slot from the queue. In addition, the SM arbitrates the status of the 
new slot as described before. The my slot due event is triggered when a slot that 
is reserved by the current slot arrives. It is the opportunity for the current node 
to transmit and therefore the SM assembles the slot decisions of the current node 
and sends them to the BM. In addition, the SM notifies the BM that the slot is 
due and broadc'asts all buffered messages.
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Figure 4.10: SM’s interaction with otiier components

4.4 Broadcast Manager and GPS Manager

The BM component ])rimarily serves three objectives: initial processing of incom­
ing messages from the radio, buffering and updating the outbound messages, and 
broadcasting the messages when one’s own slot is due. The main data structure 
maintained in BM is therefore a message queue.

When a message arrives from the CM (either an internal or external message) 
which needs to be forwarded, BM temporarily stores them in the message queue 
and waits for the current node’s reserved slot, in which messages are sent. As
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Figure 4.11: BM’s interaction with other components

described in previous sections, each message that needs to be forwarded has a list 
of beneficiary nodes. If CM decides to eliminate some nodes from the beneficiary 
list, it is for the BM to remove these nodes. If the beneficiary node list becomes 
empty. BM deletes this message from the buffer.

When a message is received from the radio component, an initial screening 
is conducted to remove messages that are from the current node itself, as well 
as any duplicated messages. Subsequently, the received message is forwarded to 
CM. If the message is coming from the GPS manager, BM forwards the message 
to CM directly.

When SM notifies BM that the current node’s own slot is due, BM ffushes 
all messages in the queue to the radio component. It is worth noting that BM
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needs to make sure that the size of the total outljound message does not exceed 
the maximum’ packet size that ciin-be scmeezed in a-single slot.............................

Tlie interaction l^etween BM and other components are depicted in Fig­
ure 4.11.

The GPS manager emulates a GPS device that can provide the current node 
with localization information. It periodically (typically every 100ms) generates 
the position and velocity information of the current node, and sends to BM. 
Each message is tagged with a unique sequence number. From the implementa­
tion i)oint of view, the position of the current node can be readily and accurately 
obtained from the simulation environment. To emulate a real-world device, devi­
ations of the position and velocity are artificially added.

The interaction between the GPS manager and other components are depicted 
in Figure 4.12.
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4.5 Summary

In this chapter, the implementation details of the RRP protocol is presented, in 
terms of the data structure, message flows, and interactions among difierent com­
ponents. An extensive evaluation of the RRP protocol is presented in Chapter 5.

118



Chapter 5

Evaluation

In this chapter, the performance of the i)roi)osed RRP protocol is evaluated 
and compared with two benchmark protocols; 802.1 Ip 802.11]) [2010] and RR- 
ALOHA Borgonovo et al. [2004]. The primary goal of the evahiation study is to 
investigate the suitability of the proposed RRP protocol, and compare it with 
those benchmark protocols in a simulated but realistic environment. Conducted 
in a variety of scenarios and contexts, the study aims to reveal the intrinsic 
characteristics of RRP, 802.11p and RR-ALOHA; compare and analyze their 
performance in terms of the communication QoS, and shed some light on their 
applicability in the envisaged vehicular networks. The evaluation study can help 
achieving not only a better understanding of the strengths and weaknesses of this 
protocol, but may also identify possible improvements for future works.

As a control group against RRP, 802.1 Ip is chosen because of its quasi­
standard status in vehicular cornmunications, and its worldwide success as a 
MAC protocol. However, there is wide spread skepticism regarding 802.1 Ip’s 
applicability in vehicular environment, which warrants the need to further inves­
tigate its performance. As a counter proposal to the contention-based approaches, 
a reservation-based jirotocol is also essential to the evaluation study. The RR- 
ALOHA protocol is chosen because it represents a large number of reservation- 
based protocols which share similar characteristics, advantages and limitations 
with RRP. The similarities and differences between RR-ALOHA and RRP will 
be our focus in the following study.

This chapter starts with the description of some preliminaries of the evalu-
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ation, e.g., the metrics and parameters used, the methodology to conduct the 
experiments, as well as the mobility and physical model adopted in the simula­
tion. The main evaluation part starts with protocol-spec’ific evaluation of RRP, 
802.lip and RR-ALOHA, then followed by a comparative study among those 
three with extensive analysis. This chapter ends with a summary of the results 
and hnal conclusions of the evaluation.

5.1 Evaluation Methodology

5.1.1 Evaluation Metrics and Parameters

For a MAC protocol, the goal of achieving reliable transmission and achieving 
short medium access delay are not necessarily compatible. A reliable MAC pro­
tocol may have a large medium access delay, while a fast responsive protocol, i.e., 
with low medium access delay, may experience high packet loss rate. For safety 
applications in VANETs, both properties are required, i.e., the MAC protocol 
needs to be both reliable and with a short (preferably bounded) medium access 
delay. However, there is no single metric that is readily available to characterize 
both properties at the same time.

In this thesis, staleness is proposed as the single metric to characterize the 
perceived communication QoS of applications in a vehicular environment, which 
incorporates both transmission reliability and medium access delay. The stale­
ness idea stems from the observation that, in vehicular networks the foundation of 
most safety-critical applications is to obtain the whereabouts of one’s neighbors. 
By periodic and frequent beaconing, each vehicle maintains real-time context 
awareness in its vicinity. If a vehicle’s communication layer fails to deliver the 
positioning information from another adjacent vehicle for a predefined time, emer­
gency actions will be triggered by the vehicle’s safety applications, which could 
lead to a severe degradation in offered services.

Consequently, safety-critical applications in VANETs have a unique commu­
nication requirement - the connectivity between vehicles must be constantly pre­
served VCS [2006]. For safety applications, the “black out period” during which 
positioning information is unavailable, needs to be bounded within an acceptable
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Figure 5.1; An examjrle of observing staleness between two nodes

range, otherwise the overall performance of such a communication system dro])s 
drastically. From a different perspective, the staleness concept can be inter]rreted 
as the ‘‘anxiety level” of a vehicle regarding its neighbor’s position. A higher 
staleness value of a neighboring vehicle indicates a longer black out period of 
that vehicle, which makes the current vehicle more “anxious”.

Suppose that an observed node (A) sends out beacon messages periodically, 
which are received by a nearby observing node (B) with random communication 
delays, as illustrated in Figure 5.1. The staleness value is continuously measured 
by the observing node. The last rc'ceived message at the observing node B from 
observed node A is denoted as m,^. ainqng all received messages (nq, i frpin 0., 
1, 2 ... n). The creation time of the message m„ at observed node A is T^n, 
and the i)resent time is T^. We define staleness between observed node A and 
observing node D in Equation 5.2. The resjrective staleness value of tlie example 
is depicted in Figure 5.2.

S{A, B)^T,- 7;,„ (5.1)

Note that the staleness S{A,B) increases with time when no new message is 
received, and drops to when a new message is received, where D„,„ is the 
communication delay of the newly arrived message between the observed and the 
observing node.

In the evaluation, the staleness is periodically sampled between a given node 
and its neighbors within its desired communication range. The mean value of the 
staleness is measured, as well as the 90%, 95%, and 99% percentiles, which quan­
tifies the deviation of the measured staleness. Both mean and deviation of the 
staleness are important metrics in quantifying the communication QoS perceived
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Figure 5.2: The calculation of staleness between two nodes

by a safety application. However, it is worth noting that, safety applications are 
very sensitive to large staleness deviations as staleness spikes drastically deterio­
rate communication quality.

It can be observed from the definition of staleness and the example in Fig­
ure 5.2 that, if an expected message is not received, or received with a long delay, 
the overall staleness will increase. In other words, staleness takes into account 
both packet collision and medium access delay.

A similar idea which is termed “T-window reliability” has been proposed by 
Bai &: Krishnan [2006]. It is defined as: "the probability of successfully receiving 
at least one single packet from neighbor vehicles during the tolerance time window 
T”. There are similarities between T-window reliability and staleness, but the 
main difference is that staleness incorporates the medium access delay while T- 
window does not.

In addition to staleness, a number of “traditional” metrics that measure 
communication quality are included in the evaluation study as well, which in­
cludes Packet Delivery Rate (PDR), medium access delay, reservation interval 
and throughput.

Unlike unicast, it is not straightforward to determine whether a broadcast is 
successful or not, as some neighbors of the sender receive the packet while others 
do not. In this chapter, it is assumed that for each broadcast, the packet sender
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has a “desired broadcast range” (DBR), which is determined by the transmission 
power and the sender’s location. Only those nodes that are within the DBR 
are of interest for this particular broadcast. As the broadcast commences, there 
are three and only three possible outcomes for any node within the DBR. It 
either a) receives the packet successfully, b) dropps the packet due to interference 
(i.e. collision-induced drop), or c) drops the packet due to a weak signal (i.e. 
non-collision-induccd drop). For a specific broadcast, the packet delivery rate is 
(h'hned as:

PDR = Ab sj ^total (5.2)

where N^uc„.ss ks the number of nodes that successfully received the broadcast in 
DBR. and the Ni„tai is the total number of nodes in DBR.

Other evaluation metrics that are used in this chapter are defined as follows. 
Medium access delay is measured as the duration between when a packet arrives 
at the MAC layer to its actual transmission. The reservation interval measures 
the time interval between two consecutive reserved slots, and is only applicable to 
reservation-based.protocols, i.e., RRP and RR-ALOHA. Thr<jugh])ut is-defined 
as the amount of bits sent or received during a unit of time at a specific node. 
It is measured at the node level (rather than network level) for both senders and 
the receivers.

5.1,2 Evaluation Approach

The above metrics are evaluated in a variety of scenarios, which Iiave different 
settings and configuration parameters. Among these parameters, some are pro­
tocol specific, such as the contention window size in 802.lip. and the frame size 
in RR-ALOHA, while others are generic and used for all protocols, such as ve­
hicle si)eed, beacon generation rate, and vehicle density. Due to the number of 
evaluation metrics and parameters and the combination of these two categories, 
it is obviously intractable to evaluate all possible combinations of metrics and 
parameters. Consecjuently, the evaluation study is divided into two parts: a 
protocol-specific evaluation and the comparison of all protocols.

In the first part, each protocol of interest is evaluated and analyzed. Metrics
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and parameters are selectively chosen in order to reveal the characteristics of 
that specific protocol. Using this evaluation methodology, it is unnecessary to 
exhaustively explore the parameters space, while highlighting the most relevant 
properties of a protocol. In the second part of the evaluation, all three protocols 
are measured and evaluated with the same set of rules, metrics and parameters, 
which creates a fair basis for comparison.

Prior to the detailed evaluation of the protocols, the models used in the evalu­
ation study, including the mobility model and physical layer model are discussed 
in Section 5.2 and Section 5.3 respectively.

5.2 Mobility Modeling

A good mobility model captures the essence of vehicle movements in the real- 
world, while eliminating irrelevant details to reduce simulation complexity. Se­
lecting an appropriate mobility model is crucial to constructing a realistic sim­
ulation environment. In the literature, there are three major approaches that 
are proposed to simulate vehicle movements: a) dynamic mobility models, b) 
interlinked mobility models, and c) trace-based mobility models. In the follow­
ing, each of these three approaches and their simulation environment is briefly 
introduced.

5.2.1 Dynamic Mobility Models

A large number of dynamic mobility models have been proposed, mainly in the 
MANET community Camp et al. [2002], such as random walk, random way point 
and Manhattan Grid model. These models are termed dynamic because nodes 
that comply with these models may dynamically, and in most cases randomly, 
change their trajectory during simulation. According to predefined rules, a node 
may stop, change speed, or change direction when certain triggering conditions 
are met, such as a time or distance limit.

Another type of dynamic mobility model controls a group, instead of a single 
node, e.g., the nomadic community mobility model Sanchez A" Manzoni [2001], 
and the reference point group mobility model Hong et al. [1999]. Group mobility
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models often have a reference point or reference velocity, which other nodes follow. 
A following node may have its owm autonomic behavior, i.e.. deviating from the 
common reference to a certain degree. For example, in the reference velocity group 
mobility model, a node has a base vector, a deviation vector, and a deviation 
factor which regulates the degree that a node can deviate from the reference 
velocity.

5.2.2 Interlinked Mobility Models

Different from generic mobile ad hoc networks, nodes in vehicular networks rarely 
move with complete randomness, and are confined within a specific geographic 
area, e.g., a segment of road, or within a junction. The specific mobility pattern 
of a vehicle makes the aforementioned all-purpose mobility models inapjjhcable 
in VANETs.

Iralfic simulators such as VISSIM PTV [2004] can provide realistic and high 
fidelity vehicle trajectories, and are often used by civil engineers to stud>’ traffic 
]ratterns on highways, lu’idges, or junctions. Intere^stingly. traffic simulators have 
drawn the attention of researchers in the vehicular'communication community, 
and efforts have been made to interlink traffic and network simulators, and create 
two-way real-time data flows in between Sommer &: Dressier [2008].

To achieve co-simulation between a traffic simulator and a netw'ork simula­
tor, it is necessary to exchange control and data messages betw^een them, e.g., 
a vehicle’s current position, speed, and received messages. As a result, synchro­
nization points during which data exchange takes place are defined during the 
co-simulation. Based on the behavior during the synchronization process, four 
different approaches are proposed in the literature.

Approach 1 (Figure 5.3): At each synchronization point, vehicles in both 
simulators are synchronized at the same position. Later, the traffic simulator 
moves first and fi'eds th(' new results, e.g.. the coordinates of vcdiicles, to the 
network simulator. After receiving this update, the network simulator sets the 
new coordinate's direc'tly. which synchronizes itself with the traffic' simnlator again. 
The drawbacks of this approach are that not all netw^ork simulators support such 
■‘teleport” operations, e.g., NS-2 Simnlator [1989], and the sudden movement in
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the network simulator, i.e., vehicles halt at each synchronization point, which may 
cause unrealistic behavior such as messages being sent from identical positions.

Approach 2 (Figure 5.4): Similar to approach one, vehicle positions are cal­
ibrated at synchronization points. Subsequently, the traffic simulator estimates 
the vehicle’s next location and notifies the network simulator. Then parallel 
simulation is executed since both simulators are aware of the vehicle’s next posi­
tion. At the next synchronization point, the vehicle’s position in traffic simulator, 
which is the correct one, overwrites the estimated position in the network simu­
lator. Due to the estimation error, the vehicle in the network simulator therefore 
appears to have experienced a short teleport, but not a long teleport as in ap­
proach 1. One of the drawbacks of this approach is the same with approach 1, i.e., 
the unrealistic behavior caused by the teleport. In addition, due to the parallel 
nature of the co-simulation, the delivery of messages from the traffic simulator to 
the network simulator must be postponed to the next synchronization point.

Approach 3 (Figure 5.5): This approach is similar to approach 2, with the
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only difference being that vehicles do not calibrate to the same position at each 
synchronization point. The traffic simulator only sends the next estimated posi­
tion to network simulator and the deviations between those two simulators are 
never corrected. The rationale of such an approach is to avoid the inconsistency 
caused by the teleport. The drawback is that there will be no chance for the 
vehicles in the network simulator to be aligned with the traffic simulator ever 
again.

Approach 4 (Figure 5.6): The essence of this ajrproach is similar to approach 
1 in the sense that traffic simulator always precedes the network simulator and 
provides vehicles’ actual position, instead of an estimation. The traffic simula­
tor also informs the network simulator regarding the messages that need to be 
delivered during this step and the timing of such messages. Subsequently, an 
exact “replay” is performed in the network simulator. This approach is effec­
tively a higher resolution approach, compared to approach 1, as a vehicle travels
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Figure 5.7: A segment of the M50 highway in Dublin city

smoothly via multiple positions rather than a single jump, and events such as 
broadcasting a message are performed at each intermediate position, rather than 
at the synchronization points.

5.2.3 Trace-based Mobility Model

Although inter-linking simulators provides high fidelity in evaluating protocols 
in VANETs, the associated communication overhead and implementation com­
plexity are of concerns for researchers. In fact, if the trajectory of a vehicle in 
the traffic simulator is not affected by the messages received from the communi­
cation layer, i.e., a vehicle travels along a message-independent trajectory, there 
is no need to synchronize these two simulators in real-time. Hence a low-cost 
trace-based approach is more appropriate in this case.

In the trace file approach, traffic simulator generates a trace file that records 
the trajectories of all vehicles during the entire simulation. Taking the generated 
trace file as input, the network simulator manipulates vehicles accordingly. In 
this approach, simulations are executed in th<' traffic simulator and network sim­
ulator separately, which eliminates the communication overhead in linking two 
simulators, reduces implementation complexity, and accelerates the simulation 
speed.

5.2.4 Simulation Environment

In the evaluation study, the trace-file approach is used. The traffic simulator, 
VISSIM, generates realistic vehicle traces, which are imported and replayed in the 
network simulator OPNET Modeler [2009]. The scenario simulated in VISSIM
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Figure 5.8: Simulated highway segment in VdSSIM

is composed of a 4.75 kilometer segment of a highway in the suburb of Dublin 
city as depicted in Figure 5.7 and Figure 5.8. On each direction of the highway 
there are three lanes. Cars are inserted at both ends of the highway following a 
Possion j)rocess. The speed and the throughi)ut of the vehicle are configurable 
in VISSIM, which creates a variety of scenarios represented by customized trace 
hies. In \dSSIM, vehicles follow a driver model that may accelerate, decelerate 
or change lanes according to the front vehicles or certain specihed rules.

The trace hie generated from VISSIM is a simple text-based, formatted hie. 
Each vehicle that participates in the traffic simulation has its own trace hie, 
which is mapped to a corresponding vehicle in OPXET. A trace hie includes 
the following information: the entering and leaving time of the vehicle m the 
simulation, coordinates at each sampling instance, and the sampling interval. An 
example is given in Figure 5.9.

To coordinate the vehicle movement, a centralized mobility controller is im­
plemented in OPNET. At the beginning of the simulation, the mobility controller 
rc'ads in th(' trace hies for all vehicles that will participate in the sirnnlation, and 
activates and deactivates them according to their subsequent entering and leav­
ing times. \Mien the simulation starts, the mobility controller periodically reads 
each vehicle’s new position from their respective traee files, and manipulates them 
directly in OPNET.

5.3 Physical Layer Modeling

In this section, models with regard to the physical layer used in the OPNET 
simulator are described. The OPNET’s pipeline stages, which is a procedure 
to model radio transmission is introduced first. Next, the adopted propagation
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Entering time: 0 s 
Sainple interval: 0.1 s 
X-position, Y-position (meters): 
212.236195915223,909.206762702213 
217.214461043352,910.092940662913 
215.592726170221,910.391112629002 
213.970991292409,910.6232245291 
212.349256425932,910.975456549191

129.644962211323,915.06526399043  
122.023233332251,915.352035950512 
126.4014 9246637.2,915.650207 910606 
124.779763593906,915.942379270695 
123.152022721433,916.234551230723 
Leaving time: 2.20000000000005 s

Figure 5.9: A example of the trace file

model, interference model and signal reception model, which play a vital role in 
determining the evaluation results, are presented.

5.3.1 Introduction of Pipeline Stages in OPNET

In OPNET, wireless communication is modeled by a mechanism called the “radio 
transceiver pipeline”. Such a mechanism is provided by OPNET’s built-in model 
library, but can be customized and modified based on users' specific needs. From 
the transmitter module to the receiver module, the radio transceiver pipeline 
(pipeline for short thereafter) in the middle is composed of 14 stages as depicted 
in Figure 5.10, most of which need to be executed for each transmitter-receiver 
pair due to the broadcast nature of wireless communication. Each stage provides 
a specific functionality in determining the final result of a wireless transmission, 
i.e., accept or reject, between a sender and receiver pair. If an early rejection has 
been decided, later stages are skipped to avoid unnecessary computation.

In the following, a brief introduction to these stages is given, and special 
attention is paid to stage 7 “received power”, stage 8 “interference noise”, and 
stage 11 “bit error rate”. Detailed functionality and specification for the other
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Figure 5.10; Pipeline stages in OPNET

stages can be found in the OPNET docnrnentation: “Wireless - Radio Transceiver 
Pipeline”.

The modeling of a wireless transmission, i.e., broadcasting a packet on the 
wireless medium, starts when a packet is delivered to the wireless transmitter 
module from the upper layers. In the first a few stages (before stage 7), the 
eligibility of a possible communication channel between transmitter and receiver 
is verified (stage 0. 2 and ,3). Possible reasons for disqualifying a possible com­
munication channel include: disjunctive frecjnency bands, physical separation, 
antenna nulls, etc. In addition to the eligibility tests, other parameters wdiicli
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are used in subsequent stages are calculated such as transmission delay (stage 1), 
propagation delay (stage 5) and antenna gains (stage 4 and stage 6).

Stage 7 computes the received power of the arriving packet, which takes into 
account the communication distance, transmitter power, antenna gain and signal 
propagation model. The received power is a key indicator as to whether the 
information in the packet can be captured by the receiver. There exists a number 
of propagation models in the literature, such as free space model, two-ray ground 
model, log-normal model, and Nakagami model. By default, OPNET uses the free 
space model. A detailed introduction to these propagation models is discussed in 
Section 5.3.2.

The correct reception of a packet depends not only on the received power, but 
also the concurrent transmissions in the vicinity of the receiver, i.e. interference. 
The collective impact of the interference on the received signal is modeled in 
stage 8. The specific implementation of interference modeling in OPNET and 
other related work regarding this issue are discussed in Section 5.3.3.

In stage 9, the background noise, which usually stems from thermal or galactic 
noise, and emissions from neighboring radios is calculated. Based on the com­
puted received signal power, interference noise power and background noise, the 
Signal to Noise Ratio (SNR) is calculated in stage 10. Note that in OPNET, the 
SNR value is dynamically updated whenever the interference power varies.

Based on the SNR at the receiver, the Bit Error Rate (BER) is calculated 
in stage 11, and used in stage 12 to estimate the specific number of errors in a 
packet segment. The decision to accept or reject a packet based on the number 
of errors and the ability to correct the errors is modeled in stage 13. The detailed 
process of deriving BER from SNR is introduced in Section 5.3.4.

5.3.2 Propagation Model

Theoretically, the received signal strength can be exactly calculated if all ele­
ments in the environment such as the buildings, trees, pedestrians and other 
geographic features are precisely known. Although significant efforts e.g., using 
ray tracing techniques, have been made towards this direction, such an approach 
is computationally too expensive. A more affordable approach is to u.se geo-
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graphic iiifonnation, such as the distance between transmitter and receiver to 
model signal attenuation on a large scale, and tune the result with small-scale 
fading models, which are often derived from empirical statistics.

Of all large-scale fading models, the free space model is the most basic one. 
The free space model assumes an ideal environment, in which the path loss, and 
the received power is given in Equation 5.3 and Equation 5.4 respectively:

^ "" 16^

where q is the path loss, A is the wavelength of the transmission signal, and r is 
the distance between the transmitter and the receiver.

Pr. = Pt^GtonC,, (5.4)

where is llie“ received power, P^j. is the transmission power. Gtx is the trans­
mitter antenna gain and G,x is the receiver antenna gain.

A moie realistic propagation model that involves the reflection from the 
ground is the two-ray ground model. At short distances (within critical dis­
tance), the received power attenuates at a rate inversely proportional to r’^ and 
diminishes at r"* thereafter. The critical distance is given in Equation 5.5:

(L =
4n hfli,.

(5.5)

where ht and hr are transmitter and receiver antenna hight.
In the two-ray ground model there are two slojjs that represent two attenuation 

regions which are divided by the critical distance. A generalization of the two- 
ray ground model allows the slopes to be parameters, with an additional random 
variable representing small-scale fading. The receiver power of the log-normal 
model is given in Equation 5.6, and Equation 5.7:

P(r) = <
P(do) - lOqilogio () + A"„j if do < r <

(5.6)
P{do) - lOqdogio - lOqylogio + A"^2 if r > d^

where 71 and 72 are the path loss exponents in the two regions, and ox and 02
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are the standard deviations of the random variables and which have 
normal distribution describing the small-scale fading, do is a reference distance 
at which the received power P{do) complies with the free space model. In our 
study, do = Im, 70 = 2, and A = c// ~ 5.0847 cm , we have:

P(do) = -lOo'olog10 ~X~ (5.7)

Small-scale fading is caused by constructive and destructive interference be­
tween multi-path components. Based on whether or not there is a line-of-sight 
(LOS), the Rayleigh and Rician distribution are used to model small-scale fad­
ing. The Nakagami distribution can model both types of distributions and is 
demonstrated to be the best fit with the data collected from real world exper­
iments Rubio et al. [2007], and therefore is chosen in our study. The following 
Equation 5.8 describes the Nakagami probability density function (PDF) of the 
received signal amplitude x:

/(x;m,D) = mx
(5.8)

(m) V ^

where m is a shape parameter of the Nakagami distribution that dehnes the 
fading intensity, D = E[x‘̂] is an estimate of the average received power at a 
certain distance, and T is the Gamma function.

By varying the m parameter, the Nakagami model simulates various fading 
severities. For m — Nakagami describes Rayleigh distribution, which represent 
non-LOS communication, and when m > 1, Nakagami describes a Rician distri­
bution (with LOS). In the following evaluation, D is set with results obtained 
from the two-ray ground model, and the m parameter is varied to model different 
fading scenarios.

5.3.3 Interference Model

Among many existing interference models, the additive interference model and 
capture threshold model are the most commonly used. For example, additive 
interference is used in OPNET and GloMoSim Gerla et al. [1999], and the capture 
threshold model is used in NS-2. In the additive interference model, a received
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packet is decoded by considering the sum of all other on-going transmissions and 
environmental noises. The SNR calculated in the additive interference model is 
given in Equation 5.8;

SNR, = P. (5.9)

where Pg is the received power from the signal, Pn is the power of back ground 
noise, I denotes the set of on-going transmissions, and Pi is the received power 
from transmission i.

The packet reception condition for the additive interference model is given in 
Equation 5.10:

SNR, > SNR,threshold throughout the transmission of s (5.10)

where the SA' Rthreshoid ks a threshold for SNR that depends on the specific mod­
ulation method and coding scheme.

In the capture threshold model, the received signal is compared to only one 
of the concurrent interference signals, and the packet reception condition for the 
capture threshold model is given in Equation 5.11 and Eciuation 5.12:

Pg > P„ and (5.11)

Pg> P, V i € I \ s (5.12)

Compared to the additive interference model, there are two major drawbacks 
of the capture threshold model. First of all, the capture threshold model considers 
the impact of only one interfering signal on the receiving signal, and categorizes 
such an interfering signal as either not causing a collision (“benign”) or causing 
a collision (“malign”). In certain conditions, a collection of interfering signals 
which are harmless individually may have a cumulative and adverse impact on 
the receiving signal, which cannot be accurately modeled.

In addition, in the capture threshold model, the receiving signal can be de­
coded successfully, as long as its signal strength is higher than the interfering 
signal with even a slightest margin. However, due to the existence of environ-
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Figure 5.11: Mapping from SNR to BER using Quadrature Phase-Shift Keying 
(QPSK) modulation scheme in OPNET

mental noise, such an assumption do not hold when the receiving signal strength 
is weak and comparable to the background noise. In Equation 5.11 and Equa­
tion 5.12 for example, suppose that Ps > Pn, Ps / Pn ^ R and = Pi. The 
packet can be decoded successfully in the capture threshold model, but not in 
the additive interference model as background noise becomes more prominent.

In OPNET, the additive interference model is used with the additional feature 
that, not only all arriving interferences are considered, the temporal differences 
of the arriving interfering signals are considered as well. Each new arriving inter­
ference triggers a recalculation on the receiving packet’s SNR. In addition, there 
is a channel locking mechanism used in the OPENT implementation to avoid the 
possibility of successfully decoding two overlapped packets simultaneously.

5.3.4 Signal Reception Model

The signal reception model determines whether to accept or reject an arriving 
packet based on its SNR. In a simple threshold-based approach, if the receiving 
SNR exceeds a predefined threshold “SNRT", the packet is accepted, otherwise 
rejected. A more complicated approach, which is adopted in OPNET, maps 
receiving SNR to a specific Bit Error Rate. Such a mapping from SNR to BER
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(Figure 5.11) is derived from empirical statistics and is a practical api)roximatioii 
from a networking point of view. Consequently, the success of decoding a packet 
is probal)ilistic and depends on th(' SNR, padcet length, and speeifie modulation 
method used for transmission.

5.4 RRP Specific Evaluation

As descrilred in Chapter 3 and Chapter 4, the proposed RRP protocol adopts 
a two-tier architecture where the lower layer manages mobility while the u]rper 
layer allocates time slots. To better understand the characteristics of RRP. a 
detailed performance evaluation is conducted with regard to the virtual cluster 
and the real-time schednling layers separately, then their respective inqract on 
RRP’s overall performance is investigated. The evaluation study of RRP as a 
single protocol is presented in Section 5.7, where RRP is also coni])ared with 
802.11p and RR-ALOHA.

The lower virtual cluster layer and the upper real-time scheduling layer are 
evaluated in Section 5.4.1 and Section 5.4.2 respectively in substantial details. 
A general review regarding the hinctionality of a specihc layer is presented hrst, 
which is followed by an introduction to the evaluation methodology. The metrics 
and ])arameters used in the evaluation are presented and discussed, after which 
the evaluation results are depicted and elaborated. Conclusions are presented at 
the end of each subsection.

5.4.1 Virtual Cluster Layer Evaluation

The virtual cluster layer is composed of three major components: mobility pre­
diction. message dissemination, and neighbor identification. Since the neighbor 
identification function produces the outputs of the virtual cluster layer, it is the 
focus of our evaluation. In the following section, the metrics that characterize 
the performance of a neighbor identification procedure are discussed first, which 
is followed by the analysis of the parameters that may influence its performance. 
The evaluation of the virtual cluster layer itself is presented in Section 5.4.1.2, 
and the impact of the virtual cluster layer on the overall RRP is presented in
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Section 5.4.1.3.

5.4.1.1 Evaluation Metrics and Parameters

What are the key performance indexes for the neighbor identification procedure?
Ideally, to evaluate the performance of a neighbor identification procedure is 

simply to compare the actual neighbors with the identified neighbors. However, 
the definition of an actual neighbor is ambiguous. An actual neighbor can be 
classified Iry one of the two categories: 1) a neighbor with certain properties, e.g. 
the distance to the node of interest, regardless of its actual behavior, e.g., causing 
a collision or not, or 2) defined purely ba.sed on its actual behavior.

There are two drawbacks for the second category above. First of all, due to the 
fluctuation of the received signal strength, the truth of a neighbor identifif'ation 
result is skewed by the uncertainty of the radio propagation. For instance, by such 
a deflnition. a very close node is not an actual neighbor if its actual transmission 
is weak, while on the contrary, a very distant node with a strong signal will 
be categorized as an actual neighbor. Secondly, because the correctness of a 
neighbor identification algorithm is only known when a node actually transmits, 
the evaluation of a neighbor identification algorithm depends on the specifics of 
the data traffic. In an extreme case for example, if a node does not transmit at 
all, it is impossible to know the performance of the node’s neighbor identification 
algorithm.

Considering the above factors, the former approach is chosen in the evaluation 
study. The actual neighbors are defined as the set of nodes that are located within 
2-hops of a node in question. A hop is defined as the deterministic communication 
range, within which a message with a specific size can be received with above 95% 
probability. The actual collisions are also measured and monitored, and cross 
referenced with the neighbor identification results. To summarize, the neighbor 
identification procedure is evaluated by two methods in the evaluation study:

1) Analyze the discrepancy between the identified neighbors and the actual 
neighbors. It is worth noting that a misidentification of this kind does not nec­
essarily lead to a collision, as long as the misidentified node and the node in 
question do not “actually” transmit simultaneously.
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Figure 5.12: Possible results of a neighbor identification procedure

2) Analyze each transmission collision that actually occurred, and examine the 
neighbor identification results that are generated by these two colliding nodes. 
Since a collision actually happened, those misidentifications are recorded and 
analyzed fus they cause a degradation in the virtual cluster layer’s performance.

File ('omparison between identified and actual Jieighbors result in the following 
four possible Outc'omes,'a's illustrated in Flgtirfe 5.12':..............................

• 'lYuo Positive (IT): An actual neighbor that is identified as a neighbor.

• True Negative (TN): An actual non-neighbor that is identified as a non­
neighbor.

• False Positive (FP): An actual non-neighbor that is identified as a neighbor.

• False Negative (FN): An actual neighbor that is identified as a non-neighbor.

For the neighbor identification evaluation, two metrics are of interest: 1) Sen­
sitivity (Equation 5.13) - the percentage of true positives in all actual neighbors, 
i.e., the probability that actual neighbors can Idc identified, and 2) Positive Pre­
dictive Value (Equation 5.14) - the percentage of true positives in all identified 
neighbors, i.e., the probability an identified neighbor is an actual neighbor.

Sensitivity : TPR —
TP

TP + FN
(5.13)
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PositivePredictiveValue : PPV —
TP

TP + FP
A false positive unnecessarily identifies a node as a neighbor, which leads 

to resource waste and decreased efficiency. A false negative on the other hand, 
incorrectly identifies an actual node as a non-neighbor, which may potentially 
cause an actual collision. Consequently, a neighbor identification procedure with 
higher sensitive value, i.e., less FN, has higher communication reliability, while a 
higher positive predictive value, i.e., less FP, has better efficiency.

However, to achieve both communication reliability and efficiency at the same 
time is difficult. A risky neighbor identification which inclines to ignore neighbors 
may increase efficiency but decreases reliability. On the contrary, a conservative 
neighbor identification improves reliability by identifying more neighbors, but is 
less efficient. The trade-off between the risky and conservative approach will be 
evaluated and discussed in the following sections.

Another method to evaluate neighbor identification performance is to analyze 
the overall collision probability and the specific cause of a collision. It is assumed 
that collisions from more than two nodes are rare and thus not considered. For 
any collision that occurred between a reference node A, and the colliding node 
B, there are three possible scenarios: 1) node A does not know B (type-1 colli­
sion), 2) node A knows B, and identifies B as neighbor (type-2 collision), 3) node 
A knows 5, and identified B as non-neighbor (type-3 collision). Type-1 colli­
sion are caused by message forwarding error or a fluctuation in signal strength, 
which results in insufficient knowledge regarding a specific neighbor and is thus 
irrelevant to neighbor identification. Type-2 collision is due to non-reciprocal 
neighbor identification, i.e.. the colliding node does not identify the node of inter­
est. Type-3 collision represents a neighbor misidentification. which is the focus 
of the evaluation.

In general, the collision probability is one of the performance indicators of 
the virtual cluster layer, as a high collision probability may indicate an inaccu­
rate neighbor identification. However, it is worth noting that such inference is 
inconclusive as an increased collision probability may be attributed to other pos­
sibilities, such as ('hannel variation or a flawed scheduling algorithm in which two
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identified neighbors incorrectly use the same slot.
In addition to collision probability, the percentage of misidcnitification-caused 

collision (type-3 collision) is measured, which is also an indication of the virtual 
cluster layer’s performance. For example, higher percentage of misidentiheation- 
caused collision results from loss accurate neighbor identification.

What paranuders may influence, the perfovmance of the neighbor identification 
process ?

In the following evaluation study, three parameters: vehicle sjjeed, Nakagarni- 
m. and assumed communication range are chosen to investigate their impact on 
the neighbor identification performance.

Vehicle speed may influence the molrility prediction accuracy, which may de­
grade the virtual cluster performance. In the study, the vehicle speed is configured 
l)etween 20 - 140 km/h.

The Nakagami-m is a parameter that tunes the signal strength variations in 
the wireless channel, whicT may affect the collision probabilit)'. A higher m value 
means le.ss deviation in received signal strength. In the evaluation, m is configured 
from 0.5 to 2, wdiich ccjvers the fading severity scenario from very heavy fading 
(non-line-of-sight) to very low fading.

The assumed communication range is a key parameter in the neighbor identi­
fication procedure. A large assumed communication range makes virtual cluster 
more conservative, as more nodes are identified as neighbors, while a small one 
makes virtual cluster more risky.

5.4.1.2 Virtual Cluster Layer Performance Evaluation

The performance study of the virtual cluster layer is divided into three parts: the 
vehicle speed study, channel characteristics study, and the eussumed communica­
tion range study. In all three sections, the v^ehicle density is fixed at 80 veh/km, 
and the beacon interv^al at 100 ms. The goal is to investigate how virtual chister 
layer’s performance, including sensitivity, positive predictive value, general colli­
sion probability, and percentage of misidentification-caused collision are affected 
by these three parameters. Note that for presentation clarity, the results for sen­
sitivity and PPV are plotted in a single diagram. The collision probability and
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percentage of niisidentihcation-caused collision are plotted together ais well. 
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Figure 5.15: Collision probability vs. Nakagaini-m parameter

As shown in Figure 5.13 and Figure 5.14, the performance of virtual cluster in 
tefnis of collision 'pfoba4)ilify,' tlu' liefcenlage of inisidenlificatioii,'sensitivity and 
PPV remains stable as the vehicle speed varies. The results demonstrate that the 
virtual cluster layer can adapt well in a mobile environment by predicting vehicles’ 
positions and using relevance-based forwarding. The sensitivity remains above 
90% of all vehicle speeds, wliich indicates that over 90 percent of the neighbors 
are successfully identified by the neighbor identification procedure.

• Nakagarni Study

In Figure 5.15, the overall collision probability drops from 9% to about 6% 
as the channel fading becomes less severe. As fading alleviates, the number of 
interference-caused collision reduces, which leads to the increase of the percentage 
of misidentification-caused collision as depicted in Figure 5.15.

The sensitivity and PPV are both not affected by the changes in the channel 
conditions as shown in Figure 5.16. This phenomena is due to the fact that both 
actual neighbors and identified neighbors are defined by their relative distance, 
transmission power, and other parameters that are determined prior to the actual
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Figure 5.16: Sensitivity and PPV vs. Nakagami-m parameter

transmission. Thus the sensitivity and PPV are independent of the actual channel 
condition.

• Assumed Communication Range Study

When the virtual cluster layer becomes more risky and takes less neighbors 
into consideration, i.e., smaller assumed communication range, the performance 
of virtual cluster layer in terms of the communication reliability deteriorates, 
as both general collision probability, and the number of misidentihcation-caused 
collision increases as illustrated in Figure 5.17.

The degraded performance of the neighbor identification procedure when 
adopting the risky approach is also reflected in the sensitivity measurement as 
depicted in Figure 5.18. The sensitivity measure drops from 90% to as low as 
40%, indicating that only 40% of the actual neighbors can be correctly identified. 
However, the reduced number of identified neighbors makes identified neighbors 
more likely to be an actual neighbor, i.e., an increased PPV value as depicted in 
Figure 5.18.

Based on the above comparison and discussions, it can be observed that among 
the three chosen parameters: speed, Nakagami-m and assumed communication
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Figure 5.17; Collision probability vs. assumed communication range

Figure 5.18: Sensitivity and PPV vs. assumed communication range

range, the last parameter, which determines how risky the virtual cluster layer be­
haves, has a greater impact on the overall performance of the virtual cluster layer.
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Figure 5.19; PDR vs. various assumed communication range

Consequently, in the next section, the assumed communication range is selected 
ELS the primary parameter, which will be tuned between risky and conservative, 
in the study of the virtual cluster layer’s impact on the overall performance of 
RRP.

5.4.1.3 Virtual Cluster Layer’s Impact on RRP

The goal of this evaluation is to study the impact of the virtual cluster layer 
on the overall protocol, which is measured in terms of PDR, reservation interval 
and mean staleness. The assumed communication range is tuned from risky 
virtual cluster layer (125 m) to conservative virtual cluster layer (375 m), and the 
actual communication range configured in the evaluation is approximately 250 
m. In the study, node densities are also varied from 40, 60 and 80 vehicle/km for 
comparison.

For a specihc node density, being risky makes the communication less reliable 
as PDR drops from above 90% to below 80%, as depicted in Figure 5.19. This 
result is expected since a risky virtual cluster layer reduces the sensitivity, i.e., 
more actual neighbors are neglected and not considered in the slot reservation
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process. It is worth noting that when the virtual cluster layer is risky, the PDR 
in 40 vehicle/kni is lower than in the 60 and 80 vehicle/kin scenario, for the 
following reasons.

By adopting the message forwarding mechanism in RRP, the awareness range 
(in which high PDR transmissions are scheduled) is larger than the assumed 
communication range (typically more than twice as large). Consequently, when 
the assumed communication range shrinks, the awareness range also shrinks but 
may still be larger than, or covering a large portion of. the actual transmission 
range.

For convenience, assume that the size of the awareness range ecjuals to the 
size of the actual transmission range, and the assumed communication range is 
sufficiently smaller than the awareness range as well as the actual transmission 
range. Ideally, if the message forwarding mechanism works perfectly, no collision 
will occur within the actual transmission range, i.e., no 1-hop collision. However, 
since nodes beyond actual transmission range are not considered, hidden terminal 
problems, i.e., 2-hop collisions are still possible, which decreases the PDR in the 
actual transmission range. The reduced PDR leads to a chain reaction, i.e., the 
less reliable forwarding mechanism will make a collision even more likely.

Consequently, given that the assumed communication range is small, which 
implies less reliable communication, the PDR in si^arse networks is further de­
graded by the dysfunctional message forwarding mechanism as shown in the 40 
vehicle/km case in Figure 5.19.

In terms of reservation interval, for the same node density, a more conservative 
virtual cluster layer identifies more neighbors, which means longer time to reserve 
a slot, i.e., higher reservation interval as depicted in Figure 5.20. For various node 
densities, it follows the same principle that a larger number of neighbors leads to 
a longer time to reserve a slot.

In Figure 5.21, the staleness is evaluated with respect to the assumed com­
munication range. In the 40 vehicle/km node density scenario, the “U’' shape 
is quite obvious: overly conservative (large assumed communication range) leads 
to more reliable transmission, but more neighbors need to be considered, which 
leads to longer reservation interval and larger staleness. On the other hand, 
overly risky neighbor identification may reduce the number of neighbors being
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Figure 5.20: Reservation interval vs. various assumed communication range

considered during slot allocation, but also increases the collision probability and 
reduces the reliability of transmission, which deteriorates the overall performance 
resulted in larger staleness observed.

In the 60 and 80 vehicle/km node density scenarios, being overly conservative 
substantially increases staleness, which is similar to the 40 vehicle/km scenario. 
However, when being overly risky, the staleness does not increase as expected. 
The reason is similar to the analysis regarding the PDR, that the built-in 2-hop 
forwarding mechanism in RRP compensates for some of the lost messages suffered 
from hidden terminals, which improves the performance in terms of staleness. 
This result demonstrates the flexibility of RRP in certain circumstances, e.g in 
dense networks, that a risky neighbor identification approach can be adopted 
to boost overall performance without substantial penalty. However, to achieve a 
QoS guarantee in all scenarios, it is necessary to follow standard RRP procedures.

5.4.1.4 Conclusion

In this section, three parameters; vehicle speed, channel fading parameter and as­
sumed communication range are chosen to determine the most prominent param-
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Figure 5.21; Mean staleness vs. various assumed communication range

eters that may influence the virtual cluster layer's performance. The evaluation 
results show that the virtual cluster layer’s performance is largely not affected by 
vehicle speed and only marginally affected by the Nakgami-ni parameter. The 
results also show that the assumed communication range, wdiich effectively de­
termines the numlrer of neighbors that the virtual cluster layer identifies, has a 
major impact on both the virtual cluster’s performance and the overall RRP per­
formance. An overly risky virtual cluster layer, which identifies fewer neighbors, 
or a overly conservative virtual cluster both have a negative im])act on the RRP 
l)erformance in terms of staleness. Conseciuently, given the actual communication 
range, to set an approi)riate assumed communication range is critical in order to 
preserve the reservation interval guarantee claimed l)y RRP.

5.4.2 Scheduling Layer Evaluation

The responsibility of the scheduling layer is to reserve slots for communication 
with one’s identified iK'ighbors. has('d on the information provided by the virtual 
cluster layer. To evaluate the scheduling layer as a standalone layer, parameters 
in the virtual ( luster layer are c^onfigun'd as (’onstant. The performance of the
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scheduling layer is evaluated on three levels: the slot level, the reservation in­
terval level and the staleness level. The speeifie metrics used to characterize the 
scheduling layer performance on these three levels are described in Section 5.4.2.1.

Among many parairu'tc'rs that may influcmcc' the; sclu'diiling layc'r's jx'rfor- 
mance, the hold-ofl' interval and the allowed control message size are the most 
prominent parameters and are chosen in our study. The evaluation of scheduling 
layer performance given various hold-interval and allowed control message sizes 
is presented in Section 5.4.2.2 and Section 5.4.2.3 respectively.

5.4.2.1 Evaluation Metrics and Parameters

A slot is the most basic element of an allocation algorithm, and the evaluation 
study focuses on three aspects of a slot allocation: 1) indisputable decisions on 
slot allocation 2) analysis of undecided slots, and 3) the probability of delivering 
a slot allocation decision.

Firstly, the slot allocation decision made by the scheduling algorithm needs 
to be indisputable, i.e., none of the mutually-identihed neighbors uses the same 
slot. Ill our evaluation study, the indisputable property is verihed by analyzing 
the cause of each collision, and searching for the existence of a collision that is 
caused by mutually-identified neighbors.

In the slot allocation algorithm, the slot usage decision is made given internal 
and external information. However, if the information is not sufficient for a node 
to make a decision when the deadline for the slot is due, a undecided slot is 
considered lost. Undecided slots degrade the efficiency of slot allocation, which 
further compromises the reservation guarantees.

In the performance evaluation, the percentage of undecided slots is studied 
as well as their reasons for being undecided. A slot remains undecided due to 
three possible causes: 1) a pending node itself is not decided, 2) a pending node is 
decided but the decision message is not sent (possibly due to lack of a transmission 
opportunity), and 3) a pending node is decided, with its decision sent, but the 
message is lost during transmission. In the following evaluation, the percentage 
of each case is provided with analysis on their implications.

The ability to deliver slot decision messages is critical to the performance of
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Figure 5.22: Nui)il)er of undecided and orderly give up slot.s vs. hold-off interval

the scheduling algorithm. Low decision delivery rates low'er reservation success 
rates, wdiich increases the reservation interval and degrades the overall perfor­
mance. Provided that a node decides on a slot, the prol^ability that its neighbor­
ing nodes, which also consider this node as a neighbor, can successfully receive 
this decision is measured in the study.

The reservation interval which represents the duration between two consecu­
tive reserved slots is measured in terms of its mean and distribution. The value 
of reservation interval is categorized into three classes; fast reservation (< 1 
maximum hold-off interval), slow reservation (1-3 maximum hold-off intervals), 
and beyond bound reservation (> 3 maximnm hold-off intervals). Staleness is 
measured as a high-level metric in determining the scheduling algorithm’s per­
formance.

5.4.2.2 Hold-off Interval Effect on Scheduling Layer Performance

In the slot scheduling algorithm, the hold-off interval is dynaniic'ally determined 
based on the number of neighliors. In the evaluation, the hold-off interval is fixed 
in each simulation setting in order to observe the impact of choosing different
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Figure 5.23: Breakdown of pending nodes vs. hold-off interval

hold-off'intervals on RRP performance.
Firstly, the evaluation study focuses on the impact of various hold-off intervals 

on individual slots, in terms of the number of undecided, and orderly given up slots 
during the whole period of simulation. The node density is set at 80 vehicle/km. 
As illustrated in Figure 5.22, a small hold-off interval leads to an abrupt increase 
in the number of undecided slots. Excessively small hold-off intervals encourages 
nodes to reserve more, which increases the number of pending nodes of a given 
slot. As a result, slot reservation becomes more difficailt, and a large number of 
slots remain und(H'ided. Based on the above analysis, the hold-off interval should 
always remain sufficiently large for a specific node density.

The breakdown of the pending nodes attached to each undecided slot is studied 
in Figure 5.23. In general, the results demonstrate similar trends as the undecided 
slots, that the number of pending nodes increases signiffcantly as hold-off interval 
shrinks. As for the specific reasons for a pending slot, the “decision message not 
sent” is the primary reason why a slot cannot be decided.

The overall performance of RRP in terms of average Reservation Interval 
(RI), percentage of unbounded RI, and average staleness, is studied with respect
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Figure 5.24: Reservation interval vs. hold-off interval

Figure 5.25: Beyond bound reservation interval vs. liold-ofi interval

to various hold-off intervals in different node densities. As depicted in Figure 5.24. 
the average RI in all node densities grows as hold-off interval increases, since a
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Figure 5.26: Mean staleuess vs. hold-off interval

node is prohibited from reserving another slot during a longer period. In addition, 
the RI in high-density scenarios is larger than in low-density scenarios because it 
takes a longer time to compete with a larger number of neighbors.

It is worth noting in the high node density case (80 vehicle/km) that the 
RI remains high when the hold-off interval drops, as compared to other node 
density cases. This can be explained that in high density environments, the higher 
number of neighbors rather than the hold-off interval, becomes the dominant 
factor that prohibits nodes from reserving more slots.

d'ho percentage of unbounded RI is directly affeetc’d by the hold-off interval as 
depicted in Figure 5.25. Given a specific node density, it grows quickly if the hold- 
off interval drops, especially in dense networks. Nevertheless, expanding hold-off 
interval does not help reducing the percentage of unbounded RI, which indicates 
that with sufficient resources, it is still possible to have unbounded reservation 
intervals.

As for average staleness, the general observation in Figure 5.26 is that the per­
formance in sparse networks is better than in dense networks, as more contenders 
exist in the neighborhood. It is observed that the average staleness drops when
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the hold-off intervals decreases. This is due to the fact that, in a given network, 
('xcc'ssively large hold-off interval unnecc'ssarily limits nodes from reserving more 
slots. Howevf'r. when the hold-off interval (hx'reascs to a c'crtain ti])ping point, 
the average stalene,ss begin to pick ujr quickly, e.g., in 80 vehicle/km scenario. 
The reason is similar to our previous analysis that excessively small hold-off inter­
vals significantly intensifies the cont('iition among neighbors in a local area which 
leads to more undecided slots.

From the analysis above, it is observed that for a specific network density, 
there exist an optimal hold-off interval which takes into account the number of 
neighbors in the loc'al area. If the hold-off interval is set exce.ssively high, slots 
are wasted and the efficiency is lowc If it is .set excessively low, contentions will 
be intense whitii makes reserving a slot difficult. In our algorithm, the hold-off 
interval is set based on the current environment and is adjusted dynamically to 
the changes of node density in the local area.

5.4.2.3 Allowed Control Message Size Effect on Scheduling Layer Per­
formance

The allowed control message size is the size limit on the proportion of control 
message versus payload message. Given the current configuration, the maximum 
l)acket size in a slot is 9000 bits, and therefore, the allow^ed control message size 
is tuned between 1000 and 9000 bits.

Compared to the hold-off interval study, the number of undecided slots and the 
break dowui of possible reasons show similar trend as depicted in Figure 5.27 and 
Figure 5.28. The undecided slot issue becomes severe when the allow'ed control 
message size is below 5000 bits. Without adeciuate banchvidth, the reservation 
decision messages are less likely to be sent out and received, wdiich causes more 
slots to remain undecided.

The above rationale is confirmed by Figure 5.29, in which the decision message 
delivery success rate is measured against the allowed control message size. In all 
node density scenarios. 5000 bits is the tipping point for a good delivery rate 
(> 98%), and 3000 bits is the threshold beyond which the delivery rate drops 
dramatically. The results demonstrate that in order to maintain an acceptable
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Figure 5.27: Number of undecided and orderly given up slots vs. allowed control 
message size

Figure 5.28: Breakdown of pending nodes vs. allowed message size

performance in RRP, it is vital to maintain a sufficient bandwidth for control 
messages.

156



Figur(" 5.29: Decision ine.ssage delivery success rate vs. allow(‘d message size

Figure 5.30; Reservation interval vs. allowed message size

The impact of allowed message size on the overall performance is illustrated 
in Figure 5.30, Figure 5.31, and Figure 5.32. If the allowed control message
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Figure 5.31: Beyond bound RI vs. allowed message size

Figure 5.32: Mean staleness vs. allowed message size

size is below 5000 bits, the overall performance, including average reservation 
interval, percentage of unbounded reservation interval and average staleness begin
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to (lip dramatically. In terms of average staleness, it is worth noting that lower 
(h'lisity sctmarios arc' more tok'rant to insnfficic'iit control message size as depicted 
in Figure 5.32, because less reservation information needs to be delivered. For 
example, in the 40 vehicle/km scenario, the average staleness remains low until 
the size limit drops below 3000 bits; while in high node density case. 5000 bits is 
a the tipping point for the staleiiess to drop.

5.5 RR-ALOHA Specific Evaluation

As a reservation-based MAC prcjtocol, RR-ALOHA shares a lot of similarities 
with RRP. For example, time is divided into slots, and each slot needs to be con­
tested among neighbors to ensure collision-free medium access. However, due to 
its reservation procedure, RR-ALOHA suffers two major drawbacks. First of all, 
the collisions occurred during slot reservation, i.e., access collisions, sulrstantially 
reduce the probalrility of successfully reserving a slot, especially when the number 
of neighl)ors exceeds the size of a frame. Secondly, the dynamics of the network 
tx)]3ology erodes, the agreed, slot reservations, which, causes collisions-during ac­
tual transmissions. In the following evaluation, these two drawbacks are the focus 
of the study, and the RR-ALOHA performance is measured in terms of generic 
metrics such as PDR, RI and staleness, in addition to a number of RR-ALOHA 
specific metrics, e.g., reservation success rate and reservation delay. In the fol­
lowing, the study of the access collision problem is presented in Section 5.5.1, 
and the study of dynamic topology on RR-ALOHA performance is presented in 
Section 5.5.2.

5.5.1 Effect of Frame Size on RR-ALOHA Performance

In this section, the impact of the access collision problem on RR-ALOHA per­
formance is evaluated. The performance is characterized by reservation success 
rate, reservation interval, PDR, and staleness. By tuning the frame size in a given 
network, the severity of access collision and its impact on RR-ALOHA’s overall 
performance are evaluated and analyzed.

There are three possible outcomes for a reservation attempt in RR-ALOHA:
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success, failure due to omission (some neighbors fail to respond), and failure 
due to inconsistency (inconsistent reply from neighbors). In Figure 5.33, the 
respective percentages of these possibilities are plotted with respect to the frame 
si/<'. In a specific node' dcuisity scenario (GO v('hicl('/km), tlu' r(!S('rvation success 
rate is less than 50% when the frame size is below 120 slots, and the omission 
failure and inconsistency failure are above 20% and 30% respectively. Beyond 120 
slot frame size, the reservation success rate increases and the failure rate drops 
significantly. To summarize, given a specific node density, the frame length needs 
to be sufficiently large to maintain a high reservation success rate in RR-ALOHA.

The consequence of a low reservation success rate is also investigated by com­
paring the number of actual 1-hop neighbors with the number stored in the local 
knowledge base. As depicted in Figure 5.34, when the frame size is small, the 
number of known 1-hop neighbor is significantly less than the actual numbers, 
which suggests that some 1-hop neighbor’s existence are unknown. This is due 
to the fact that these missing nodes (which are referred to as “black hole” nodes) 
are unable to reserve a slot to broadcast their existence to their neighbors. To 
summarize, excessively small frame size in a given node density creates “black

Figure 5.33: Reservation success rate vs. frame size
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Figure 5.34; Number of 1-hop iieighl)ors recorded in knowledge base vs. frame 
size

hole”: nodes whose existence is uuknown.to their neighbors.. The impact of such 
black hole nodes are further analyzed in subsequent sections.

In Figure 5.35. the PDR is measured with respect to the frame size given 
various node densities. In general, RR-ALOHA can deliver messages reliably 
with over 90% PDR. However, it is interesting to observe that a “V” shape of 
PDR in all node densities. The reason is that when the frame size is less than 
what is required for the specific node density, black hole nodes appear, which 
do not participate in the reservation contest, and thus the PDR becomes higher. 
When the frame size increases, the number of available slots also increases which 
improves PDR.

In Figure 5.36, the average RI is measured with respect to various frame length 
in three node densities. When the frame size exceeds a density-specific threshold, 
RI starts to grow linearly. This is due to the fact that the enlarged frame size 
proportionally increases the time interval between two reserved slots. However, 
when the frame size falls below the threshold, the RI remains stable as RI is now 
determined by the number of neighbor in one’s neighborhood.

.4.S depicted in Figure 5.37, when the frame size shrinks below a density-specific
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Figure 5.35: PDR vs. frame size

Figure 5.36: Reservation interval vs. frame size

threshold, the black hole nodes significantly increase the number of unbounded 
RI. These black hole nodes also have a significant impact on average staleness,
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Figure 5.37: Beyond Irouud reservation interval vs. frame size

Figure 5.38: Mean staleness vs. frame size

as illustrated in Figure 5.38. The long-term absence of a node makes the mea­
surement of staleness in all neighboring nodes grow rapidly, which significantly
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Figure 5.39; PDR vs. Frame reuse limit 

increase the average staleness.
To summarize, in RR-ALOHA, it is very important to set an appropriate 

frame size according to the local node density. Otherwise, the reservation success 
rate begins to dip which might create a large number of black hole nodes that do 
not possess any slots. Such black hole nodes dramatically deteriorate the overall 
performance of RR-ALOHA including the number of unbounded RI and staleness. 
However, to set a fixed and universal frame length is practically infeasible in a 
network with various node densities, which is a huge obstacle for frame-based 
protocols to be applied in VANETs.

5.5.2 Effect of Vehicle Speed on RR-ALOHA Performance

In order to adapt to the rapidly changing network topology, RR-ALOHA can be 
modified to refresh its slot reservations. A frame reuse count can be introduced, 
which is the maximum number of frames in which a reserved slot can be reused. 
A smaller reuse count, i.e., frequent refresh, can update the slot allocation ac­
cording to the network dynamics, but increases the cost and overhead during 
slot reservation. On the other hand, large reuse count, i.e., less frequent refresh.
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Figure 5.40: Reservation delay vs. Frame reuse limit

reduces the slot reservation cost, but the schedule may not be adaptive enough 
to the chahgiiig 'ehvirbn'm'eiit.............................................................................................

In Figure 5.39, the PDR is measured with respect to the frame reuse count, 
given various vehicle speeds. When the frame reuse count is less than 10, the 
PDR falls because most slots need to be contested before use, which causes a 
large number of access collisions. When the frame reuse limit increases beyond 
the tipping point, a lot more slots are used without reservation, therefore increases 
the PDR. However, the PDR begins to drop when the frame reuse limit continue 
to grow, as node mobility begins to erode the correctness of scheduled slots. For 
various vehicle speeds, it is also illustrated in Figure 5.39 that higher vehicle 
S])eed has a more negative impact on the PDR.

To successfully reserve a slot, a node needs to wait a number of frames to send 
out the trial message and wait another number of frames to be confirmed. The 
reservation delay and the trial message delay (in terms of frames) are depicted in 
Figure 5.40 and Figure 5.41 respectively. In general, both types of delays increase 
as frame reuse limit grows. This is due to the fact that, larger frame reuse limit 
makes nodes hold reserved slots for a longer time, which means less available slots
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Figure 5.41; Reservation trial message out delay vs. Frame reuse limit

for other nodes to choose from, and subsequently send their trial messages.
As depicted in Figure 5.40, the reservation delay grows as the vehicle speed 

increases. It is because a node in a fast moving network knows more slot usage 
than in a slow network, which makes it more difficult to find a clear slot to send 
a trial message. To summarize, higher node mobility has a negative impact on 
the reservation delay in RR-ALOHA.

The average staleness of RR-ALOHA is measured with respect to the frame 
reuse limit in various vehicle speeds. As depicted in Figure 5.42, larger frame reuse 
counts increase average staleness, as reserving a slot becomes more difficult as 
discussed earlier. The vehicle speed also has a direct impact on average staleness 
as faster vehicle speed leads to a larger staleness, especially when the frame reuse 
limit is large. This is because higher vehicle speed decrease PDR, and increases 
the waiting time to reserve a slot, which eventually leads to a higher staleness.

Based on the evaluation study above, two major challenges in RR-ALOHA 
are identified which prevents it from being applied in VANETs directly. The 
first one is how to dynamicall}' determine an appropriate frame reuse limit based 
on local vehicle speed. Frequent frame refresh may lead to access collisions and
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Figure 5.42: Mean staleness vs. Frame reuse limit

making reservation more difficult, while insufficient frame refresh corrupts the 
estahli'shed schedtile. hi addition' it is'challenging'to maintain a consistent view 
on neighbors' frame reuse limit, wdiicli is subject to change.

The second challenge relates to the determination of an appropriate frame 
length in a local area. As shown in the diagrams above, insufficient frame length 
may create black hole nodes which deteriorates the overall performance signifi­
cantly. On the other hand, excessively large frame length is inefficient and not 
practical for time sensitive medium access. Further more, nodes with heteroge­
neous frame length cannot co-exist in RR-ALOHA, which means that it is very 
difficult to apply it in a real-world environment, where frame length depends on 
local node density.

5.6 802.lip Specific Evaluation

In this section, the impact of vehicle speed, channel characteristics and contention 
window size on the performance of 802.lip are studied in terms of PDR, medium 
access delay and average staleness. The evaluation study is therefore divided into

167



60 80 100 
Vehcle speed (km/h)

140

Figure 5.43: PDR vs. vehicle speed

three parts; the vehicle speed study in Section 5.6.1, the channel characteristics 
study in Section 5.6.2, and hnally, the contention window study in Section 5.6.3.

5.6.1 Effect of Vehicle Speed on 802.lip Performance

In this study, the vehicle speed is varied from 20 to 140 km/h, and the PDR, 
medium access delay and staleness are measured with node density configured 
at 80 vehicle/km. As depicted in Figure 5.43, Figure 5.44, Figure 5.45. The 
general trend in these three diagrams is that none of these performance indexes 
are affected by the vehicle speed, which confirmed our previous expectation that 
contention-based protocols are largely immune to mobility.

In the study, the performance of 802.lip is also measured with respect to 
various beacon intervals, which creates a different offered load in each speed 
scenario. For PDR and medium access delay in general, increasing the offered 
load (more frequent beacon interval) leads to worse performance, as PDR begin to 
drop and medium access delay starts to grow. For staleness, the best performance, 
i.e., lowest staleness value is obtained at 10 Hz rather than 5 Hz, because an 
excessively low beacon rate increases the delay of receiving new beacons.
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5.6.2 Effect of Wireless Channel Characteristics on 802.lip 
Performance

In this section, the Nakagami-m parameter is tuned to create various channel 
characteristics, and the results are depicted in Figure 5.46, Figure 5.47, and Fig-
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lire 5.48 for PDR, niecliuin access delay and mean staleness respectively. Similar 
to tlie speed evaluation, '802.lip does liof seeni to be affected by the cliaiinel 
fiuctiiation.

5.6.3 Effect of Contention Window Size on 802.lip Per­
formance

I'he impact of the contention window size on 802.lip performance is studied in 
this section. As far as PDR is concerned, the expansion of contention window does 
not affect the PDR when the offered load is not heavy, as depicted in Figure 5.49. 
The PDR is improved only when the channel is heavily congested in the 20 Hz 
beacon rate .scenario. In this particular case, the expansion of the contention 
window relieves the congestion in the channel and thus improves PDR.

The impact of contention window size on the medium access delay is depicted 
in Figure 5.50. A larger contention window increases the medium access delay, 
as the time wasted on waiting for the back-off’ slot grows. When the contention 
window expands to a large value, e.g., > 100 slots, the medium access delay grows
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Figure 5.49: PDR vs. Contention window size

Figure 5.50: Medium access delay vs. Contention window size

significantly. For example in 20 Hz case, the medium access delay is larger than 
100ms when the contention window exceeds 100 slots.
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Figure 5.51: Mean staleiiess vs. Contention window size

The impact of contention window size on stalenoss also depends on the offered 
load as depicted'in Figure 5.51.' When tlie'chahiief is hot he'aVhly saturated', e.g.,' 
in 5 Hz and 10 Hz beacon rate cases, the impact of the contention window on 
mean staleness is negligible. However, when the channel begin to saturate, the 
expansion of the contention window has a devastating effect on staleness, as the 
medium access delay begins to soar. This is because when 802.11]) loses its 
advantage in maintaining low medium access delay, its disadvantage of having 
low PDR makes the communication quality, in terms of staleness, unacceptably 
])oor.

5.7 Comparison and Analysis

In this section, the performance of 802.lip, RR-ALOHA and RRP is compared in 
order to study their strengths, weaknesses and their suitability in VANETs. The 
metrics used in the evaluation are the key performance indicators for a commu­
nication protocol, which include PDR. medium access delay, reservation interval, 
sender and receiver throughptit, and the mean and de^'iation of staleness. In
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Figure 5.52: PDR vs. Node density

the comparison study, two parameters, i.e., node density and beacon interval are 
varied in order to simulate various load conditions, and those key performance in­
dicators are measured and analyzed. In the following, each section evaluates and 
compares a specific performance metric among the three protoc'ols. At the end 
of this section, the evaluation is concluded with the discussion of the suitability 
of each protocol in vehicular networks.

5.7.1 Packet Delivery Rate

In Figure 5.52, the PDR is measured in various node density scenarios from 20 ve­
hicle/km to 120 vehicle/km. In general, the reservation-baaed protocol RRP and 
RR-ALOHA are able to maintain a high level of PDR aa node density increases. 
On the contrary, contention-based 802.lip performs poorly when node density 
increases and the contention among neighbors become more severe. 802.lip’s 
PDR drops to as low as 50 percent in the 120 vehicle/km scenario, meaning that 
almost half of the broadcast messages will be lost during a single transmission.

The PDR is also measured with various beacon intervals, which is the time 
interval between consecutive beacons generated by each vehicle. Effectively, re-
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Figure 5.53: PDR vs. Beacon interval

(luc’ing heacnn intervals increases offered load on the channel, which is the same 
as increasing the node density. The results depicted in Figure .^63 reveals simi­
lar trends in reservation-based protocols and contention-based protocols. As the 
beacon interval decreases and thus the load on the channel increases, contention 
intensiffes in 802.1 Ip networks and the PDR drops signifi('antly. Whem the bea­
con interval reduces to less than 100 ms, the 802.1 Ip channel becomes saturated 
and the PDR deteriorates to less than 50 percent. On the contrary, RRP and 
RR-ALOllA arc not affected by the beacon interval changes and maintain a high 
level of PDR.

Based on the study of PDR vs. offered load, it is observed t hat the reservation- 
based protocols preserve a high level of reliable transmission regardless of the 
offered load, wdiile the contention-based protocol’s performance significantly de­
teriorates when the channel becomes congested. This is due to the fact that 
transmissions are exirlicitly reserved in RRP and RR-ALOHA, but contested and 
unprotected in 802.lip. The advantage of the reservation approach is not obvious 
when the contention is light, but becomes apparent in challenging load conditions.

In reservation-based protocols, when the demand for resource increases as
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Figure 5.54; Reservation interval vs. Node density

the contention intensifies, tlie reservation requests are more difficult to be sat­
isfied, which eft’ectively restrains the actual transmission rate. On the contrary, 
contention-based protocols do not consider the actual available resources and 
transmit without rate control, which results in increased collisions and reduced 
transmission reliability.

5.7.2 Reservation Interval and Medium Access Delay

The RI measures the duration in between two consecutive reserved slots, and 
it only applies to reservation-based protocols, i.e., RRP and RR-ALOHA. RI 
is another indicator in addition to medium access delay showing how often the 
medium can be accessed. In Figure 5.54, RI is measured with respect to node 
density, with a fixed beacon interval at 100 ms. As the node density increases, the 
number of contenders grows, which makes it harder to reserve a slot in both RRP 
and RR-ALOHA. Therefore the distance between successfully reserved slots, i.e., 
RI, increases along with node density.

In Figure 5.55, RI is irrelevant to various beacon intervals for both RRP and 
RR-ALOHA, while the node density is fixed at 80 vehicle/km. As a matter of
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Figure 5.50: Representation of node density, RI and Ireacon interval in various 
node density scenarios

fact, RI reflects the amount of bandwidth that is available in a specific network 
environment, which is only environment-specific and is independent of the offered 
load.

In Figure 5.54 and Figure 5.55, at the same configuration conditions, the RI of 
RRP is always smaller than RR-ALOHA’s, which indicates that RRP has higher 
efficiency in terms of allocating resources than RR-ALOHA.

The medium access delay is measured as the time interval between a packet 
arriving at RRP until its eventual broadcast to the medium. Due to the periodic 
nature of safety messages in VANETs, a beacon that is buffered for a long time 
will be overwritten by a new beacon and the medium access delay of the erased
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Figure 5.57: Representation of node density, RI and beacon interval in various 
beacon interval scenarios

beacon is not counted in the evaluation since the message is never actually sent 
out.

The medium access delay of RRP, RR-ALOHA and 802.lip are evaluated and 
compared with respect to node density and beacon interval. In Figure 5.58, the 
beacon interval is hxed at 100 ms while node density varies, and in Figure 5.59, the 
node density is fixed at 80 vehicle/km while beacon interval varies. Prior to the 
description of the evaluation results, some observations regarding medium access 
delay, beacon interval and reservation intervals for reservation-based protocols 
are presented as follows:

The relationship between the beacon interval and RI has implications on the 
MAC delay, which are illustrated in Figure 5.56 and Figure 5.57. Two scenarios 
are of particular interest: 1) RI is considerably smaller than beacon interval, and 
2) beacon interval is considerably smaller than RI.

In the first case, as the parameter arrow moves to the left in Figure 5.56, or the 
parameter arrow moves to the right in Figure 5.57, for each beacon message, it is 
very likely that the message will be sent within a short period of time (considering 
the length of the beacon interval). Consequently, the medium access delay of the 
beacon message largely depends on the length of the RI, and is approximately 
half of the RI on average.

In the second case, as the parameter arrow moves to the right in Figure 5.56, 
or the parameter arrow moves to the left in Figure 5.57, the number of beacon 
messages overwhelms the available number of slots, which means that a large 
number of beacons are overwritten by subsequent beacons and are not included 
in the measurement of medium access delay. For each reserved slot, the beacon 
message being transmitted has a very short buffering time (considering the length
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Figure 5.58: Medium access cielay vs. Node density

of the III) due to the rapid beacon overwrites. Consequently, the medium access 
delay of the beacon messages largelj' depends on the length of the beacon interval, 
which is roughly about half on average.

The performance of RRP, RR-ALOHA and 802.lip are compared in terms of 
medium access delay in Figure 5.58, and Figure 5.59. The medium access delay 
of contention-based 802.Tip is -significantly smaller than reservation-based RRP 
and RR-ALOHA due to their difl'erenccs in medium access mechanism. 802.lip 
only grows marginally in extreme node densities while RRP and RR-ALOHA 
maintains a high level of medium access delay.

It is interesting to observe the value of medium access delay by cross referenc­
ing the relationship between RI and beacon interval, as is discussed previously. 
For instance, for RRP in Figure 5.58, the RI has approximately the same length 
compared to beacon interval (fixed at 100 ms) when the node density is about 60 
vehicle/kni according to Figure 5.54. If the node density decreases, i.e., moving 
the arrow in Figure 5.56 leftwards, the medium access delay is dominated Iry the 
RI, which shows a near linear decrease. On the other hand, if the node density 
increases, i.e., moving the arrow in Figure 5.56 rightwards, the medium access
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Figure 5.59: Medium access delay vs. Beacon interval

delay is dominated liy the beacon interval, which is fixed at 100 ms. This explains 
why the medium access delay is capped at half of the beacon interval at 50 ms.

In Figure 5.59, the RI and beacon interval are approximately the same when 
the beacon interval is about 140 ms, according to Figure 5.55. For smaller beacon 
intervals, beacon interval dominates medium access delay which makes medium 
access shrink linearly. For larger beacon intervals, RI dominates medium access 
delay, which caps it at half of RI, i.e., approximately 70 ms for RRP and 140 ms 
for RR-ALOHA.

5.7.3 Sender Throughput and Receiver Throughput

The sender throughput are measured with respect to node density for RRP, RR- 
ALOHA and 802.lip in Figure 5.60. The beacon interval is fixed at 100 ms. As 
node density increases, RI of RRP and RR-ALOHA increases as we discussed 
in Section 5.7.2, which eft’ectively reduces the sender throughput. For 802.lip 
however, packets are sent to the medium regardless of the environment which is 
reflected by a constant sender throughput with constant beacon interval.

The receiver throughput is the throughput experienced by a single receiver.
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Figure 5.60: Sender throughput vs. Node density

Figure 5.61: Receiver throughput vs. Node density

which is measured in Figure 5.61 with tiie same configuration as the sender 
throughput. For all protocols, as node density increases, the respective receiver
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Figure 5.62: Sender throughput vs. Beacon interval

throughput also grows, until it reaches a saturation point with RRP achieving 
the highest receiver throughput. It is interesting to observe that the saturation 
is achieved under the condition that sender throughput is decreasing in RRP and 
RR-ALOHA, but remains constant in 802.lip. As shown in Figure 5.61, when 
more nodes exist in the communication range with constant sender throughput, 
802.lip’s receiver throughput does not grow continuously, which indicates that 
more packets are lost due to collision. On the other hand, as the node den­
sity increases, reservation-based protocols reduce their transmission rate to avoid 
channel saturation.

The sender throughput with respect to beacon interval is presented in Fig­
ure 5.62, with node density set at 80 vehicle/km. Due to the fact that node 
density is constant, RI for RRP and RR-ALOHA is constant because it is an 
environment-specific metric, as discussed in Section 5.7.2. Therefore the sender 
throughput is also constant for RRP and RR-ALOHA. For 802.lip, as beacon 
interval increases, the actual number of packets that arrived at the MAC layer 
decreases, which brings down the sender throughput.

The receiver throughput with respect to beacon interval is presented in Fig-
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Figure 5.63: Rt'ceiver throughput vs. Beacon interval

ure 5.63, with the .same configuration as sender throughput. For RRP and RR- 
ALOHA, the sender throughput as well as the node density are all constant, 
so that the receiver throughput is constant with various beacon intervals. For 
802.lip, there exists a tipping point of the receiver throughput at approximately 
70 ms of beacon interval. Prior to the tipping point, the increased number of 
packets l^egin to saturate the channel which reduces the receiver throughput, 
while beyond the tipping point, the decreased number of packets reduces the 
offered load which also results in a reduced receiver throughput.

5.7.4 Mean and Deviation of Staleness

The staleness observed in vehicles combines the exjrerienced medium access delay 
and the packet delivery rate, and is the indicator of communication quality for 
safety applications in the study. A desirable communication protocol provides 
reliable transmission as well as timely medium access, which translates to a low 
staleness on average, and a small deviation as well.

In the following, the average and the deviation of staleness are measured and 
compared for RRP, RR-ALOHA and 802.lip. In Figure 5.64, the average stale-
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Figure 5.64: Mean staleness vs. Node density

Figure 5.65: Mean staleness vs. Beacon interval

ness is evaluated with respect to various node densities, and the beacon interval 
is constant at 100ms. In general, for all protocols, the average staleness grows
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Figure 5.66: Staleiiess 90-perceiitile vs. Node density

as node density increases, since tiie contention for resources l)ecomes more inten­
sive. 'F()r RRP aiid RR-;\.LOHA, it grdvi's'almost linearly with node density, while 
802.1 Ip rises nnu'h faster in high-d('nsity scenarios, as it suffers from severe trans­
mission collision. Except in the light density case (20 vehicle/km), RRP achieves 
the best performance in terms of the average staleness in all node densities.

In Figure 5.65, the average staleness is measured with respect to the beacon 
interval, and the node density is at hxed at 80 vehicle/km. 802.lip performs 
])oorly when the beacon interval is small as more messages are congesting the 
channel. After the tipping point at 100 ms, for all protocols, it grows linearly 
as the beacon interval increases. For reservation-based protocols, given a specific 
node density, smaller staleness can be achieved by reducing the beacon interval. 
In fact, if the beacon message is not periodically generated, but polled when­
ever a slot is available, even smaller staleness can be achieve as the time wasted 
on waiting for a slot is eliminated. However, this improvement only apjrlies to 
reservation-based protocol as the exact time to transmit is known a priori.

The deviation of staleness is studied in terms of the 90 and 99 percentile of 
staleness, meaning that 90 or 99 percent of the staleness values fall within such
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Figure 5.67: Staleness 99-percentile vs. Node density

a bound. In Figure 5.66 and Figure 5.67, the 90-percentile and 99-percentile of 
staleness are plotted against node density for RRP, RR-ALOHA, and 802.lip, 
with a fixed beac'on interval of 100 ms. For the 90 percentile, the trend is similar 
as the average staleness in Figure 5.64 such that the measurement for all protocols 
grow as node density inc'reasc's. Howt'ver. the difference is that the deviation of 
staleness of the 802.lip soars in high-density scenarios. In the 99 percentile 
scenario, this phenomena becomes more obvious as the value of 802.lip reaches 
over 1000 ms in 80 vehicle/km node density and beyond. For a safety application, 
if 802.lip is used as the communication protocol, then in approximately 1% of 
the time, a vehicle’s neighbor will be out of reach for more than 1000 ms, which 
is unacceptable for most safety applications.

On the other hand, the advantage of deterministic and time-bounded access 
scheme is clearly shown in staleness deviation figures. The 90-percentile and 
99-percentile for RRP is below 300 and 400 ms in all node densities, which is 
considerably improved compared with 802.lip. The results have demonstrated 
the capability and suitability of RRP as a medium access protocol in a VANET.
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Table 5.1: Comparison of 802.lip, RR-ALOHA and RRP
802.lip RR-ALOHA RRP

Mobility support High Low High
Channel congestion handling Low Medium High

Reliability Low High High
Predictability Low Medium High

Timeliness Low Low High
Operational cost Low Medium High

5.8 Conclusion

In the following, the i)roperties of 802.lip, RR-ALOHA and RRP are snmmarized 
and compared in terms of their suitability in the envisaged vehicular networks.

On the bright side, the 802.lip prcjtocol is simj^le to implement and the com­
munication overhead is minimal compared to RRP and RR-ALOHA, as nodes 
do not nec'd to maintain their neighbors’ status. In addition, 802.1 Ip is gener­
ally not affected by node mobility, which is an important advantage in VANETs. 
The down side of 802.11]) is two-fold. Firstly, the protocol iterforms poorly when 
offered load increases, due to its contention-l)ased nature. Major performance 
indexes begin to deteriorate fast when the level of contention intensifies. Sec­
ondly, due to its probabilistic nature, the protocol cannot provide sufficient level 
of communication QoS in terms of reliability, predictability and timeliness which 
are critical for safety applications.

The RR-ALOHA protocol has moderate implementation complexity and com­
munication overhead compared to 802.lip and RRP. In the protocol, the medium 
is accessed in a deterministic and predictable manner, which maintains high re­
liability in stre,ssed load conditions. However, a major issue with RR-ALOHA is 
its inability to adapt in various node densities because of the fixed frame length. 
In addition, the performance of the protocol is susceptible to node mobility as 
schedules need to be constantly refreshed.

The RRP i)rotocol is very complex compared to 802.lip and RR-ALOHA. 
and is a heavy-weight i)rotocol in terms of communication overhead, since geo­
graphic and reservation information need to be disseminated in the neighborhood. 
However, the merit of this protocol is the adaptability to mobility, and the ca-
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pahility to gracefully degrade performance when the offered load increases. In 
addition, RRP provides a high level of communication QoS, i.e., high reliabil­
ity, deterministic and time-bounded medium access, which are crucial for safety 
applications.

The comparison of 802.lip, RR-ALOHA and RRP are summarized in Ta­
ble 5.1.
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Chapter 6

Conclusions and Future Work

This thesis iJiesents a new medium access control protocol (RRP) to address the 
problem of real-time medium access control in vehicular ad hoc networks. By 
leveraging the concept of i)re-scheduhng, the RRP protocol achieves reliable and 
time-bounded medium access, which are crucial for the envisaged safety-critical 
ajrplications in vehicular networks.

This chayjter summarizes the most significant oontrilrutions presented in this 
thesis, and discuss their relevance to the state of the art. The chapter concludes 
with a discussion on possible improvements and long-term evolution of the pro­
tocol that remain open for the future.

6.1 Contribution

The motivation of the work presented in this thesis stems from the observation 
of a gap between the communication requirements of safety-related applications 
and the quality of service jrrovided by the state-of-the-art communication proto­
cols. As discussed in Chapter 2, neither contention-based nor reservation-based 
MAC protocols proposed in the literature support real-time communication in 
vehicular ('iivironmcnts. due to th('ir intrinsic' flaws and the ('hallenging nature of 
the vehicular networks such as high mobility and large scale.

In order to achieve real-time communications in VANETs, reliable and time- 
bounded medium access are the two fundamental issues that cannot be circuni-
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vented. In this thesis, the intuition of solving the problem in an extremely dy­
namic vehicular environment is to allocate resources in a proactive way, i.e., via 
pre-scheduling. Based on this idea, the proposed RRP protocol predicts the dy­
namics of the network in the future, and allocate time slots among prospective 
neighbors. The pre-scheduling-style slot allocation algorithm in RRP guarantees 
exclusive slot access, which signihcantly reduces the packet collision probability, 
and bounds the maximum waiting time that a node experiences in order to obtain 
a slot. Consequently, in the RRP protocol, a node is able to access the medium 
with guaranteed delays and the transmissions are free from collisions with high 
probabilities.

It is worth mentioning that, in order to achieve theses properties above, as­
sumptions are made and certain constraints need to be satisfied. For example, 
the medium access delay guarantee is achieved only if the communication channel 
provides enough bandwidth for potential communicating nodes in a local area. In 
addition, the reliability of a transmission is subject to the unpredictable fluctu­
ation of the wireless signal during its propagation. A conservative estimation of 
the wireless channel increases the reliability of the communication protocol, but 
reduces its efficiency. As as result, a balance is always needed between guaranteed 
communication properties and the practicality of a protocol in the real world.

Another contribution of the thesis is proposing a new application-level metric 
- staleness, which characterizes the perceived communication QoS by an applica­
tion. Via a simulation-based study, the proposed RRP protocol is evaluated in 
terms of staleness, packet delivery rate, medium access delay and other metrics, 
and compared with 802.lip and RR-ALOHA protocol. The results have demon­
strated the feasibility of achieving reliable communication and time-bounded 
medium access in a vehicular ad hoc network.

6.2 Future Work
As is always the case in research, there are a number of issues that remain open 
for possible future work, both in terms of protocol improvement and long-term 
evolution.

In terms of protocol improvements, the RRP protocol can be strengthened in
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the following aspects;
First of all, the length of the advance period for mobility prediction and the 

slot allocation is fixed in RRP. A larger value of predi(;tion length may provide 
more pre]raration time for the slot allocation algorithm, which may reduce the 
number of undecided slots and im])rove the protocol’s performance. However, 
longer prediction length also increases the i:)Ossibility of mobility prediction error 
due to, e.g., unexpected driver behaviors. Consequently, a trade-off need to be 
made between performance and usability of the protocol in terms of the prediction 
length. In future version of RRP, the value of the parameter of prediction length 
need to be oirtimized considering the current vehicle speed as well as the local 
environment.

In addition, in the current design of the neighbor identification algorithm, once 
a node is determined as a neighbor when the neighbor identification algorithm 
is invoked, the results cannot be changed even when some new information has 
been received. A dynamic approach regarding the neighbor identification process 
may be beneficial, as erroneous neighbor identification results due to prediction 
error or incomirlete information can be corrected once new knowledge l)ecomes 
available.

The RRP protocol has the ability to support heterogeneous nodes with (iiffer- 
ent transmission jrowers. However, in the current design, all transmission powers 
are assumed to be equal. A scenario with nodes tuning their transmission powers 
at different levels may ci'eate a much more complex envii'onment. which is inter­
esting to investigate in terms of the performance of RRP and other benchmark 
protocols.

In terms of long-term evolution of the RRP protocol, the following aspects 
may be of interest:

In theory, RRP is able to support slot reservation with various priorities by 
changing the priority numbers used in slot contentions. Consequently, a node may 
be allocated with slots belonging to different priority categories. Messages that 
belong to different priority categories are delivered in their respective prioritized 
slots. Supporting prioritized message delivery improves the flexibility of the RRP 
in supporting ai)i)lications with various communication requirements.

In addition, the slot allocation algorithm in current RRP ])rotocol treats nodes
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in a binary manner, i.e., neighbor, or non-neighbor. However, if the geographic 
property of a neighbor can be exploited, the spacial reuse and the overall efficiency 
of the protocol can be improved. For example, the slot allocation algorithm may 
avoid simultaneous transmissions between a neighbor that is close to the current 
node, but may schedule a shared slot with a neighbor that is far away from the 
current node which is therefore less likely to cause interferences. To improve the 
performance of slot allocation algorithm by analyzing the geographic position of 
neighbors and utilizing results from graph theory would be of interest.
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